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The recent rash of federal and state government-initiated 
investigations of health care fraud,' including those against 
some of the nation's largest health care providers, has height- 
ened the health care industry's sensitivity to the liabilities asso- 
ciated with participation in federal health care programs. The 
phenomenon of a health care organization being subjected to the 
scrutiny of a government investigation is more frequent today 
than at any time in the past and includes organizations that 
historically viewed themselves as compliant with federal and 
state health care fraud and abuse laws. Accordingly, a response 
and strategy for those organizations subjected to the disruptions 
and dislocations associated with a government investigation, or 
the potential for such scrutiny and liability, is very much on the 
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1. See New Medicare Coverage Process Can Help Improve Compliance, MEDI- 
CARE COMPLIANCE, May 6, 1999, a t  1. 

Year Caseload # of Agents # of Indictments # of Convictions 
1992 571 112 409 116 
1994 1,500 225 295 311 
1996 2,200 290 679 475 
1998 2,801 420 619 469 

Growth in FBI Health Fraud Enforcement, MEDICARE COMPLIANCE supra, a t  7 (citing 
statistics presented at  a recent Health Care Compliance Association ("HCCA") confer- 
ence that detail the significant rise in health care fraud cases). 
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minds of providers and suppliers in the health care industry. 
The prospect of an organization conducting a self-evaluative 
internal investigation of those matters under scrutiny by the 
government, or those matters which come to the attention of an 
organization through its corporate compliance program, is a key 
component of any response strategy to this heightened govern- 
ment scrutiny and liability for violations of the health care fraud 
and abuse laws. 

The initiation of an internal investigation of a health care 
organization's potential fraud and abuse matters as part of such 
a strategy, however, does not come without careful consider- 
ation, equally well thought-out methods and procedures, and an 
appreciation of the issues and pitfalls involved in this type of 
undertaking. There are certain obvious advantages to  undertak- 
ing an internal investigation of an organization, whether it is 
after a government investigation has been launched or in re- 
sponse to  an internal identification of a potential fraud and 
abuse matter. If the internal investigation is conducted to exam- 
ine suspected wrongdoing on behalf of the organization in re- 
sponse to  a government inquiry, the company may be able to 
convince authorities that the internal investigation will be con- 
ducted in a credible and objective way. This may result in the 
government foregoing a full-blown separate government investi- 
gation, for the time being, so that the government may review 
the results of the organization's internal investigation. An inter- 
nal investigation could mean far less disruption to  the organiza- 
tion than if it were subjected to a direct government investiga- 
tion with search warrants and subpoenas. Another advantage of 
conducting an internal investigation is that the health care 
organization has the ability t o  frame the issues and to define the 
scope of the investigation. Consequently, the organization may 
more fully explore and develop any exculpatory evidence that 
the government may not pursue aggressively in its own investi- 
gation. These types of benefits flow from an internal investiga- 
tion, regardless of whether the investigation is conducted in 
response to a government investigation or on the organization's 
own accord. 

Many organizations initiate internal investigations pursuant 
to their corporate compliance programs. Compliance programs 
for organizations can take many forms, but they are generally 
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designed to ensure that organizations comply with all applicable 
laws and regulations and 'to provide a vehicle by which the orga- 
nization can learn of, investigate and correct potential violations 
of those laws and regulations, presumably before such informa- 
tion comes under government ~crutiny.~ The implementation of 
corporate compliance programs has become more frequent and, 
in fact, may be a necessity in view of increasing health care 
fraud liability. 

In recent years, health care providers have seen bold initia- 
tives by state and federal governmental agencies to ensure com- 
pliance with health care-related regulatory schemes. Such initia- 
tives include requiring organizations to agree to implement a 
corporate compliance program as part of any settlement with the 
government of a civil or criminal fraud matter. As a result, 
health care organizations have responded proactively by develop- 
ing corporate compliance programs that include a formalized 
plan for conducting internal investigations. 

In addition to identifying and preventing illegal and unethi- 
cal conduct, the presence of an effective compliance program 
may influence a prosecutor's determination of whether to file 
criminal charges against a corporation or proceed with a civil 
lawsuit against the ~rganization.~ A corporate compliance pro- 

2. DAVID D. QUEEN & ELIZABETH E. F'RASHER, DESIGNING A HEALTH CARE 
CORPORATE COMPLIANCE PROGRAM 1 (1995). 

3. Those organizations which have a compliance plan in place may also 
receive favorable treatment under the Federal Sentencing Guidelines ("Sentencing 
Guidelines"). Thomas F. O'Neil 111 & Adam H. Charnes, The Embryonic Self- 
Evaluative Privilege: A Primer for Health Care Lawyers, 5 ANNALS HEALTH L. 33 
(1996); QUEEN & WHER, supra note 2, a t  1-3. The Sentencing Guidelines provide 
for reductions in the criminal sentence of an organization with a formalized program 
designed to detect and prevent violations of the law. Id. See also U.S. SENTENCING 
GUIDELINES MANUAL $5 8C2.5(0, (g) (1996). To receive the benefits of a compliance 
program, such a program must be designed and implemented to be -"effectiven as 
that concept is used in the Sentencing Guidelines for organizations. These Sentenc- 
ing Guidelines set forth seven standards for effective compliance programs. These 
standards are: 1) the organization must establish compliance standards and proce- 
dures reasonably capable of reducing improper conduct; 2) specific high-level indi- 
viduals within an organization should be assigned the overall responsibility to over- 
see compliance by the organization's employees with the standards and procedures; 
3) the organization must use due care not to delegate substantial discretionary au- 
thority to individuals who have a propensity to engage in illegal activities; 4) the 
organization must take steps to communicate effectively its standards and procedures 
to all employees and other agents; 5) the organization must take reasonable steps to 
achieve compliance with the standards by utilizing monitoring and auditing systems 
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gram may also reduce the extent to which the government can 
attribute criminal intent to a corporation. It also constitutes 
excellent public relations in that it concretely demonstrates to 
the organization's employees and the community at  large the 
organization's strong commitment to honest and responsible 
conduct. This, in turn, helps to  improve employee morale be- 
cause employees feel that they are valued within the organiza- 
tion and believe that they are working for an organization that 
takes compliance seriously. 

In addition to the benefits listed above, a corporate compli- 
ance plan can also protect a health care corporation's directors 
from civil liability stemming from a shareholder's derivative 
law~ui t .~  In In re Caremark International: the shareholders of 
a publicly traded health care corporation filed a shareholder's 
derivative action against the corporation's directors to  recover 
losses resulting from health care fraud crimes committed by the 
c~rporation.~ The shareholders alleged that the directors failed 
to monitor adequately the corporation's activities and that the 
criminal violations could have been avoided with proper moni- 
toring.' When the parties proposed a settlement, the Delaware 
Chancery Court reviewed the terms of the settlement agreement 
under Delaware law to ensure fairness for the corporation and 
its absent shareholders.' In its decision, the court noted that 
"relevant and timely information is an essential predicate for 
satisfaction of the board's supervisory and monitoring role un- 
der . . . Delaware General Corporation Law."g After reviewing 
the history of Delaware law concerning the directors' duty to 
monitor corporate activities, the court concluded that directors 
must assure themselves that "information and reporting systems 

and implementing a reporting system whereby employees can report suspect conduct 
within the organization without fear of retribution; 6) the standards must be con- 
sistently enforced with appropriate disciplinary mechanisms; and 7) after an offense 
has been detected, an organization must take reasonable steps to respond appropri- 
ately and to prevent further similar offenses. QUEEN & FRASHER, supra note 2, at 1- 
a. 

4. In re Caremark Int'l, 698 A.2d 959, 971-72 (Del. Ch. 1996). 
5. 698 A.2d 959 (Del. Ch. 1996). 
6. In re Caremark Int'l, 698 A.2d at 960. 
7. Id. at 964. 
8. Id. at 966. 
9. Id. at 970. 
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exist in the organization that are reasonably designed to provide 
to senior management and to the board itself timely, accurate 
information sufficient to allow management and the board, each 
within its scope, to reach informed judgments concerning both 
the corporation's compliance with law and its business perfor- 
mance."" 

Thus, if a corporation's directors do not have a timely infor- 
mation and reporting system, such as one established pursuant 
to a corporate compliance plan, the directors could be held civilly 
liable if their corporation suffers financial loss, under the theory 
that they failed to monitor corporate activities. Consequently, if 
the threat of criminal liability seems too remote for most corpo- 
rate directors, perhaps this threat of civil, personal liability is 
reason enough for an organization to adopt a corporate compli- 
ance plan. An effective corporate compliance plan must have the 
capacity to investigate and evaluate reports of activities which 
could give rise to liability under the health care fraud and abuse 
laws. 

The following section of this Article is a review of the factors 
that should be taken into consideration when conducting an 
internal investigation of an organization related to potential 
violations of health care fraud and abuse laws. These factors 
should be considered, regardless of whether there is a govern- 
ment investigation or whether there is reported activity through 
an organization's compliance program. This section also includes 
some insights of the author, gained through investigative experi- 
ences. 

A. Scope and Accountability 

Initially, the health care organization must determine who 
will conduct the internal investigation-whether it will be out- 
side counsel, an independent consulting firm, or a combination 
of the two. The use of a separate, independent investigation 
team may help in bolstering the government's confidence that 

10. Id. 
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the organization will conduct a credible investigation. Addition- 
ally, it is advisable to separate the roles and tasks of those in- 
volved in investigating the organization so that those gathering 
the facts are not the same as those individuals assessing and 
making legal conclusions regarding those facts. It is important, 
as well, that those conducting the investigation do not end up in 
a situation where they are reporting the results to  the very 
individuals within the company whom the government may 
believe are involved in the suspect activities. 

For those charged with conducting the investigation, an 
initial discussion with the organization is necessary to  establish 
the time frame of the investigation, the resources required to 
complete the investigation, the level of cooperation by the orga- 
nization in gathering documents and making employees 
available for interviews, the types of experts brought in to ad- 
dress the issues, and how much the investigation may disrupt 
the day-to-day operations of the organization. Typically, these 
investigations take anywhere from three months to two years to 
complete, depending on a multitude of factors. Trying to com- 
plete an investigation in less time than the organization may 
prefer may not yield as complete and credible a result as the 
organization or counsel may want. 

The most important initial consideration to  be taken into 
account when directing and conducting an internal investigation 
of an organization is a clear understanding regarding the scope, 
method, accountability and reporting among the law firm direct- 
ing the investigation, the consultants conducting the investiga- 
tion, and the client organization authorizing the internal investi- 
gation. This is particularly important since those conducting an 
internal investigation will not be the most popular visitors with 
members of the organization, nor will their task necessarily 
result in positive findings and recommendations for the organi- 
zation and/or key individuals in the organization. The issues 
that should be raised in discussing the scope of the internal 
investigation should include not only the subject matter to be 
addressed, but also to whom the law firm and investigative team 
will be accountable within the client organization. 

The investigative team could be responsible for reporting to 
a special committee of the Board of Directors, the in-house coun- 
sel for the organization, and/or selected members of the man- 
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agement team. This assessment will necessarily require a deter- 
mination of the degree of independence and control that will be 
exerted by management over the internal investigation. This 
choice obviously has implications for the credibility and effective- 
ness of the internal investigation. The degree of credibility of the 
internal investigation also could have an extremely important 
impact on the level of cooperation and credibility which the 
organization may have with the government entities investigat- 
ing the potential violations of the health care fraud and abuse 
laws. Ideally, a separate committee of an organization's Board of 
Directors should be established to which investigators report 
their findings. 

An additional issue that should be discussed with the orga- 
nization at the outset is the extent to which the internal investi- 
gative team will develop the facts and proffer conclusions based 
on those facts. At a minimum, an investigation must collect the 
relevant facts associated with the issues within the scope of the 
investigation. If the company and the government are conduct- 
ing simultaneous investigations, the scope of the company's 
investigation should, to the extent possible, mirror that of the 
government. Experienced counsel or consultants can get a good 
idea of the issues the government is focusing on by reviewing 
search warrants and subpoenas and even having informal con- 
versations with the government investigators. The next question 
will be whether conclusions of law should be drawn from those 
facts or whether they should be left to other parties and perhaps 
even to other outside or inside counsel andfor the management 
of the organization. This issue can be tricky and is not without 
risks, particularly because it relates to  a strategy with federal or 
state law enforcement authorities. It should be carefully consid- 
ered at the outset and constantly reassessed during the course of 
the internal investigation. 

B. Matters of Privilege 

The law firm directing the internal investigation needs to 
set up and document the investigative process to maximize the 
application of the attorney-client, work product, and self- 
evaluative privileges in connection with the facts gathered dur- 
ing the investigation. This does not mean that the conduct of the 
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internal investigation should be utilized to  otherwise attempt to 
cloak documents which were previously not privileged, but it 
does mean carefully tracking new information that the investi- 
gative team gathers and ensuring that it will be privileged and 
confidential. An internal investigation of this kind also has to 
take into account the very real possibility that findings and 
conclusions may be disclosed to the government at  a later date 
in the context of resolution of issues concerning potential viola- 
tions of the health care fraud and abuse laws. The very fact that 
such a disclosure may be contemplated requires acknowledging 
that information gathered during the internal investigation may 
ultimately be shared with a third-party, which could result in 
waiver of the attorney-client and work product privileges in 
other parallel civil or criminal proceedings. The possibility of 
waiver can be particularly problematic when parallel civil litiga- 
tion arises, which is often the case when publicly traded compa- 
nies are involved. 

The issue of privilege is also implicated when individuals 
can be held personally liable for violations of health care fraud 
and abuse laws alleged against the organization. A decision may 
have to  be made at an early stage of the investigation regarding 
whether to  enter into joint defense arrangements between the 
organization and such individuals. The decision should also 
consider how a joint defense agreement may limit discretion on 
the part of the organization regarding potential disclosure of 
information gathered during the internal investigation to  the 
government authorities, and it should consider how a joint de- 
fense agreement may be viewed by those government authori- 
ties. 

I .  Attorney-Client Privilege.-An important part of an inter- 
nal investigation is preserving the attorney-client privilege. The 
attorney-client privilege preserves the confidentiality of commu- 
nications between the attorney and client, where the purpose of 
the communications is to  provide legal services and where the 
communications remain confidential." In order for the attor- 

11. David W. O'Brien, Managing A Government Investigation, INSIGHT, Apr. 3, 
1998, at 12 (citing United States v. Lawless, 709 F.2d 485 (7th Cir. 1983); Admiral 
Ins. v. United States Dist. Court, 881 F.2d 1486 (9th Cir. 1989)). 
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ney-client privilege to attach, the investigation should be con- 
ducted by or at the direction of the organization's attorneys.12 If 
the investigation is not conducted by or at the direction of the 
company's attorneys, or if the persons interviewed are not com- 
pany employees, whether past or present, the attorney-client 
privilege is unlikely to attach. Those persons assisting in the 
investigation should be employed through, or supervised by, the 
organization's attorneys so that there is not an inadvertent 
waiver of the privilege.13 

Accordingly, it is advisable that the legal team receive peri- 
odic updates as to the progress of the investigative team. This 
ensures that the client organization can be kept abreast of the 
status of the investigation. Frequent updates are recomniended 
for large investigative matters. A formal presentation of facts to 
the client can be made while the investigation is in progress, or 
an informal approach can be utilized, depending on the prefer- 
ence of the parties. Whether updates are to be in writing or 
orally presented may depend on the extent to which such docu- 
ments are potentially discoverable by third party litigants.14 
The legal team must also make certain decisions for the investi- 
gative team, such as whether to have one or two people present 
during interviews, who should take notes, whether those notes 
should be memorialized in written interview memoranda, and if 
so, whether the content of the interview should be summarized 
or prepared including verbatim statements. 

The purpose behind the attorney-client privilege is to allow 
for unfettered communications between the client and attorney 
in the rendition of legal services.15 A consequence of the privi- 
lege is that it may withhold potentially relevant information 
from the fact finder.16 Because of this, the privilege is limited 
so that it "does not apply where the client consults an attorney 
to M h e r  a crime or fraud."" The purpose behind this "crime- 
fraud" exception is to "assure that the 'seal of secrecy,' between 

12. See generally Upjohn v. United States, 449 U.S. 383 (1981). 
13. Upjohn, 449 U.S. 383. 
14. See discussion supra p. 8. 
15. In re Grand Jury Subpoenas, 906 F.2d 1485, 1492 (10th Cir. 1998). 
16. United States v. Zolin, 491 U.S. 554, 562 (1989). 
17. In re Grand Jury Proceedings, 857 F.2d 710, 712 (10th Cir. 1988) (citation 

omitted). 
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lawyer and client does not extend to  communications 'made for 
the purpose of getting advice for the commission of a fraud' or 
crime."18 The attorney-client privilege must then be forfeited 
"where the client sought the services of the lawyer to enable or 
aid the client to commit what the client knew or reasonably 
should have known to be a crime or fraud."lg Before the govern- 
ment may invoke the crime-fraud exception, there must be a 
prima facie showing that the lawyer's assistance was sought to 
enable the client to  commit a crime or fraud.20 The exception 
does not apply if the assistance is sought only to disclose past 
wr~ngdoing,~~ which is necessarily the intent behind an inter- 
nal investigation: to disclose past wrongdoing and correct the 
problem. However, the exception "does apply if the [lawyers7 
assistance was used to  cover up and perpetuate the crime or 

The line between counseling a client to stay within the 
law and assisting in covering up or perpetuating a crime or 
fraud can be very thin indeed, and therefore, great care and 
experience should be used in such matters. As a result, counsel 
assisting in an internal investigation may no longer rely with 
total confidence on the most frequently invoked protections, the 
attorney-client privilege and the work product doctrine, particu- 
larly in light of In re Grand Jury  subpoena^,^^ a recent case 
which involved the indictment of two Kansas City attorneys who 
advised their hospital client in connection with a health care 
t ran~act ion.~~ 

In In re Grand Jury Subpoenas, the Tenth Circuit affirmed 
the district court's application of the crime-fraud exception to 
the attorney-client privilege in order to compel the testimony of 
two attorneys who had allegedly drafted sham consulting con- 

18. United States v. Reeder, 170 F.3d 93, 106 (1st Cir. 1999) (quoting Zolin, 491 
U.S. at 563). 

19. United States v. Rakes, 136 F.3d 1, 4 (1st Cir. 1998). 
20. See Reeder, 170 F.3d at 106; In re Grand Jury Subpoenas, 144 F.3d 653, 

660 (10th Cir. 1998); United States v. De La Jara, 973 F.2d 746, 748 (9th Cir. 
1992). 

21. Zolin, 49 U.S. at 562. 
22. In re Grand Jury Subpoenas, 144 F.3d at 660. 
23. 144 F.3d at 653. 
24. In re Grand Jury Subpoenas, 144 F.3d at 656-57; United States v. Ander- 

son, No. 98-20030-OlJWL, 1999 U.S. Dist. LEXIS 12229, at *6-7 (D. Kan. July 21, 
1999). 
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tracts for their client, a hospital under investigation by a federal 
grand According to the government, "two physicians re- 
ferred Medicare patients to the hospital in return for approxi- 
mately $2.2 million in remuneration under sham consulting 
 contract^."^^ The court found that the government had estab- 
lished aprima facie case that the hospital had engaged in crimi- 
nal or fraudulent conduct, which was furthered by the aid of the 
 attorney^.^' The two attorneys were subsequently indicted for 
health care fraud as a result of their work for the hospital.28 
Ultimately, the district judge acquitted the attorneys, based on 
his findings that they relied in good faith on their client's repre- 
sentations and they used their best efforts to provide sound 
advice in an ambiguous area of the law.29 

The indictment of the attorneys in lit re Grand Jury Sub- 
poenas was unprecedented in the health care field. The danger 
for health care organizations as a result of In re Grand Jury 
Subpoenas is that documents and communications between the 
organization and its attorneys concerning an internal investiga- 
tion, once thought to be protected by the attorney-client and 
work product privileges, may be subject to subsequent disclosure 
should the crime-fraud exception be applied. 

2. Work Product Privilege.-The work product privilege, set 
forth in Rule 26 of the Federal Rules of Civil Procedure, protects 
documents that are prepared "in anticipation of litigation or for 
trial.n30 These materials are not available through discovery, 
unless the party seeking the documents demonstrates a "sub- 
stantial needn for them and cannot obtain their equivalent with- 
out "undue hard~hip."~' Notes and other documents prepared 

25. In re Grand Jury Subpoenas, 144 F.3d at 656. 
26. Gabriel L. Imperato, Fraud Conviction Offers Lessons for Health Care Pro- 

viders and Counsel, LEGAL BACKGROUNDER, Sept. 3, 1999, at 1-4 (discussing Ander- 
son, 1999 U.S. Dist. LEXIS 12229). 

27. In re Grand Jury Subpoenas, 144 F.3d at 657. 
28. Anderson, 1999 U.S. Dist. LEXIS 12229, at * 6-7. 
29. Imperato, supra note 26; Anderson, 1999 U.S. Dist. LEXIS 12229, at *7. But 

see In re Grand Jury Proceedings, 102 F.3d 748, 749-51 (4th Cir. 1996) (applying 
crime-fraud exception where client used attorneys, without their knowledge, to mis- 
represent or conceal what the clients had done). 

30. FED. R. CIV. P. 26(bX3). 
31. Id. 
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by or for the organization's attorneys as a result of an internal 
investigation are protected, but only if the work is done in antic- 
ipation of l i t igat i~n.~~ This privilege is important in that it pro- 
vides protection for the notes of an attorney regarding inter- 
views with the organization's former employees who are not 
subject to  the attorney-client privilege.33 Such notes have an 
added element of protection because there is an absolute protec- 
tion for the "mental impressions, conclusions, opinions, or legal 
theories of an attorney or other representative of a party con- 
cerning the litigati~n."~~ The key to this protection is that the 
work must be performed in anticipation of litigation. If the inter- 
nal investigation is conducted in connection with a government 
investigation, the privilege may apply, but if it is part of a rou- 
tine corporate compliance program, the gathering of the facts is 
arguably not prepared in anticipation of litigation, thereby un- 
dermining the application of the privilege. 

3. Self-Evaluative Privilege.-The self-evaluative privilege 
was first recognized in Bredice v. Doctors Hospital In~ . ,3~  where 
the court held that minutes of a hospital staff meeting regarding 
ways to improve patient care were protected from discovery.36 
The purpose behind the privilege is to encourage the parties to 
"engage in candid self-evaluation without fear that such criti- 
cism will later be used against them."37 The privilege requires 
that certain criteria be present before it will be recognized: 

First, the information must have resulted from a critical self-anal- 
ysis performed by the party seeking the protection. Second, there 
must be a strong public interest in promoting the "free flow" or 
exchange within the entity of the class of information that the 
party is seeking to protect. Third, the party invoking the privilege 
must demonstrate that the "flow" would cease if the class of infor- 
mation were disco~erable.~~ 

32. See In re Grand Jury Subpoena Dated July 13, 1979, 478 F. Supp. 368, 374 
(E.D. Wis. 1979) (citations omitted). 

33. In  re Grand Jury Subpoena, 478 F. Supp. a t  374. 
34. FED. R. CIV. P. 26(bX3). 
35. 50 F.R.D 249 (D.D.C. 1970), afd, 479 F.2d 920 (D.C. Cir. 1973). 
36. Bredice, 50 F.R.D a t  251. 
37. Reich v. Hercules, Inc., 857 F. Supp. 367, 371 (D.N.J. 1994). 
38. O'Neil & Charnes, supra note 3, a t  37 (quoting Dowling v. American Haw. 

Cruises, Inc., 971 F.2d 423, 425-26 (9th Cir. 1992) (emphasis in original)). 
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Some courts have added a fourth requirement, that the docu- 
ment(~) was prepared with the expectation that it would remain 
confidential and that, in fact, it remained ~onfidential.~' This 
additional fourth requirement may simply mean that the privi- 
lege has not been waived by the party seeking the protection, 
similar to the waiver standard required under the attorney-cli- 
ent privilege.@ It is important to note that recognition of the 
privilege is not uniform. This is true even among federal courts 
addressing the privilege in similar factual contexts?' 

In courts where the privilege is recognized, the privilege 
may be overcome if the party seeking the information can dem- 
onstrate sufficient need for the materials?' Some courts have 
required a showing of extraordinary necessity or "exceptional 
necessity" by the party seeking the information before disclosing 
the privileged material.43 Other courts apply a more lenient 
balancing test to determine whether other interests outweigh 
those interests underlying the self-evaluative privilege.* Under 
this more lenient approach, courts have recognized three ratio- 
nales for applying the balancing test. First, some courts focus on 
a party's need for the information, looking specifically to wheth- 
er there is any other source for the information and whether the 
party seeking the information will be prejudiced if the informa- 
tion is not disclosed or available through another s0urce.4~ Sec- 
ond, some courts have held that certain public policies outweigh 
the interests that are served by the pri~ilege.4~ And third, still 
other courts have held that the public policies advanced by the 

39. See, e.g., Dowling, 971 F.2d at 426. 
40. O'Neil & Charnes, supm note 3, at 37 (citing EDNA S. EPSTEIN & MICHAEL 

M. hfARTIN, THE ATTORNEY-CLIENT PRIVILEGE AND THE WORK-PRODUCT DOCTRINE 59- 
82 (A.B.A. 2d ed. 1989)). 

41. O'Neil & Charnes, supra note 3, at 36. 
42. See Robert J. Bush, Stimulating Corporate Self-regulation-The Corporate 

SelfEvalwtive Privilege: Paradigmtic Preferentialism or Pragmatic Panacea, 87 NW. 
U. L. REV. 597, 645 (1993). 

43. See, e.g., Mewborn v. Heckler, 101 F.R.D. 691, 692-93 (D.D.C. 1984) (citing 
Bredice v. Doctors Hosp. Inc., 50 F.R.D. 249, 250 (D.D.C. 1970)). 

44. See, e.g., Harding v. Dana Transp. Inc., 914 F. Supp. 1084, 1100 (D.N.J. 
1996); Hardy v. New York News, Inc., 114 F.R.D. 633, 641-42 (S.D.N.Y. 1987). 

45. See, e.g., Todd v. South Jersey Hosp. Sys., 152 F.R.D. 676, 683 (D.N.J. 
1993). 

46. Todd, 152 F.R.D. at 683. 
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laws themselves outweigh the interests underlying the privi- 
lege.47 Arguably, the public policy behind the Social Security 
Act, particularly in providing assistance to the elderly and finan- 
cially needy through Medicare and Medicaid, may outweigh the 
interest in protecting the privilege. 

As with the attorney-client and work product privileges, it is 
important to remember that the underlying facts in an internal 
audit or investigation are not protected by the self-evaluative 
privilege. The self-evaluative privilege covers only the analysis 
and recommendations resulting from the internal investiga- 
t i ~ n . ~ *  Also unprotected are any documents created indepen- 
dently from the evaluation but reviewed during the audit or 
investigation. To prevent the disclosure of documents, "factual 
discussions in a written self-evaluative report should be interwo- 
ven with analysis and recommendations to the extent possi- 
b1e.n49 

Some courts have held that the privilege may not be assert- 
ed against the United States in the course of civil litigationm 
and in administrative proceedings to  enforce subpoenas resisted 
on the basis of the privilege.51 Such decisions may result in the 
privilege only being applicable in private causes of action and 
against a potential whistleblower if the government does not in- 
tervene. One court has held, however, that the privilege is not 
applicable in qui tam actions.52 In short, 

[Tlhe courts have refused to permit parties to use the self- 
evaluative privilege to thwart federal agencies' ability to obtain 
documents otherwise within their subpoena power. This re- 
striction obviously severely reduces the utility of the privilege to 

47. See, e.g., Tharp v. Sivyer Steel Corp., 149 F.R.D. 177, 184 (S.D. Iowa 1993); 
Morgenstern v. Wilson, 133 F.R.D. 139, 142 n.3 (D. Neb. 1990). 

48. In re Crazy Eddie Sec. Litig., 792 F. Supp. 197, 205 (E.D.N.Y. 1992). 
49. O'Neil & Charnes, supra note 3, a t  39. 
50. Federal Trade Comm'n v. TRW, Inc., 628 F.2d 207, 210 (D.C. Cir. 1980) (ci- 

tations omitted). 
51. Fkich v. Hercules, Inc., 857 F. Supp. 367, 371 (D.N.J. 1994) (citations omit- 

ted). 
52. See United States ex rel. Falsetti v. Southern Bell Tel. & Tel. Co., 915 F. 

Supp. 308, 313 (N.D. Fla. 1996). 
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businesses--such as health care entities-that operate in indus- 
tries heavily regulated by the federal govern~nent.~' 

Indeed the government has numerous occasions for self- 
evaluative review in connection with regulatory compliance. 

C. Managing the Organization's Expectations Concerning 
an Internal Investigation 

Another critical aspect of any internal investigation is defin- 
ing the organization's expectations and managing those expecta- 
tions as the investigation continues. There should be an under- 
standing between the investigative team and the organization 
about the time frame for completing the investigation and the 
resources necessary to do so within that time frame. There 
should also be an understanding about what types of experts 
may need to be brought in during the course of the investiga- 
tion, for gathering andlor analyzing facts relevant to any poten- 
tial violations of the health care fraud and abuse laws. In addi- 
tion, there should be continual updates on the progress of the 
investigation and some assurance that the client understands 
what will unfold as the investigation continues. 

The investigative team should also have a good handle on 
the potential scope of the problems to be addressed and whether 
the ramifications may include criminal, as well as civil and ad- 
ministrative, liability under the health care fraud and abuse 
laws. If the internal investigation is being undertaken parallel 
to a government investigation, it is often useful to communicate 
to the government what the intentions of the organization are in 
the self-evaluative internal investigation and also to seek cooper- 
ation from the government in either delaying or completing its 
own investigation in as orderly a manner as possible and with 
as little disruption to the day-to-day business affairs of the orga- 
nization as possible. This is not only an important reason for 
conducting an internal investigation to  begin with, but also, 
depending on the credibility and persuasiveness of an investiga- 
tive team, it is possible to obtain a level of cooperation from 
government authorities, who are presumably interested in the 

53. O'Neil & Charnes, supra note 3, at 41. 
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same issues that the internal investigative team may be review- 
ing. The level of law enforcement interest in the issues which 
will be addressed during the internal investigation will play a 
large part in the strategy of the internal investigation and, po- 
tentially, in the ultimate issue of self-reporting and voluntary 
disclosure of the information obtained by the organization in the 
context of achieving a resolution of the issues with law enforce- 
ment authorities. 

D. Investigative Methodology 

The investigative techniques and methodology should also 
be discussed thoroughly with the client organization so that a 
clear understanding can be achieved concerning how the investi- 
gation will impact the organization and what level of cooperation 
can be expected from the organization. The following issues 
should be addressed before the investigation begins. First, how 
many current or former employee interviews are likely? Who 
will be interviewed and where will they be conducted? Who will 
conduct the interviews? Do the employees to be interviewed 
have any legal exposure for their own actions and is the client 
willing to provide them with an attorney at a cost to the organi- 
zation? What will happen if an employee refuses to cooperate? 
Second, what documents have to be reviewed? Where are the 
documents, and have they been secured? How will they be cate- 
gorized and organized? Who will review these documents? Third, 
do any computers have to be downloaded and searched? Is there 
a local area network? A wide area network? Electronic mail? 
Where are the servers? Can the hardware and software be se- 
cured? Fourth, will offices have to be secured and searched? How 
many offices, where are they located, and will the client be coop- 
erative in such a search? Finally, does the client's company cur- 
rently have a compliance program? A compliance officer? Has 
any investigation been conducted prior to the initiation of the 
internal investigation? If so, what were the findings and was 
any corrective action taken? 

This should not be the last time that the attorney visits the 
question concerning the organization's compliance program be- 
cause if there is an eventual settlement of issues with the gov- 
ernment, it will likely mandate the imposition of an "effectiven 
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compliance program. The organization will be far better off in 
many respects by ensuring that its compliance program is "effec- 
tive" before the government defines its effectiveness through the 
onerous requirements that have appeared in recent health care 
fraud and abuse settlement agreements. Furthermore, an effec- 
tive compliance program can mitigate the fines, penalties and 
sanctions to which a client organization may be subject in any 
settlement negotiations with the government. Regardless of a 
client's line of business, an effective compliance program should 
mirror the recommended guidelines set forth by the United 
States Sentencing Commission in the Federal Sentencing Guide- 
lines for Organizations." 

If the results of interviews and other investigative methods 
are to be put into written form, a decision must be made wheth- 
er the investigative team should retain their original notes or 
dispose of them after the write-ups are finalized. Furthermore, a 
standard preamble should be used prior to interviews. The pre- 
amble should state that the information gathered is to assist the 
law firm in providing legal advice to the health care organiza- 
tion and that the memoranda are not verbatim transcripts of the 
interview. If the employee has already spoken with government 
investigators, the organization's investigative team will want to 
learn what, if anything, the employee disclosed to the govern- 
ment. While "[ilt is not uncommon for the government to direct 
persons who have been interviewed not to disclose the particu- 
lars of the interview. . . [the] instruction does not have to be 
observed and these individuals may provide valuable insights 
into the government's in~estigation."~~ 

The legal team should brief the investigators who will be 
conducting the interviews on how the interviewee should be 
approached and what procedures should be followed to ensure 
that the interviewee understands that the investigation is being 
conducted by the organization and that use of information pro- 
vided during the interview will be determined solely by the 
organization. This procedure is designed to protect against the 
waiver of any privilege and subsequent disclosure to third par- 
ties. Individuals who are potential subjects or targets of a 

54. See supra note 3. 
55. OIBrien, supra note 11, at 7. 
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parallel government investigation should also be advised of their 
right to consult with counsel prior to cooperating with the 
organization's internal investigation and of the consequences of 
failing to cooperate with the internal investigation (i.e., status of 
future employment with the organization). While employees 
have the right not to speak to the organization's counsel or in- 
vestigating consultants, they do not have the right to maintain 
employment with the organization if they do not cooperate in the 
organization's internal investigation. The organization does not 
have subpoena power, and it cannot compel process or produc- 
tion of documents. Instead, it must rely on the cooperation of 
people or whatever means it has to secure cooperation in the 
internal investigation. 

When interviewing employees, whether current or former, it 
is best to conduct the interviews off the organization's property, 
as this is less disruptive and will allow the employee to feel 
comfortable in a setting without peers and colleagues nearby. 
Interviewing former employees may simply be a shot in the 
dark, with a success rate of probably no better than fifty per- 
cent. If the health care organization has decided to  cooperate 
with the government, or if the results of the investigation may 
be turned over to the government, a decision must be made as to 
whether there will be a written or oral presentation of findings. 
The decision must also take into consideration what impact the 
presentation will have upon waiver of the attorney-client and 
work product privileges. 

As the parties conducting the investigation begin to gather 
information, the documents should be stored in a secure location 
to ensure that no one can tamper with them. Security is impor- 
tant because employees may have individual culpability and 
may be motivated to locate important, potentially inculpatory 
documents and transport them off the premises, destroy them, 
or alter them in some way to conceal their individual liability. 
When conducting the internal investigation, the organization 
must be as concerned as the government would be with obstruc- 
tion issues and alteration or destruction of documents. 
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E. To Disclose or Not Disclose 

Once an internal investigation reveals some form of miscon- 
duct, "the organization must consider whether it needs to make 
a disclosure to the government, to whom it should make the 
disclosure, and when it should make the dis~losure."~~ Federal 
law makes it unlawfid for providers to retain possession of 
known overpayments associated with forms of misconduct when 
the overpayments are received under a federal health care pro- 
gram. For example, Congress amended the United States False 
Claims Act ("FCA") in 1986 to broaden its scope and to make it 
easier for private citizens to sue on behalf of the government to 
remedy damages the government sustains from false claims.57 
The case law prior to 1986 suggested that an entity could be 
held liable under the civil False Claims Act (the "Act") for failing 
to disclose and repay a known overpayment. For example, in one 
case relators filed a qui tam complaint against the defendant 
hospital for knowingly submitting false claims and retaining 
overpayments from Medicare." The relators alleged that the 
defendant learned about the overpayments as early as 1984 but 
did not do anything about them until several years later.59 
Even though the overpayment was the result of a Medicare 
miscalculation, the court reasoned that the "mere receipt and 
deposit of government funds known to have been paid by mis- 
take is a false claim under the Act."@' When Congress amended 
the Act in 1986, it added a specific provision which requires 
providers that discover overpayments to return the money or 
face liability under the Act.61 At least one court has held that, 

56. Investigations: Health Attorneys Outline How, Why Providers Should Conduct 
Investigations, 3 Health Care Fraud Rep. (BNA) 281, 320 (1999) (quoting comments 
made by Jan E. Murray, Vice President and General Counsel of Southwest Commu- 
nity Health Systems, Middleburg Heights, Ohio). 

57. 31 U.S.C. 5 3729 (1994). 
58. Covington v. Sisters of the Third Order of St. Dominick, No. 93-15194, 1995 

WL 418311 (9th Cir. July 15, 1995). 
59. Covington, 1995 WL 418311, at *9. 
60. Id. (citing United States v. McLeod, 721 F.2d 282, 283 (9th Cir. 1983)). 
61. That provision states as follows: 
Liability for Certain Acts.- 

(a) Any person who . . . 
(7) knowingly makes, uses, or causes to be made or used, a false record 
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under this liability provision, an entity that receives an overpay- 
ment has an obligation to pay the money back to the govern- 
ment." Moreover, there is precedent which suggests that the 
mere deposit of a check issued by the federal government by 
mistake is a false claim under the Thus, under this lia- 
bility provision, providers are obligated to return any discovered 
overpayments to the Medicare program or face potential civil 
liability under federal law. 

Federal law also provides for criminal penalties against 
individuals who retain  overpayment^.^" The relevant statute 
provides that whoever "having knowledge of the occurrence of 
any event affecting [ I his initial or continued right to  any such 
benefit or payment. . . conceals or fails to disclose such event 
with an intent fraudulently to secure such benefit or payment 
either in a greater amount or quantity than is due or when no 
such benefit or payment is authorized" shall be subject to crimi- 
nal penalties, including fines and impri~onment.~~ Consequent- 
ly, if a provider discovers through an internal investigation that 
it has received an overpayment from a federal health care pro- 
gram and conceals that discovery, the provider could face civil 
and/or criminal penalties under federal law. 

Any disclosure made by the organization must be complete 
and conform to the government's  expectation^.^^ In order to en- 
courage organizations to voluntarily disclose suspected wrongdo- 

or statement to conceal, avoid, or decrease an obligation to pay or transmit 
money or property to the Government, is liable to the United States Govern- 
ment for a civil penalty. . . . 

31 U.S.C. Q 3729(aX7). 
62. United States ex rel. Dunieavy v. County of Delaware, No. 94-7000, 1998 

U.S. Dist. LEXIS 4029 (E.D. Pa. July 12, 1998) (holding that county, which retained 
federal government HUD funds to which i t  was not entitled, could be held liable 
under 31 U.S.C. Q 3729(aX7)). 

63. United States v. Scolnick, 219 F. Supp. 408 (D. Mass. 19631, afd, 331 F.2d 
598 (1st Cir. 1964). 

64. 42 U.S.C. Q 1320a-7b (1994 & Supp. I11 1997). 
65. Id. Q 1320a-7b(a)(3); but see MEDICARE PROVIDER REIMBURSEMENT MANUAL 

(TRM") 8 2409 (1997) (stating that once the intermediary makes a determination 
that a n  overpayment has been made, 'the amount so determined is a debt owed to 
the United States Government." Under this PRM provision, no debt is owed until a 
"determination" that an overpayment has been made). 

66. Use These Tips To Understand Fraud Investigations, MEDICARE COMPLIANCE 
ALERT, Apr. 5, 1999, a t  7, 8 (1999) (citing to Stuart Gerson, former U.S. Attorney 
General). 
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ing, the Office of the Inspector General ("OIG") recently issued a 
n 67 Provider Self-Disclosure Protocol (the "Protocol ). Under the 

Protocol, the OIG requires that the 'organization engage in spe- 
cific self-evaluative steps to ensure that the disclosure is specific 
and made in good faith.68 The disclosure must be in writing, 
with a detailed description of the nature and extent of the mat- 
ter being discl~sed.~~ The organization must advise whether 
there is a contemporaneous investigation or inquiry by a govern- 
ment agency and if so, the name of such agency.?' The organi- 
zation must also provide the departments and names of individ- 
uals who may be involved in the wrongdoing, indicate the time 
period of any such involvement, and explain their role in the 
matter." Furthermore, the disclosure should describe the po- 
tential causes relating to the wrongdoing and identify those 
officers, employees or agents who knew of the wrongdoing or 
who should have known, but failed to detect it.'2 The Protocol 
mandates that the organization provide a detailed chronology of 
the steps taken during the internal investigation to identie the 
wrongdoing, including identifying the names of all persons inter- 
viewed, with a summary of the interview and a description of all 
documents revie~ed.'~ 

There are other alternatives to the OIG's official Protocol for 
health care fraud and abuse matters, but regardless of to whom 
the disclosure is made, it will always carry with it a certain risk 
that must be fully understood by the health care organization 
prior to disclosure. When to disclose may be just as important as 
how much to disclose. The organization should not disclose any 
results of an internal investigation until the organization or 
independent counsel has determined the level of ~ulpability.~~ 
This point is particularly important, considering that disclosure 
under the OIG's Protocol does not protect an organization from 

67. Publication of the OIGs Provider Self-Disclosure Protocol, 63 Fed. Reg. 
58,399, 58,400 (1998). 

68. Id. at 58,401. 
69. Id. 
70. Id. 
71. Id. 
72. Publication of the OIG's Provider Self-Disclosure Protocol, 63 Fed. Reg. at 

58,401. 
73. Id. at 58,402. 
74. Use These Tips To Und4rstand Fraud Investigations, supra note 66, at 8. 
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criminal liability or a civil action under the FCA, and disclosure 
may only be a mitigating factor in the OIG's recommendation to 
other prosecuting agencies, such as the Department of Justice 
("DOJ").75 In addition, any disclosure may necessarily involve 
waiver of the attorney-client privilege,76 the work product privi- 
lege and the self-evaluative privilege. Information once protected 
under a privilege that is disclosed to  one government agency 
may subsequently be disclosed to a collateral government agency 
in a separate in~estigation.~~ 

Regardless of the decision on the duty to disclose, the orga- 
nization does have a duty to discontinue any conduct that vio- 
lates the l a ~ . ~ '  If the organization does not discontinue the ac- 
tivities revealed as a result of the investigation, that inaction 
itself becomes fraud.79 "What was not criminal. . . or 
fraudulent behavior before, [now] becomes fraudulent behav- 
ior."'' 

111. WHAT TO DO WHEN THE GOVERNMENT KNOCKS 

Internal investigations often take place either immediately 
before or in the midst of a parallel government investigation of 
the same conduct. Accordingly, i t  is important for an organiza- 
tion to be aware of its rights and obligations in the midst of such 

75. Publication of the OIG's Provider Self-Disclosure Protocol, 63 Fed. Reg. a t  
58,401. 

76. Use These Tips To Understand Fraud Investigations, supra note 66. at 8. 
77. Permian Corp. v. United States, 665 F.2d 1214 (D.C. Cir. 1981); cf. Schnell 

v. Schnell, 550 F. Supp. 650, 652 (S.D.N.Y. 1982). In Schnell, the court recognized 
three different approaches to waiver of a privilege once disclosure has been made to 
a government agency. Schmll, 550 F. Supp. a t  652. Under the first approach, courts 
hold that a party's prior disclosure to a government agency does not constitute a 
waiver of privilege in subsequent litigation. Id. These courts have reasoned that the 
waiver requirement would discourage full and fair disclosure if the information could 
be used in subsequent litigation. Id. The second approach holds that a party's previ- 
ous voluntary disclosure to a government agency constitutes a waiver of a privilege. 
Id. Under the third approach, disclosure to a government agency will be considered 
a complete waiver unless the right to assert a privilege in subsequent litigation is 
specifically reserved a t  the time the disclosure is made. Id. a t  653. 

78. Investigations: Health Attorneys Outline How, Why Providers Should Conduct 
Investigations, supra note 56, a t  320. 

79. Id. 
80. Id. (quoting Jan  E. Murray, Vice President and General Counsel of South- 

west Community Health Systems, Middleburg Heights, Ohio). 
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a government investigation. A good understanding of how to 
respond to a government investigation can be critical for an 
organization in managing the government's inquiry, while at the 
same time completing the organization's internal investigation. 
This balancing can be critical to the organization's ability to 
survive a government investigation and to ultimately move 
ahead with its ordinary business. 

A. Agencies and Techniques 

Agencies with enforcement powers include the Federal Bu- 
reau of Investigation ("FBI"), the Office of the Inspector General 
of the Department of Health and Human Services ("OIG 
DHHS"), the Department of Defense ("Champus" or %caren), 
State Medicaid Fraud Control Units ("MFCU"), and task forces 
of these agencies. Additional agencies which may be involved in- 
clude administrative personnel from the Health Care Financing 
Administration ("HCFA") and "representatives from Medicare 
carriers and fiscal intermediaries under contract with the gov- 
ernment."*' Investigations may be initiated as a result of a 
Medicare intermediary or carrier audit, random audits by vari- 
ous government agencies, a competitor complaint, a patient com- 
plaint regarding improper billing or treatment, or  a 
whistleblower complaint by a current employee or a disgruntled 
former employee. Additionally, the government may use infor- 
mants to obtain information relating to possible health care 
violations. 

The government has the ability to gather further informa- 
tion through the use of subpoenas, electronic surveillance and 
search warrants.82 The method used may depend on whether 
the government seeks to alert the health care organization that 
it is under investigation.= An administrative subpoena duces 
tecum is broad in scope and generally does not require probable 
cause.'" Reasonable particularity is all that is needed, and the 

81. O'Brien, supm note 11, at 2. 
82. See 5 U.S.C. App. 3 6 (1994 & Supp. III 1997); 42 C.F.R. 3 1006.1 (1998). 
83. See genemlly Oklahoma Press Pub. Co. v. Walling, 327 U.S. 186, 209, 215- 

16 (1946). 
84. See Oklahoma Press, 327 U.S. at 209, 215-16. 
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burden to quash such a subpoena is great.85 Similar to the ad- 
ministrative subpoena is the grand jury ~ubpoena,'~ which usu- 
ally requires a relatively prompt response, although the scope 
and return date are normally negotiable. 

If a government agent contacts an agent of an organization, 
either through formal process (i.e., search warrant or subpoena), 
or through informal means (i.e., through informal comrnunica- 
tions without the ability to  require a response), the government 
agent should be referred to the organization's counsel. A policy 
should be in place at  the organization which advises employees 
to notify the officers or directors immediately if they are ap- 
proached by government agents. 

B. Interviews by the Government 

It is important to  recognize the rights of the health care 
organization and its employees during a government investiga- 
tion. The officers or directors of the organization may decline to 
speak with agents, acting on the advice of counsel. There is no 
obligation to voluntarily speak with government agents, and 
refusing to do so is consistent with an individual's Fifth Amend- 
ment privilege against self-incrimination. Further, the organiza- 
tion may develop a team of lawyers to  represent individual em- 
ployees and can advance or pay the costs of employee legal fees. 

An organization should develop a protocol for those instanc- 
es in which the government is investigating the organization. 
Employees need to  be advised of their rights and the techniques 
the government may attempt to  use in an investigation. "Sur- 
prise interviews at  employees' homes and trying to  separate em- 
ployees from the company lawyer" are just two examples of the 
techniques the government may emp10y.~' Home visits to em- 
ployees by government investigators are designed to avoid com- 
pany counsel and obtain the "unvarnished truth before attorneys 
get a chance to  color it and coordinate what other witnesses will 
say."88 

85. See id. 
86. See id. at 216. 
87. Use These Tips To Understand Fraud Investigations, supra note 66, at 8 

(citing to Baltimore-based attorney David Queen). 
88. Id. (citing to Baltimore-based attorney David Queen, quoting from a United 
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Employees should be advised that they are under no obliga- 
tion to speak with government agents. However, employees 
should not be forbidden to speak with agents if they choose to do 
so, since such conduct could result in serious consequences, 
including obstruction of justice charges. The organization may 
request that employees advise the organization if they are ap- 
proached by an agent or choose to speak with an agent. Employ- . 
ees also have the right to be represented by counsel during any 
interview. The organization's attorneys may assist, employees, 
but typically they may not represent employees personally due 
to the potential for a conflict of interest. Employees should be 
made aware that counsel for the organization represents the 
organization and not the employees. 

C. Subpoenas and Search Warrants 

State and federal agencies may inspect records supporting 
claims for payment. The organization should consult with its 
attorney to determine which documents support a claim for 
payment of services. Absent a search warrant, the organization 
does not have to provide immediate access to the records; only 
reasonable access is required. In order to assist the organization 
in determining the scope and extent of the government investi- 
gation, a copy or list should be kept of all records and documents 
inspected by the government. The organization should keep a 
copy of all such records and documents. The government does 
not have a right to seize original documents except pursuant to 
a search warrant. Furthermore, the organization has no obliga- 
tion to provide copies of non-corporate personal records. If 
agents should demand such copies, the organization should re- 
spectfully decline and refer the agents to their counsel. However, 
it is important to note that the organization itself does not enjoy 
a Fifth Amendment privilege against self-incriminati~n.~ 

If a subpoena duces tecum is issued seeking corporate docu- 
ments, the organization should accept service and immediately 
provide a copy of the subpoena to its corporate counsel. Docu- 
ments should not be provided at the time of service, as the sub- 

States Justice Department Manual on prosecuting health care fraud). 
89. Braswell v. United States, 487 U.S. 99, 102 (1988). 
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poena will always have a fueure return date for the documents 
sought by the government. As the subpmna duces tecum is seek- 
ing only documents of the organization, it is important not to 
make any statements at that time to government agents. 

If the government agents have a search warrant, then re- 
quests for a copy of the warrant and the supporting affidavit 
should be made. The warrant should be provided to corporate 
counsel immediately, although the affidavit may be withheld for 
some time by the government. The warrant should be reviewed 
carehlly because agents may only seize what is listed on the 
warrant and may search only in those areas listed on the war- 
rant. All employees should be sent home during the search ex- 
cept for a designated Response Coordinator. During the search, 
the Response Coordinator should not interfere, but he or she 
should try to make a detailed list of the areas searched, ques- 
tions asked, and the items seized. There is no requirement, 
however, that any employee, officer or director speak with the 
agents or answer any questions during execution of a search 
warrant. In fact, those questioned should respectfully decline to 
answer and refer the agents to corporate counsel. The agents 
should be asked if the organization can make copies of any docu- 
ments seized, or alternatively, arrangements can be made later 
through counsel with the government attorney assigned to the 
case to copy any documents seized by the agents. 

During the execution of the search warrant, the Response 
Coordinator should accompany the agent to  any location to  be 
searched. This will allow the Response Coordinator to identify 
those documents falling within the attorney-client privilege. At 
the conclusion of the search, the agent may request a signature 
on a vague inventory of seized items. The Response Coordinator 
should not sign this form, as the agent must give a description 
or list of each item taken. Additionally, the Response Coordi- 
nator should identify the Agent in Charge, each participating 
agent, and each agency involved in the search. This information 
should be provided to the organization's counsel. 
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IV. WHISTLEBLOWER CONCERNS 

A. The Threat of the Civil False Claims Act 

Disgruntled or  greedy employees can utilize the 
organization's confidential information for personal gain by 
bringing a lawsuit under the Act, if such information depicts a 
potential lack of compliance with applicable laws. The Act was 
originally known as the "Informer's Act" and the "Lincoln Law," 
and it was enacted when allegations of fkaud, defective weapons, 
and illegal price-gouging of the Union Army arose during the 
Civil War." The Act creates civil liability for any person who 
knowingly presents, or causes to be presented, to the United 
States government any false or fraudulent claim for payment.'' 
The Act has been called the federal government's "primary 
litigative tool for combatting [sic] Most courts have 
concluded that there are at least three essential elements to a 
violation of the Act. First, the person must present, or cause 
another person to present, a "claim" for payment or approval to 
the United States. Second, the claim must be "false or fraudu- 
lent." And third, the person must act knowing that the claim is 
"false or f ka~du l en t .~~  

For many years, lawsuits were brought under the Act to 
remedy situations where defense contractors or other outside 
contractors intentionally billed the government for labor that 
was not performed or should not have been charged to the gov- 
er~ment.'~ More recently, however, lawsuits have been brought 
to remedy false or fraudulent claims for reimbursement under 
Medicare, Medicaid, or other federal health care programs in 

90. JOHN T. BOESE, CIVIL FALSE CLAIMS AND QUI TAM ACTIONS 1-3 (1993 & 
Supp. 1999). 

91. 31 U.S.C. 5 3729(aX1) (1994). 
92. United States ex rel. Kelly v. Boeing Co., 9 F.3d 743, 745 (9th Cir. 1993), 

cert. denied, 510 U.S. 1140 (1994) (quoting S. REP. NO. 99-345 (19861, reprinted in 
1986 U.S.C.C.A.N. 5266). 

93. See, e.g., United States ex rel. Stinson v. Provident Life & Accident Ins. Co., 
721 F. Supp. 1247, 1258-59 jS.D. Fla. 1989). 

94. See, e.g., Robertson v. Bell Helicopter Textron, Inc. 32 F.3d 948 (5th Cir. 
1994). 
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record numbers.95 
The Act is a major threat to organizations that receive pay- 

ments from the federal government because it allows private 
citizens to sue on behalf of the government to remedy violations 
of the and it is actually an independent threat of health 
care fraud and abuse liability for an organization. The relevant 
provision, called a "qui tam" provision, offers private citizens a 
bounty, potentially up to as much as 25% of any recovery the 
government obtains from the lawsuit, as a reward for identifying 
and reporting fraud against the federal g~vernment.~' The pri- 
vate citizen in a qui tam case is called a "relator," and he or she 
files the lawsuit under seal on behalf of the g~vernment .~~ The 
lawsuit remains sealed for 60 days (and usually much longer) to 
allow the government time to investigate the claims and deter- 
mine if it wishes to join as a plaintiff in the case." If the gov- 
ernment does join the case, the lawsuit is unsealed and will be 
served on the defendant.lm If the government declines to join 
the lawsuit, however, the relator may proceed alone with his or 
her case against the defendant in federal court.'01 

The procedural aspects of the Act place health care organi- 
zations a t  risk because any qui tam lawsuit filed remains sealed 
during the government's initial investigation of the 
whistleblower's allegations.'02 Thus, if a disgruntled employee 
files a qui tam lawsuit, he or she will likely remain an employee 

95. See, e.g., Stinson, 721 I?. Supp. a t  1247. 
96. The FCA was amended in 1986 "to increase private citizen involvement in 

exposing fraud against the government while preventing opportunistic suits by pri- 
vate persons who heard of fraud but played no part in exposing it." Cooper v. Blue 
Cross & Blue Shield of Fla. Inc., 19 F.3d 562, 565 (11th Cir. 1994). In fact, the fed- 
eral government has reportedly recovered approximately $2 billion from qui tam 
actions since 1986. Justice Dep't Recovers More Than $2 Billion in False Claims Act 
Awards and Settlements (visited Sept. 6, 1999) <http~/www.usdoj.gov/opa~pr/1998/ 
october/503-civ.htm>. 

97. 31 U.S.C. $ 3730 (1994). 
98. Id. 
99. Id. 

100. Id. 
101. Id. But see United States er rel. Foulds v. Texas Tech. Univ., 171 F.3d 279 

(5th Cir. 1999) (dismissing a relator's qui tam action brought against a state univer- 
sity where the government elected not to intervene because the Eleventh Amend- 
ment bars lawsuits by private citizens against states in federal court), reh'g denied 
en banc, No. 97-11182, 1999 U.S. App. LEXIS 14660 (5th Cir. June 1, 1999). 

102. 31 U.S.C. $ 3730(bX2). 
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of the defendant organization without the organization having 
any knowledge of the lawsuit. During this time, the employee 
could continue snooping around the company and shuttling doc- 
uments to the federal government. The Act encourages such 
deceptive conduct because the relator's reward correlates to the 
amount of assistance he or she provides the federal govern- 
ment.lo3 

The Act imposes 'steep penalties against individuals and 
entities who are found guilty of submitting false claims to the 
g~venunent."'~ First, each false claim subjects the defendant to 
"a civil penalty of not less than $5,000 and not more than 
$10,000."'05 Second, the government is entitled to recover three 
times the amount of the actual damages the government sus- 
tains because of the false claim.lo6 With respect to health care 
providers, courts have ruled that each service billed constitutes 
a claim for purposes of the Act.''' Because health care provid- 
ers often submit numerous claims for reimbursement on a daily 
basis, the Act subjects the providers to enormous potential liabil- 
ity.lo8 

The amount of potential liability lurking in the Act under- 
scores the importance of an effective corporate compliance pro- 
gram and a meaningfbl internal investigation and audit system. 
First, a corporate compliance program offers employees the op- 
tion of reporting to  the company first before going to the federal 
government. Second, a meaninghl internal investigation and 
audit system with proper self-disclosure protocols will help a 
health care organization to rebut any allegation that its claims 
were intentionally submitted falsely or fraud~lently.'~~ An or- 
.ganization with an effective corporate compliance program 

103. See id 5 3730(cX1). 
104. Id. 5 3729(a). 
105. Id. 
106. Id. 
107. See, e.g., United States v. Diamond, 657 F. Supp. 1204 (S.D.N.Y. 1987). 
108. See Diamond, 657 F. Supp. 1204. 
109. The FCA requires the plaintiff to prove that the defendant "knowingly" pre- 

sented a false claim to the government. 31 U.S.C. 8 3729(a) (1994). The FCA defines 
"knowingly" to include the following: (a) "actual knowledge of the information;" (b) 
"acts in deliberate ignorance of the truth or falsity of the information;" or (c) "acts 
in reckless disregard of the truth or falsity of the information, and no proof of spe- 
cific intent to defraud is required." Id. 5 3729(b). 
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makes it very diff~cult for a plaintiff to prove that the organiza- 
tion knowingly submitted false or fraudulent claims because the 
existence of an effective compliance program demonstrates the 
organization's desire to  comply with the applicable law. Finally, 
a properly managed internal audit or investigation will often 
identify potential or actual qui tam relators within the organiza- 
tion and assist in developing a defense to such allegations. 

B. Dealing with the Employee Who Has Filed or May 
File a Qui Tam Action. 

What should an organization do if it learns that one of its 
employees has filed a qui tam lawsuit or that it is at  risk of 
having one filed in the immediate future? Should the organiza- 
tion fire the employee immediately to prevent any further disclo- 
sure of the organization's confidential information? While termi- 
nating the potential or actual qui tam relator may be the most 
desirable course of conduct, doing so could expose the organiza- 
tion to additional liability for unlawful retaliation.l1° The Act 
prohibits employers from discharging, demoting, suspending, or 
discriminating against an employee's terms and conditions of 
employment because of lawful acts done by the employee in fur- 
therance of a lawsuit under the Act."' Any employee who pre- 
vails in a wrongful discharge case under the Act is entitled to  
"all relief necessary to make the employee whole," which in- 
cludes reinstatement, double damages for back pay plus interest, 
"and compensation for any special damages sustained as a result 
of the discrimination, including litigation costs and reasonable 
attorneys'  fee^.""^ 

Courts interpreting this provision have held that in order to  

110. 31 U.S.C.A. 5 3730(h) (West Supp. 1999). 
111. Id. The relevant provision reads, in pertinent part, as  follows: 
Any employee who is discharged, demoted, suspended, threatened, harassed, or 
in any other manner discriminated against in the terms and conditions of 
employment by his or her employer because of lawful acts done by the em- 
ployee on behalf of the employee or others in furtherance of a n  action under 
this section, including investigation for, initiation of, testimony for, or assis- 
tance in an action filed or to be filed under this section, shall be entitled to 
all relief necessary to make the employee whole. . . . 

Id. 
112. Id. 
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maintain a wrongful discharge action under the Act, the plaintiff 
must demonstrate (1) that he or she engaged in conduct protect- 
ed under the Act; (2) that the employer was aware of such con- 
duct; and (3) that the plaintiff was terminated or otherwise 
discriminated against in retaliation for that c~nduct."~ Em- 
ployers who discover a qui tam relator within the organization 
are thus faced with a Hobson's choice: (1) leave the employee in 
his or her current position and risk further disclosure of confi- 
dential business information or (2) terminate or otherwise alter 
the employment conditions of the employee and risk additional 
retaliation liability under the Act. Furthermore, most courts 
have held that a relator does not need to file a suit under the 
Act to be protected under the wrongful discharge provision.'" 
One federal court has even held that the wrongful discharge pro- 
vision applies to intracorporate complaints of fraud and that the 
relator need not have complained to the federal government at 
all in order to be protected under the Act."' 

If the employee's job responsibility requires him or her to 
uncover and report fraud, then that employee may have a more 
diacult burden of proving that the employer had the requisite 
knowledge to be liable under the wrongful discharge provi- 
s i~n . "~  In one such case, a former clinical director of a mental 
health facility advised her superiors of Medicaid non-compliance 
 issue^.^" The Tenth Circuit held that such reports were insuf- 
ficient to protect her under the Act, stating as follows: 

[Pllaintiff never suggested to defendants that she intended to 
utilize such noncompliance in furtherance of an FCA action. 
Plaintiff gave no suggestion that she was going to report such 
noncompliance to government officials, (citations omitted) nor did 
she provide any indication that she was contemplating her own 
qui tam action. Rather, [plaintiffs activities] were exactly those 
activities plaintiff was required to undertake in fulfillment of her 

113. See, e.g., Zahodnick v. International Bus. Machines, 135 F.3d 911, 914 (4th 
Cir. 1990). 

114. See, e.g., United States ex ref. Yesudian v. Howard Univ., 153 F.3d 731 
(D.C. Cir. 1998); Childree v. UAPIAGGA Chem., Inc., 92 F.3d 1140 (11th Cir. 1996). 

115. Neal v. Honeywell , Inc., 33 F.3d 860, 865 (7th Cir. 1994). 
116. See, e.g., United States ex rel. Ramseyer v. Century Healthcare Corp., 90 

F.3d 1514, 1523 (10th Cir. 1996). 
117. Ramseyer, 90 F.3d at 1523. 
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job duties, and plaintiff took no steps to put defendants on notice 
that she was acting "in Mherance of' an FCA action . . . 

Once an employer knows that a relator has filed or intends to 
file a qui tam action under the Act, the employer has the requi- 
site knowledge to be held liable under the wrongful discharge 
provision if the employer takes action against the terms and 
conditions of the relator's employment.llg 

An organization subject to a qui tam action should consider 
other potential arguments for avoiding liability under the wrong- 
ful discharge provision before deciding what to do with the iden- 
tified relator. For example, the Fourth Circuit has held that the 
wrongful discharge provision under the Act does not protect 
independent  contractor^.'^^ To the extent the organization can 
argue that the relator was an independent contractor and not an 
employee, the organization may be able to  defeat a wrongfid 
discharge claim under the Act.121 

Additionally, at  least one federal court has held that corpo- 
rate documents removed by a qui tam relator must be returned 
to  the organization because the documents did not demonstrate 

Because the wrongful discharge provision only pro- 
tects a relator's "lawful acts," the organization may prevail in a 
wrongful discharge action if it demonstrates that it terminated 
the employee because he or she engaged in illegal conduct such 
as breaking and entering, illegal wiretapping or theft of corpo- 
rate property. The most practical course of action when an orga- 
nization identifies a potential or actual whistleblower is to enter 
into an agreement with the employee for the employee to take 
administrative leave from the organization while an investiga- 
tion of the matter takes place. This will usually mean paid ad- 
ministrative leave in return for a release from liability against a 

118. Id. 
119. Compare Robertson v. Bell Helicopter Textron, Inc., 32 F.3d 948 (5th Cir. 

1994) (holding that an employee who merely complains of the employer's conduct 
without voicing a n  intent to file or assist in the filing of a civil False Claims Act 
action, or with accusing the employer of fraud, has not provided the employer with 
adequate notice), with Yesudzizn, 153 F.3d at 743 (holding that there 'is no require- 
ment that a plaintiff tell, or threaten, his employer that he will report his allega- 
tions to the government--or to anyone outside of the employing institutionn). 

120. Vessell v. DPS Assoc., 148 F.3d 407 (4th Cir. 1998). 
121. Vessell, 148 F.3d 407. 
122. X Corp. v. Doe, 816 F. Supp. 1086 (E.D. Va. 1993). 
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claim of retaliation. It will also mean that the employee will no 
longer be in a position to  provide information to the government 
or otherwise disrupt the organization's own internal investiga- 
tion. 

In the ever-increasing climate of government and private 
whistleblower enforcement of the health care fraud and abuse 
laws, a health care organization must develop and maintain a 
strategy for responding to possible health care violations. Essen- 
tial to such a strategy is the implementation of an effective com- 
pliance plan to provide a vehicle by which complaints may be 
directed to the organization. Also essential is an internal investi- 
gation, conducted appropriately in relation to the potential prob- 
lem so that the related facts can be determined. These measures 
are critical in resolving any health care fraud and abuse issues 
that may arise within an organization, whether they are raised 
by an internal complaint or by a government investigation. The 
benefits of conducting an internal investigation are numerous. 
First, the organization may be able to identify that no fraud has 
occurred or to correct any wrongdoing that is identified and, in 
the process, convince the government that a separate investiga- 
tion is not required, thereby minimizing disruption to the orga- 
nization. Second, the organization, by directing the investiga- 
tion, has the ability to control the scope and direction that the 
investigation will take, as well as who participates in the pro- 
cess. Third, investigations initiated by the organization demon- 
strate to employees, the community and the government that 
the organization is committed to complying with federal and 
state laws and regulations. Finally, a thorough and well-orga- 
nized investigation may persuade authorities that prosecution is 
not warranted or, alternatively, that a good faith effort to com- 
ply with the law has been made, warranting a reduction in any 
sentence that may be imposed. 

Many issues must be kept in mind when conducting an 
internal investigation. Who will conduct the investigation? Who 
will be interviewed, and by whom? How will progress reports be 
made to  the organization, and how often? Will a written report 
be made of the investigative activities, and if so, will the docu- 
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ments be covered by a privilege to  prevent subsequent disclo- 
sure? Will disclosure be made to  the government, and if so, 
when should disclosure be made and in what form? How can 
measures be taken to  prevent disgruntled or opportunistic em- 
ployees from using information gathered during the internal 
investigation in an action against the organization? Before deci- 
sions are made, health care organizations should ensure that 
they have competent internal support for such an effort and 
advice from experienced counsel, well-versed in this area of the 
law. 
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