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AD TECH & THE FUTURE OF LEGAL ETHICS

Seth Katsuya Endo

Privacy scholars have extensively studied online behavioral advertising, which uses Big Data to target individuals based on their characteristics and behaviors. This literature identifies several new risks presented by online behavioral advertising and theorizes about how consumer protection law should respond. A new wave of this scholarship contemplates applying fiduciary duties to information-collecting entities like Facebook and Google.

Meanwhile, lawyers—quintessential fiduciaries—already use online behavioral advertising to find clients. For example, a medical malpractice firm directs its advertising to Facebook users who are near nursing homes with bad reviews. And, in 2020, New York became the first jurisdiction to approve lawyers’ use of retargeting, one form of online behavioral advertising. But the professional responsibility scholarship has not yet considered these developments.

The Article describes the rise of online behavioral advertising and lawyers’ nascent use. It draws on modern privacy scholarship to explain how this advertising method can lead to privacy invasions and manipulation. It then explores the specific case of lawyer advertising. And it critiques the existing regulations, which do not prohibit tactics involving privacy invasions or manipulation even though they undermine client autonomy—a key concern for the law of lawyer marketing.

In addition to this descriptive and doctrinal work, the Article makes two other contributions. First, the examination of online behavioral advertising helps explain why the legal profession struggles to integrate new technological innovations more generally. AI tools and similar products are driven by informational capitalism’s focus on exploiting knowledge advantages, its speed, and its scale. But these features all are in tension with traditional aspects of the fiduciary relationship between lawyers and their clients. Second, as privacy scholars begin to think about how the duty of loyalty might provide a principle to limit abuses of Big Data in other contexts, the Article proposes that lawyers—who already have this duty—make good subjects for a case study.

INTRODUCTION

Last year, a friend mentioned an article about factors that are predictive of divorce. Intrigued, I searched for the piece and a funny thing happened—on several websites, I saw banner advertisements for divorce attorneys in my
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town. Not being in the market for a divorce, I did not click on any of the links, and they were soon replaced with my standard fare of advertisements for consumer electronics, the two websites that I get all of my clothes from, and the furniture I would get if junior law professors were paid more. Nevertheless, it was a salient reminder of the quotidian pervasiveness of online behavioral advertising—that is, the practice of using Big Data to target individuals based on a combination of their characteristics and behaviors. And it is easy to imagine less benign uses like a divorce attorney sending daily offers to individuals who recently Googled marriage counselors. With such examples in mind, this Article draws on modern privacy scholarship to examine how lawyers’ use of online behavioral advertising presents new risks of privacy invasions and manipulation that go uncaptured by the current law of lawyer marketing.

The practical upshot of online behavioral advertising is that marketers can specifically and repeatedly target individuals who have characteristics that, although derivable from public or ostensibly volunteered data, are of a private nature. One example that made the news in 2012 was when a father accused a national retailer of encouraging his teenage daughter to get pregnant after it sent her coupons for maternity clothing and baby products. A few days later, the father returned to the store and apologized. The retailer had developed an algorithm to identify potentially pregnant customers based on other purchases that, when analyzed together, permitted the retailer to correctly guess the teen’s pregnancy status.

Over the past decade, privacy scholars have examined online behavioral advertising and related commercial exploitation of consumer data. This literature identifies the privacy invasions and manipulation that these activities

---


3. [Knocking on wood that this happy state continues.]


5. Professor Rebecca Aviel suggested this hypothetical, which greatly informed the Article’s development.


8. Id.

9. Id.; see also Bradley A. Archeart & Jessica L. Roberts, GINA, Big Data, and the Future of Employee Privacy, 128 YALE L.J. 710, 759–60 (2019) (describing a healthcare analytics company that could predict when employees were pregnant or trying to conceive).
can cause. And it theorizes about how consumer protection law should respond. For example, a new wave of this scholarship contemplates applying fiduciary duties to information-collecting entities like Facebook and Google.

Meanwhile, lawyers—quintessential fiduciaries—already use online behavioral advertising to find clients. A medical malpractice firm targets its advertising to Facebook users when they are near nursing homes with bad reviews. Retargeting—that is, the repeated showing of online advertisements to consumers based on their past browsing—is now an accepted feature of lawyer advertising. This all is unsurprising in a world in which clients and lawyers find each other through the internet. And it is possible that these practices might help address the access-to-justice gap by reaching members of the lay public who need legal assistance but fail to recognize their problems as legal or do not know how to find a lawyer. However, given the potential downsides, it is problematic that neither the law of lawyer marketing nor professional responsibility scholars have closely examined the downside of such practices. This Article fills that gap, importing modern privacy scholarship to understand the practical, doctrinal, and conceptual concerns raised by lawyers’ use of online behavioral advertising.

The existing law of lawyer marketing does not recognize the new dangers of invasiveness and manipulation presented by online behavioral advertising. The current American Bar Association Model Rules of Professional Conduct only restrict advertising that is false or misleading. While the Model Rules have stricter prohibitions on in-person solicitations for pecuniary gain, they do not
guard against privacy invasions or manipulation either. And the definition of “solicitation” within the Model Rules excludes online behavioral advertising in the first instance. Put bluntly, the law of lawyer marketing has a big blind spot.

Professional responsibility scholars have not considered the privacy and manipulation risks presented by online behavioral advertising either. Usually, when a new communication method emerges, entrepreneurial lawyers adopt it as part of their marketing efforts. Professional responsibility scholars then assess the ethical and legal ramifications of the new modes of advertising, typically applying the framework laid out by the Supreme Court. Here, unusually, there has been very little discussion of lawyers’ use of online behavioral advertising.

In looking to the future of lawyer advertising, scholars have proposed—and the ABA has considered—a simple rule that would prohibit false, misleading, deceptive, and coercive communications about legal services. These efforts are motivated by concerns that technological innovations are making the existing rules obsolete. But this widely proposed fix, again, fails to recognize privacy invasions and manipulation concerns. And this is problematic because those harms undermine client autonomy and disrupt the lawyer–client relationship just like misleading advertising or coercive solicitation.

Against this backdrop, this Article makes both prescriptive and theoretical contributions. It proposes several regulatory changes to address the previously

---

17. Id. r. 7.3 (restrictions on lawyer solicitation).
18. See id. cmt. 1 (implicitly defining online behavioral advertising as “advertising” and not prohibited “solicitation”).
24. London, supra note 21, at 139.
ignored problems of privacy invasions and manipulation. These suggestions aim to offer evidence-based reforms that improve access to justice while also protecting consumers of legal services.26

Additionally, this Article draws out some broader implications from its examination of lawyers’ use of online behavioral advertising and privacy law scholarship. First, it suggests that the evolution in the political economy towards informational capitalism helps explain why the legal profession struggles to integrate new technological innovations more generally. AI tools and similar products are driven by informational capitalism’s focus on exploiting knowledge advantages, its speed, and its scale.27 But these features all are in tension with traditional aspects of the fiduciary relationship between lawyers and their clients. Second, as privacy scholars begin to think about how the duty of loyalty might provide a principle to limit abuses of Big Data in other contexts, it offers lawyer advertising regulations as a case study.

I. THE LAW OF LAWYER MARKETING & ITS CRITICS

A. Current Legal Landscape

The Supreme Court doctrine addresssing lawyer marketing broadly follows from its general jurisprudence applying the First Amendment to commercial speech.28 Over the past forty years, the case law governing how lawyers find clients has distinguished in-person solicitation for pecuniary gain from advertising to the general public.29 The differential treatment turns on the Court’s assessment of the risk that the respective forms of marketing are likely to lead to “overreaching, invasion of privacy, [or] the exercise of undue influence.”30

The Court’s focus on “undue influence” and “overreach” borrows from common law concepts that speak to abuses of trust or unfair advantage to


manipulate others into a decision that is against their interest. Building on this, scholars have noted that a concern for the listener—and, in effect, the client's autonomy to make informed decisions without pressure—conceptually undergirds these interests and animates the doctrine.

The cases most directly applicable to lawyers' use of online behavioral advertising show this strong concern for the listener. In 1977, after decades of states prohibiting virtually all lawyer advertising, the Supreme Court held that such blanket restrictions violated the First Amendment in Bates v. State Bar of Arizona. The Court repeatedly described the public's need for information about their legal rights and the availability of counsel.

The next year, the Court decided a pair of solicitation cases. In In re Primus, the Court held that the First Amendment protected an ACLU lawyer's mailed solicitation letter to a potential client in a suit challenging South Carolina's sterilization of welfare recipients. The Court issued Ohralik v. Ohio State Bar Ass'n on the same day as Primus. Ohralik has been described as a classic "ambulance-chaser" case. Although the Court approved of the lawyer providing information to potential litigants, those benefits were outweighed by the risk that the in-person solicitation might "exert pressure and . . . demand[] an immediate response, without providing an opportunity for comparison or reflection."

Two decades later, in Shapero v. Kentucky Bar Ass'n, the Court held that a lawyer could send targeted letters to individuals who were facing foreclosure suits because the letters helped members of the public know about their rights and, unlike the solicitation in Ohralik, did not demand an immediate response.

The last direct word from the Court came just over twenty-five years ago. In Florida Bar v. Went For It, the Court upheld Florida's thirty-day ban on

---

31. See generally Undue Influence, BLACK'S LAW DICTIONARY (11th ed. 2019) ("The improper use of power or trust in a way that deprives a person of free will and substitutes another's objective . . ."); Overreaching, BLACK'S LAW DICTIONARY (11th ed. 2019) ("The act or an instance of taking unfair commercial advantage of another . . .").

32. See Burt Neuborne, The Status of the Hearer in Mr. Madison's Neighborhood, 25 WM. & MARY BILL RTS. J. 897, 914–16 (2017) (outlining a hearer-oriented theory of the First Amendment); see also Berman, supra note 19, at 500 (characterizing commercial speech jurisprudence as "based on the premises that advertising (1) communicates information to consumers, and (2) such information allows consumers to make autonomous and more informed choices"); Robert Post, The Constitutional Status of Commercial Speech, 48 UCLA L. REV. 1, 28 (2000) ("Within commercial speech, . . . the primary constitutional value concerns the circulation of accurate and useful information"); Renee Newman Knake, Legal Information, the Consumer Law Market, and the First Amendment, 82 FORDHAM L. REV. 2843, 2865 (2014) ("The Court was at least as focused, if not more so, upon the public's informational interests as it was upon the attorneys' speech interests [in Bates].").

34. Id. at 356, 358, 364, 378.
36. See id. at 422.
38. Id. at 457; see also id. at 464–65, 464 n.23 (discussing FTC rules regulating face-to-face selling).
targeted direct-mail solicitations to personal injury victims and their families.41
The Court specifically described the “special vulnerability” of these individuals,
which speaks to a risk of exploitation and ensuing diminishment of client
autonomy.42 The Court’s characterization of the ban as a narrow one further
demonstrated its concern for the listener, as it listed all of the ways that injured
individuals in need of a lawyer could find one.43
Another feature of the cases is the importance of record evidence, perhaps
as a bulwark against self-serving, protectionist regulations by the profession.44
However, this is not to suggest that the Court correctly interprets the data or
requires statistical rigor.45
With the Court’s creation of a two-track regime that protected advertising
but permitted greater regulation of in-person solicitation, the ABA fashioned
model rules that accommodated this distinction.46 Model Rule 7.1 prohibits
“false or misleading” advertising.47 And Model Rule 7.3 prohibits lawyers from
communicating through live person-to-person contact to specific people to
offer legal services when the primary motive is pecuniary gain unless one of
several exceptions applies.48 The Rule also categorically prohibits any
solicitation if the target has expressed a desire not to be solicited by the lawyer
or the solicitation involves coercion, duress, or harassment.49
Of particular relevance for online behavioral advertising, Comment 1 to
Model Rule 7.3 exempts communications that are “in response to a request for
information or [are] automatically generated in response to Internet searches.”50
This describes how most online behavioral advertising is generated. Accordingly, Model Rule 7.1’s prohibition on false or misleading
communications is the most clearly applicable guardrail.

41. Id. at 620.
42. Id. at 625; see also Neuborne, supra note 32, at 918.
43. Went For It, 515 U.S. at 633–34.
44. See, e.g., id. at 629 (“Finally, the State in Shapero assembled no evidence attempting to demonstrate any actual harm caused by targeted direct mail.”). See generally Gregory P. Magarian, Lee Epstein & James L.
Gibson, Data-Driven Constitutional Avoidance, 104 IOWA L. REV. 1421, 1436–57 (2019) (“At a practical level, courts routinely both grant and deny First Amendment claims based on empirical assertions”).
accepted empirical and anecdotal studies that were, to put it mildly, far from rigorous.”).
46. See Robert F. Boden, Five Years After Bates: Lawyer Advertising in Legal and Ethical Perspective, 65 MARQ. L. REV. 547, 555 (1982) (describing changes to Canon 2 of the Model Code following Bates and
discussing how ABA and states adapted their rules governing lawyer marketing in response to Supreme Court decisions).
47. MODEL RULES OF PROF. CONDUCT r. 7.1 (AM. BAR ASS’N 2020).
48. Id. r. 7.3(a)–(b).
49. Id. r. 7.3(c)(1)–(2).
50. Id. r. 7.3 cmt. 1.
The Model Rules have no binding force but provide a template that, along with the boundaries set by the Supreme Court’s commercial speech doctrine, has led to limited state variations. Some states have adopted the Model Rules without modification. Other states have retained conservative, traditional approaches, which keep more substantial limitations on exactly how and what lawyers may communicate about their services. A few jurisdictions (notably, Oregon, Virginia, and the District of Columbia) have already liberalized more than the Model Rules, effectively adopting a standards-based approach that prohibits misleading, false, deceptive, or coercive marketing. Gregory Sisk identified the general trend of “streamlining restrictions on lawyer advertising down toward the core prohibition on false or misleading statements.”

In addition to professional responsibility regulations that explicitly cover lawyer advertising, states have general consumer protection laws and other statutes that apply to lawyer marketing efforts. For example, an Ohio law prohibited solicitations to represent claimants or employers in workers’ compensation claims or appeals. A number of states also have passed or are considering laws that address internet-related privacy concerns. For example, the California Privacy Protection Act prohibits certain internet advertising practices as a matter of privacy regulation. And Vermont passed legislation that addresses practices by data brokers.

Several federal authorities regulate aspects of lawyer marketing too. For example, the Federal Trade Commission Act prohibits any advertising that is false or misleading. The Bankruptcy Abuse and Consumer Protection Act of 2005 also imposed certain disclosure requirements on lawyers acting as debt


52. See, e.g., DEL. LAWS’ RULES OF PROF. CONDUCT r. 7.1–7.3 (2020).

53. See, e.g., N.J. RULES OF PROF. CONDUCT r. 7.1–7.5 (2021).

54. See, e.g., OR. RULES OF PROF. CONDUCT r. 7.3 (2020) (limiting solicitation only if the lawyer knows the target could not exercise reasonable judgment, the target has made known a desire not to be solicited, or the solicitation involves coercion, duress, or harassment).

55. See Sisk, supra note 23, at 353.


60. See Arthur Best, Lying Lawyers and Recumbent Regulators, 49 IND. L. REV. 1, 16 (2015).
To the extent that the lawyer advertising interacts with how telecommunications entities collect and use data on consumers, the FCC and its regulations play a role. To the extent that the lawyer advertising interacts with how telecommunications entities collect and use data on consumers, the FCC and its regulations play a role.

B. Scholarly Critiques of the Status Quo

When assessing the current law of lawyer marketing, professional responsibility scholars tend to criticize the prohibitions on in-person solicitation as needlessly complicated, often suggesting a blanket prohibition on misleading, deceptive, or coercive marketing communications by lawyers instead. This position moves the effect of the communication to the forefront of the ethical inquiry, displacing the current focus on the methods of the communication. Extending the logic of this line of thought, Jan Jacobowitz has explained how Model Rule 8.4(c)'s prohibition on conduct involving dishonesty, fraud, deceit, or misrepresentation sufficiently covers the legitimate concerns about lawyer marketing and guards against obsolescence.

In considering whether in-person solicitation warrants different treatment than advertising, Louise Hill argues that the categorical prohibition on in-person solicitation is not narrowly tailored to the objectives of preventing overreach and undue influence. Instead, just as with advertising restrictions, states could use less obstructive means to safeguard the public, such as requiring specific disclosures by the lawyers during the conversations, filing notifications of proposed contacts with state regulators, or permitting rescission of contracts that result from in-person solicitation. More recently, Ashley London explained how text messaging—a form of lawyer marketing that is now characterized as a type of advertising, not solicitation—might present some of...
the same dangers as the in-person communication that concerned the Supreme Court in *Ohrailik*.

The jurisprudence permitting the banning of some types of in-person solicitation also is criticized. The main thrust of this criticism is the lack of administrability. For example, Model Rule 7.3—and most of the state rules implementing the same—draws on the distinction that the Supreme Court made between *Ohrailik* and *Primus* over the presence of a pecuniary motivation. But the subjectivity of the term "motivation" does not lend itself to consistent results. In this same vein, the court decisions in solicitation cases tend to be very fact-specific with unpredictable outcomes. And the rapid pace of technological change means that the rules do not always extend to new practices or the rules' treatment fails to adequately address features of new practices. At the more theoretical end of the concerns about the jurisprudence that distinguishes solicitation and advertising, the decision in *Ohrailik* has been criticized as unnecessarily regulating both the content and format of the in-person speech for the risk that they were likely to be overbearing or intrusive. Instead, the Supreme Court could have employed a two-tier system that first looked at the content for deception and then the format for overreach.

Several scholars have identified anticompetitive or inequitable effects of the prophylactic ban on lawyers’ in-person solicitation. As theoretically suggested by economies of scale and as empirically demonstrated in certain older studies, the ban on solicitation might place smaller, newer law firms at a competitive disadvantage with larger, entrenched practices. Solo practitioners or small practices might not be able to afford mass-market advertisements, making solicitation a more viable alternative for growing their business. To this, solicitation specifically might reach clients who otherwise would be unable to find lawyers. For example, Monroe Freedman tells the story of a woman who

---

69. *See id.* at 121.
70. *See Louise L. Hill, A Lawyer's Pecuniary Gain: The Enigma of Impermissible Solicitation, 5 GEO. J. LEGAL ETHICS 393, 412 (1991).*
71. *See Maute, supra* note 63, at 501; *McClesney, supra* note 63, at 49.
74. *Id.* at 979.
76. *See, e.g., Monroe H. Freedman, Lawyers' Ethics in An Adversary System 118 (1975) (describing benefit of access to justice in a case involving solicitation); Diane J. Klein, Knocking on Heaven's
speaks little English arriving at a courthouse where she is facing an eviction proceeding and being approached by a man who “asks her in her own language whether he can help her,” ultimately leading to her being represented by a lawyer who guides her through the process and represents her interests.77 This story highlights how in-person communication can help lawyers reach potential clients who might lack the resources to find a lawyer.78 And, it is further buttressed by the findings of Jim Hawkins and Renee Knake Jefferson’s recent study on lawyer advertising, which found that many advertisements were not written to be accessible to potential clients from all educational backgrounds.79

Many of the criticisms of solicitation bans echo the more general concerns that restrictions on lawyer marketing are simply protectionist restraints.80 For example, as a historical matter, the ban on advertising and solicitation was meant to prevent immigrant lawyers from entering the market, which raises questions about bias.81 Additionally, the conventional wisdom holds that lawyer marketing generally results in higher service quality and lower costs.82 While more recent scholarship has questioned whether the findings from older empirical studies on the relationship of marketing restrictions to the quantity, cost, and quality of the supply of legal services are generalizable across all areas, they might hold in high-volume, standardized practices.83 Either way, the

---

77. Freedman, supra note 76.
78. See Amy Busa & Carl G. Sussman, Expanding the Market for Justice: Arguments for Extending In-Person Client Solicitation, 34 Harv. C.R.-C.L. L. Rev. 487, 505 (1999) (describing how, with in-person solicitation, “prospective clients are able to ask questions and interact with lawyers on a personal level”).
79. Hawkins & Knake, supra note 26, at 1035.
83. See Hawkins & Knake, supra note 26, at 1020–35 (identifying several sources of market failure to explain why lawyer advertising has not led to an increase in access to legal services). Compare Michael R. McCunney & Alyssa A. DiRusso, Marketing Wills, 16 Elder L.J. 33, 70 (2008) (“Restrictive rules on advertising are also thought to create a disincentive for providing ‘standardizable services,’ like will drafting, at discount prices.”), with Nora Freeman Engstrom, Attorney Advertising and the Contingency Fee Cost Paradox, 65
continuing unmet legal needs of the country—often due to lay individuals not knowing their rights or where to go for legal help—remain a source of great concern.  

There is very little scholarly disagreement about the legitimate objectives of regulating lawyer marketing. Academics highlight the goals of promoting access to justice by educating potential litigants about their rights, the availability of legal help, and the possibility that more lawyer marketing results in lower prices. They also note the need to protect consumers, discussing how increased competition may promote quality while still sounding a warning note about the potential for misleading or overreaching communications. And, again, there appears to be a consensus that reforms should follow from these goals, emphasizing a move towards a uniform standards approach that prevents misleading communications.

In the following Parts, this Article pushes forward the consensus account, offering one major refinement. The academic literature mostly discusses misleading and false advertisements. But this focus does not recognize that technological advances in marketing now permit invasive and manipulative advertisements, which similarly threaten client autonomy. Taking advantage of the relevant privacy and technology scholarship, this Article details those developments and their implications for the legal profession.

II. THE RISE OF ONLINE BEHAVIORAL ADVERTISING

A. Developments in Advertising Technology

As virtually all aspects of life are increasingly entwined with the internet, two interrelated developments in marketing technology have transformed advertising in ways that raise legal ethics issues. The first development is the...
Big Data revolution. Although there are a myriad of definitions, a helpful way of understanding it is as a “problem-solving philosophy that leverages massive datasets and algorithmic analysis to extract ‘hidden information and surprising correlations.’”

And, from internet browsing history to light bulb usage, advertisers now have an immense and unprecedented volume and variety of data on consumers. Whether alone or paired with traditional repositories of personal information such as government records, the data let advertisers create detailed profiles of consumers and what motivates them. The second development is the change in how individuals consume media, which has given advertisers the ability to “narrowcast”—that is, to deliver tailored advertisements to specific individuals via internet-enabled devices such as computers, smart phones, and even home televisions. Together, these developments mean advertisers can microtarget (and retarget) specific consumers using information that the consumers did not intend to share and appealing to unknown, subconscious drivers. As described in a recent article by Danielle Keats Citron, “Online behavioral advertising generates profits by ‘turning users into products, their activity into assets,’ and ‘platforms into weapons of mass manipulation.’”


1. Centrality of Behavioral Advertising

It is difficult to find how much is spent specifically on online behavioral advertising, but all estimates convey its significance. Overall internet advertising in the U.S. was estimated as 107 billion in 2018. Facebook and Alphabet (Google’s parent company) captured about 60% of the market. And this makes online advertising the main driver of Facebook and Alphabet’s revenue. In turn, the revenue of these two companies is a driver of the broader economy—the combined market cap of Facebook and Alphabet constitutes over 5% of the total U.S. market cap.

2. Volume and Variety of Information

Targeted marketing is not a recent development. By the 1950s, businesses were using information about consumers to guide both their general advertising and their direct marketing efforts. But the volume and variety of data-gathering underlying contemporary behavioral advertising efforts is a relatively new phenomenon. To provide some perspective as to the volume...
of information that is being created, it has been estimated that the world will generate 40 zettabytes over the next two years. This roughly corresponds to about 40 quadrillion pieces of paper. If you are trying to visualize this, imagine almost 3 billion separate stacks of paper connecting the Earth and the Moon.

The dramatic rise in the amount of information in the world is tied to the digitization of daily life and commercial forces that find value in the data produced. Even twenty years ago, more than 90% of all the information being created was digital. Now, a great deal of the information is about individuals and their habits. This is related to the “smartphone effect,” which has put instant internet access in millions of pockets around the world. Other sorts of smart devices—from wearable fitness monitors to appliances—have proliferated too. It has been estimated that there are anywhere from 50 to 212 billion internet-connected personal devices that are tracking individual behavior. For example, one popular fitness monitor device collects information on one’s daily movements, eating habits, and sleeping patterns. Smart televisions collect information on viewing habits. Kindles and other e-readers collect information on the reading habits of their users, including

110. See Margaret Hu, Small Data Surveillance v. Big Data Cybersurveillance, 42 PAPP. L. REV. 773, 823–25 (2015) (detailing how much information is generated by examples of common behavior, such as using Google, Twitter, and text messaging).
whether one lingered on a specific page.\textsuperscript{116} Even brick-and-mortar retailers are keeping detailed digital records of their customers’ purchases in addition to the less obvious tracking that they might do.\textsuperscript{117} And more and more government records—such as court documents filed on PACER, voter registration information, property records, or professional licenses—are kept in digital form that is publicly available online.\textsuperscript{118}

The internet is a crucial aspect of data generation and collection. Individuals knowingly and deliberately share a great deal of personal information, such as their names, ages, email, and addresses, with e-commerce and social media websites.\textsuperscript{119} Sites like BuzzFeed use the responses to their quizzes to build detailed profiles of individuals, which might include intimate information such as whether one has had an eating disorder.\textsuperscript{120} To provide a sense of the ubiquity of BuzzFeed’s quizzes, one example—\textit{What State Do You Actually Belong In?}—was taken over 48 million times since it was posted in 2014.\textsuperscript{121} In this particular quiz, some of the questions ask readers to select their favorite television show or fast food restaurant.\textsuperscript{122} Another quiz asks which negative trait best describes the reader.\textsuperscript{123} With millions of users answering these questions, companies are able to figure out what drives the individuals who visit their sites.\textsuperscript{124}

\begin{footnotesize}
\begin{enumerate}
\item[121.] Andrew Ziegler, \textit{100 BuzzFeed Quizzes that Went Viral This Decade}, BUZZFEED (Dec. 20, 2019), https://www.buzzfeed.com/andrewziegler/best-buzzfeed-quizzes.
\item[123.] Id.
\item[124.] Dewey, supra note 120.
\end{enumerate}
\end{footnotesize}
In addition to the first-parties who are given this personal information, the data get packaged and disseminated to third-parties. When websites like Facebook or LinkedIn make information public, data brokers use programs to automatically collect it. But even with sites that do not host or post individuals’ information, the data are often sold to third-parties.

Individuals’ internet browsing history and many other activities are now clandestinely tracked and collected in a variety of ways by both first-parties and third parties. One method of tracking involves keeping a record of the activities associated with an internet protocol (IP) address, which is given to websites to deliver content to the device. With fixed IP addresses, the activities can be associated with a specific person by analyzing the traffic. Another tracking method involves the use of “cookies,” small text files that identify a particular device and convey the browsing history of the user back to the cookie’s source. Again, some cookies can be connected with personally identifiable information.

It is also difficult—if not outright impossible—to escape from this corporate surveillance. In response to software that permits users to block cookies, many websites use alternative methods to track users’ internet activities. For example, any website that has a Facebook “like” button transmits data about its visitors back to Facebook, permitting the company to track users even when they are not logged into its home website. Another method relies on the unique combinations of computers, operating systems, browsers, individualized settings, and so forth to create a digital fingerprint of each computer that connects to a website, permitting the tracking of users from various sites even if they have blocked cookies or use other antitracking tools.

In addition to browsing activity, geolocation data may also be collected. When computers or smartphones connect to the internet, their location can be discerned either through a global positioning system chip or triangulation from

125. FEDERAL TRADE COMMISSION, supra note 118, at 13 & n.40, 17.
126. Id. at 13–14.
129. See id.; Schwartz & Solove, supra note 92, at 1837–40.
130. See Segrists, supra note 104, at 540; Schwartz & Solove, supra note 92, at 1851.
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wireless network towers. Websites also can figure out the locations of their visitors by linking an IP address or other similar information to physical locations.

3. Ability to Draw Meaning from Data

The key development of Big Data is the ability to mine it for meaning. The Big Data collection described above permits advertisers to use the aggregated data to understand broad patterns and hidden connections. It also lets advertisers create detailed profiles of individuals. And by combining insights into both the broad patterns and the individuals, advertisers may be the beneficiaries of a gestalt effect in which the whole of the data is greater than the sum of each piece. Illustrating this point, several privacy scholars explained how a data collector would be able to make different inferences based on whether internet searches for the terms “paris” and “hilton” were paired with either “louvre” or “nicky.”

The immense volume of data permits large-scale analysis that, in the aggregate, may uncover surprising or hidden relationships. For example, social scientists have demonstrated that personal details about an individual—such as race, gender, religion, sexual orientation, substance use, and psychological and personality traits such as intelligence and openness—can be inferred from Facebook likes.

Advertisers also can create detailed profiles on specific individuals. For example, Andrew Guthrie Ferguson noted that political actors claim to have “up to as many as several hundred points of data” on each of the 168 million registered voters in the U.S. And in 2018, a marketing firm was discovered to have more than 400 points of data—such as whether a person smokes or their religion—on more than 230 million consumers. These profiles may exist
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because individuals volunteer information to retailers, websites, and other
entities that engage in tracking and then this is cross-referenced against other
records.146

By connecting internet activity or other tracked conduct with publicly
available, personally identifiable information, advertisers can de-anonymize
data.147 One researcher, Latanya Sweeney, caused a stir when she determined
that over 87% of individuals in the U.S. could be identified by the combination
of their five-digit ZIP code, birth date, and sex.148 Dr. Sweeney purchased state
medical records that included these three categories of information and the
complete voter rolls of the city of Cambridge.149 From these two data sources,
she was able to deduce which records belonged to then-Governor William
Weld.150 Another example involves a journalist, Joel Stein, who spent several
months gathering information on the information gathered on him.151 Although
the accuracy of the data varied, six companies had profiles on him that included
details such as his age, gender, profession, salary, hobbies, recent purchases,
location, and even his social security number.152 Today, it is clear that there is
an entire industry dedicated to linking ostensibly anonymous tracked data of
individuals to personally identifiable information.153

4. How the Data Is Used in Marketing

So, what do advertisers do with all of this data? Having data is one thing;
using it is another.154 Advertisers use their insights into consumers (both writ
large and writ small) to serve targeted advertising.155 Advertisers might tailor
the content of the messages to specific factors related to the intended recipients,
such as perceived personality traits, location, or other past conduct.156 One
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simple example is retargeting individuals who have browsed a retailer’s website without making a purchase—the unpurchased items frequently follow one to other websites. But this is merely the tip of the iceberg—through automated systems, advertisers can make real-time assessments of whom to serve advertisements and for what.

This sort of behavioral advertisement—often referred to as “microtargeting”—differs from “run-of-network” advertisements, which are broadcast to an undifferentiated public audience. Consider, for instance, a Coca-Cola advertisement that is served to visitors to a newspaper’s landing page. Behavioral advertisements also differ from contextual advertisements in which the advertisement is related to the content of the website, such as an advertisement for diamond rings that runs on the webpage for an article on weddings.

There have been several high-profile examples of microtargeting, including the Cambridge Analytica scandal. In the lead-up to the 2016 U.S. presidential election, Cambridge Analytica had an agent distribute a personality quiz through Facebook to several hundred thousand users, which provided the company with access to almost 90 million accounts of both the quiz takers and their Facebook friends. The company then created detailed profiles on over 200 million Americans that were then used to personalize advertisements designed to impact voter turnout.

While the efficacy of microtargeted advertisements is hard to pinpoint, there is no denying its widespread acceptance and its perceived value. As the FTC reported, advertisers are willing to pay a premium for targeted online advertising. In part, behavioral advertising has the potential to not just exploit consumer preferences but also shape or create them.

**B. Where Lawyer Advertising Is Headed**

Since the *Bates* decision in 1977, lawyer marketing has become a staple of the profession. In 2015, lawyers were projected to spend $892 million on
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television advertising. And according to an ABA study, at least 86% of lawyers engage in some form of internet advertising. To provide a sense of this market, nine of Google Ads’ top ten most expensive terms were related to personal injury litigation. In light of these trends and the developments in advertising technology described above, it is reasonable to assume that lawyer marketing is—and will continue—evolving by incorporating them. Even a quick search of law firm websites indicates that some number engage in behavioral advertising, retargeting, and data analytics to determine their marketing strategies.

1. Microtargeting & Narrowcasting with Use of Big Data

Recall that a medical malpractice firm openly discussed how its current practices include targeting individuals based on geolocation data. Specifically, the firm sent advertisements that featured an e-book about how to select a nursing home to individuals whose locations matched nursing homes with bad reviews. This sort of marketing might not seem so troubling in that it largely went to informing potential clients about an important issue. And, conceptually,
it is not all that different from traditional advertising. The law firm presumably could have allocated its advertising budget to billboards in such areas instead.

However, the microtargeting of internet advertisements can go well beyond this, layering in multiple data points that might speak to more private aspects of a targeted individual’s identity or involve mechanisms that the individual does not consciously understand. To the former, start with the simple case of divorce lawyers targeting social media users who post about their relationship issues. For example, Facebook tracks user life events such as changing one’s relationship status, which would permit divorce lawyers to focus on these individuals. Using geolocation data, divorce lawyers might further target users who have posted about a change in relationship status and are suddenly spending their evenings in the vicinity of local hotels or other transient housing. To the latter, the divorce lawyers might further hone their aim by advertising particularly heavily towards the subset of those individuals who are traveling during the holiday season, as sociological studies suggest that can add stress to a relationship and lead to divorce. And because the advertisements can be highly tailored, the content might adjust based on factors such as whether the individual had previously expressed the buying habits associated with somebody who worries about scarcity by serving a variation of the advertisement which includes a warning that the services or discounted price are available for a limited time only.

Advertisers’ ability to make inferences about consumers may combine both the privacy and manipulation risks. Imagine that an individual has not announced a relationship change on social media. But the individual’s purchase history indicates an abrupt shift from purchasing groceries such as large
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quantities of vegetables to junk food and microwavable meals instead. A
divorce attorney who realizes that diet quality and eating alone are negatively
correlated might be able to use these factors to target potential clients.179 Even
more disruptively, a divorce attorney might target individuals who search for
“marriage counselors,” encouraging the use of legal services for what might not
be a legal problem.180

One can find less extreme, real-life examples currently being used by law
firms or their agents to generate business leads.181 For example, one marketing
firm was hired to find potential clients for a lawsuit involving a medical device
used in hysterectomies that allegedly caused ovarian cancer.182 The marketing
firm took demographic data from the Centers for Disease Control and applied
it to Facebook’s advertising tools, searching for women over fifty-five years old
who had liked an ovarian support group page.183 Personal injury lawyers were
willing to pay up to $3,000 for each name of a woman who might have been
implanted with the device.184

As demonstrated by the ovarian cancer example, mass torts—especially
those involving medical products—are an area in which such techniques have
been used.185 Third-party litigation funders, in particular, have been said to use
aggressive internet marketing techniques to find potential plaintiffs for mass
tort lawsuits.186 Some law firms also have basically become aggregators or case
handlers, focusing on marketing efforts to collect clients even while the legal
services are provided by others.187
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2. Retargeting

As suggested by the New York City Bar opinion discussed above, retargeting is already a feature of legal advertising.188 If law firms are using it at the same rates as other advertisers, it could make up to 10% of their budget.189 While retargeting is both a variant of the behavioral advertising described above and a well-accepted method of advertising by retailers, it raises specific concerns for lawyers and thus warrants its own discussion.190

Assume an individual visits a law firm’s website and begins to fill out a contact form. But the individual decides not to complete and submit the form, leaving to browse other corners of the internet. Retargeting permits the law firm to market to the individual by displaying an advertisement across the newly visited websites.191 Although the New York Bar opinion dismisses the possibility, the technology might even allow the law firm to send an email to the individual, exhorting the individual to return to the website to complete the form.192

3. Current Constraints

Several factors may explain why lawyers have not yet made the most aggressive advertising techniques a significant part of their collective marketing arsenal. Some of the most unsurmountable barriers are the self-set limits of the major advertising platforms. For example, Google Ads does not permit advertisers to target consumers based on personal hardships, which includes things such as divorce.193 The platform also has a size requirement of 1,000 active visitors to a site before its remarketing listing features can be used, which might put the technique out of reach for many legal advertisers.194

The long history of the legal profession’s aversion to advertising might also be holding back the widespread adoption of intrusive and manipulative internet
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advertising.195 As illustrated by some of the comments received by the ABA when it proposed liberalizing the advertising restrictions in the run-up to the 2018 amendments, many lawyers still view advertising as undignified.196 An older study highlighted that lawyers are more likely to disfavor lawyer advertising than lay consumers.197 Even for those lawyers who do not personally hold such opinions, there are still financial and nonpecuniary incentives to uphold the cultural norms. To the former, in a study of solo and small law firm practitioners, Leslie Levin observed that some personal injury lawyers in Texas did not advertise on television because they worried that it would result in losing referrals from colleagues who did not approve of the practice.198 To the latter, the legal profession can be a relatively insular community where there are social and emotional motivations to adhere to the group norms.199

Another cultural aspect of the legal community, which might lend itself to restrained advertising, is captured by the adage: “Lawyers don’t do math.”200 While it is safe to assume that most lawyers understand that “more” is greater than “less” when it comes to revenue as a potential return on the investment in
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advertising, the folks who run law practices rarely have business training. As one former managing partner put it, “In a sense, law firms worth millions of dollars are managed by amateurs.” And restrictions in many states prevent lawyers from sharing fees with nonlawyers, which structurally limits the extent to which nonlawyer experts can be integrated.

Law firms also police each other. As is frequently noted by opponents of advertising restrictions, most of the complaints about lawyer advertising that are filed with the bar come from other lawyers. The Association of Professional Responsibility Lawyers 2014 survey of bar regulators found that 78% of complaints came from other lawyers. An earlier example comes from Virginia where a law firm aired a television advertisement that boasted about three of its members being selected for inclusion in the Best Lawyers in America book. Then, five competitors of the firm filed a request with the state bar for a legal opinion on the advertisement. Similarly, LegalZoom sued one of its major competitors for false advertising.

Finally, it is possible that the cost–benefit analysis simply does not favor intrusive or manipulative advertisements. As a group, lawyers seem to take conservative approaches to practices that might run afoul of regulators, viewing the downsides as substantial.
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microtargeting is actually as effective as claimed, especially when promoting a service that might seem personal or intimate.  

4. Reasons Limiting Factors Might Not Persist

Intrusive and manipulative lawyer advertising that more fully takes advantage of microtargeting and retargeting, nevertheless, is cause for concern because each of the constraints described in the preceding subpart is vulnerable. To start, one of the most significant barriers is Google Ads’ policies, which prohibit targeting based on personal hardship. But, as the Second Circuit observed in Cahill, Google’s policies are always subject to change. And, in fact, Google has changed its privacy policies over time. For example, in 2012, Google adopted a new policy that permitted it to combine user data across different platforms that had been previously kept separate for the express purpose of placing better targeted advertisements.

Further, the cultural aversion to advertising might be diminishing amongst lawyers. One reason for this is that, over the past few decades, the legal profession has been shifting towards a more commercial conception where the practice of law is treated like any other sort of business. And law firms increasingly provide management training to their managing partners, which might provide key actors with a better grasp of both the mechanics and the broad commercial acceptability of microtargeted internet advertising.

Another development that might hasten this trend is the nascent movement to
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open up law firm ownership to nonlawyers. If the general world of investors could own law firms, one might see an infusion of capital and knowledge that presumably would drive innovations in marketing. Additionally, it is possible that lawyers’ individual cost–benefit analysis will ultimately favor aggressive behavioral advertising. As described above, some law firms are already using retargeting and other forms of behavioral advertising. And the prospect of liberalized advertising rules seems likely to benefit smaller practices, especially those that focus on standardizable services. And this makes the legal market ripe for innovative disruption—that is, “a process by which a product or service takes root initially in simple applications at the bottom of a market and then relentlessly moves up market, eventually displacing established competitors.” Additionally, there appears to be limited demand for privacy by consumers, which means there is unlikely to be a market penalty for adopting more aggressive practices. Regulatory discipline also is uncommon, further highlighting the lack of downside. The rarity of bar intervention cannot be explained by a complete absence of wrongdoing, given several recent examinations of actual lawyer marketing that found a fair amount of noncompliant advertisements.
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Generally applicable legacy legal protections are unlikely to inhibit lawyers’ use of the techniques for several reasons. First, much of the legacy protections focus on personally identifiable information. But Big Data behavioral advertising does not depend on traditional identifying information, even if it can still be a useful source of data. Second, the common law tort of invasion of privacy tends to be limited to cases of identifiable, specific, material harm. When the privacy-encroaching conduct is advertising, courts are not well-disposed to find legally cognizable harms. Third, the law about consent has not yet caught up to the realities of Big Data and privacy. Given the number of unknowable variables and other practical constraints, privacy self-management through contract is unrealistic. And a consent regime does not account for social harms and the effects that the use of aggregated data might have on marginalized communities with higher privacy needs.

III. CONCERNS

Contemporary readers might share a sense that the advertising technology described above crosses a line into the creepy because it subverts social norms even if it is not illegal. This intuition has been examined in the privacy literature, which has identified two distinct harms of online behavioral advertising that are highly relevant to the legal marketing jurisprudence’s underlying concern of encouraging informed, deliberate decision-making by the prospective client: (1) invasions of privacy and (2) manipulation. These issues may arise even when online behavioral advertisements are not false or misleading under the traditional definitions that animate Model Rule 7.1 and its state variants. It also is unclear whether being served such advertisements would
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be seen as involving coercion, duress, or harassment—the presence of which categorically prohibits any solicitation under Model Rule 7.3 and state variants.234 And thus, online behavioral advertising—particularly, retargeting, microtargeting with the use of Big Data, and narrowcasting—might undermine the listener’s autonomy but not be prohibited by existing regulations.

A. Privacy Scholarship on Invasions of Privacy & Manipulation

While the professional responsibility literature has not previously deeply engaged with the harms of Big Data marketing, modern privacy scholars have built on a long and rich discourse to examine this issue.235 Invasions of privacy are frequently discussed, presumably because they follow from common law torts.236 Market manipulation has more recently emerged as another common theme.237

1. Invasions of Privacy

Since the late 1800s, scholars have wrestled with how to define the right of privacy and its harms.238 For example, William Prosser described four types of invasion of privacy torts: intrusion, public disclosure of private facts, false light, and appropriation.239 Daniel Solove extended the taxonomy of privacy beyond torts, offering four basic groups—“(1) information collection, (2) information processing, (3) information dissemination, and (4) invasion”—that were designed to better speak to the concerns of the information age.240

Many of the activities encompassed by Solove’s taxonomy apply to online behavioral advertising. One part of information collection is surveillance, which Solove defines as “the watching, listening to, or recording of an individual’s activities.”241 Engaging with the work of historical and modern-day luminaries such as Jeremy Bentham and Julie Cohen, Solove discusses the discomfort that can follow from being observed, the chilling effects it might have on the
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observed individual’s behavior, and the architectural problem of capturing sensitive information that might incidentally arise in anybody’s life.\textsuperscript{242}

Information processing includes aggregation (the combining of data about a person), identification (linking information to a particular individual), secondary use (use of information beyond that for which it was collected), and exclusion (the use of data without the subject’s knowledge and participation in its handling).\textsuperscript{243} Aggregation may create dignitary harms when it reveals new facts about an individual that were not expected when the original pieces of data were collected.\textsuperscript{244} It also can give the aggregator power to make decisions over individuals using the body of data, even if the combined records are still incomplete or lead to a distorted picture.\textsuperscript{245} Identification seems to be a variant of aggregation in which it links collected information to a specific person and in effect, compels individuals to reveal information about themselves, which may put them at risk for having engaged in disfavored speech or conduct.\textsuperscript{246} Secondary use may thwart the expectations of the data subjects, violate their control over the information, and create anxiety that the information will be further misused.\textsuperscript{247} Exclusion reduces the accountability of the data holder and might leave errors uncorrected and create anxiety in the data subject.\textsuperscript{248}

Information dissemination includes breach of confidentiality, which is the breaking of a promise to keep a person’s information private.\textsuperscript{249} This is a special variant of disclosure because it involves a betrayal within the context of a special relationship.\textsuperscript{250}

Invasion includes intrusion, which refers to those “invasive acts that disturb one’s tranquility or solitude.”\textsuperscript{251} The harms include the disruption to an individual’s activities and the psychic discomfort that the invasions might engender.\textsuperscript{252} Solove recognizes that various forms of advertising, such as junk mail, can be forms of intrusion.\textsuperscript{253}

2. Manipulation

A little more than two decades ago, Jon Hanson and Douglas Kysar brought to light the risk of “market manipulation”—that is, a source of market
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\textsuperscript{249} Id. at 491.
\textsuperscript{250} Id. at 526–27.
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\textsuperscript{252} Id. at 553.
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failure is consumers’ irrational “systematic and persistent cognitive processes,” which leave them vulnerable to exploitation by actors positioned to influence their decisions. Hanson and Kysar further asserted that competitive pressures would incentivize this sort of exploitation. And they empirically demonstrated that this plays out in practice, detailing all of the tricks that everyday retailers use to influence predictably irrational consumers.

Since then, manipulation has been widely discussed in the privacy, contracts, and tort literatures as scholars wrestle with its philosophical and legal definitions, normative implications, and implementation questions. Where does and where should the law draw a line? Exploring these sorts of issues, Richard Thaler and Cass Sunstein’s book, *Nudge: Improving Decisions About Health, Wealth, and Happiness*, became a *New York Times* best seller.

The rise of Big Data (and its offspring, online behavioral marketing) has further fanned the scholarly flames, especially within the privacy field. David Hoffman has observed that offline sorting of consumers along fine-tuned demographic lines might be too difficult to practically implement. But in his article *Digital Market Manipulation*, Ryan Calo explains how online marketing provides tools to overcome those exact difficulties. Calo also explains that digital market manipulation differs from older forms of selling because it is simultaneously uniquely personalized and heavily systematized. And, as discussed above, online marketers’ data-collection and analysis tools have only grown more sophisticated, and there are a plethora of examples of how they are being used to exploit consumers.
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259. Hoffman, supra note 257, at 1636 (relying, in part, on Sean Hannon Williams, *Sticky Expectations: Responses to Persistent Over-Optimism in Marriage, Employment Contracts, and Credit Card Use*, 84 NOTRE DAME L. REV. 733, 753–55 (2009)).


261. Id. at 1020–22; see also Jack M. Balkin, *Free Speech Is a Triangle*, 118 COLUM. L. REV. 2011, 2048 (2018) (“The problem of digital curators, which makes them different in kind from twentieth-century mass-media companies, is the far greater danger that they will engage in acts of manipulation and breach of trust through the use of personal data.”); Zarsky, supra note 229, at 169 (noting four ways in which online dangers are enhanced).
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A consensus definition of “manipulation”—especially with an eye towards legislation or regulation—proves surprisingly elusive. In an early example, Sunstein defines manipulation as a failure to “sufficiently engage or appeal to people’s capacity for reflective and deliberative choice.” Daniel Susser, Beate Roessler, and Helen Nissenbaum identify problematic manipulation by its hidden influence, which subverts an individual’s autonomy by exploiting the decision-maker’s vulnerabilities. They contrast this with “persuasion,” defined as a candid attempt to offer an attractive option. They also differentiate manipulation from “coercion,” defined as restricting alternative acceptable options. Jack Balkin defines manipulation as turning on the exploitation of another’s “emotional vulnerabilities and lack of knowledge” for one’s own benefit. As Shaun Spencer points out, all of these definitions include the disruption of a rational decision-making process.

Calo captures the problems associated with market manipulation that are consistent with the themes in the varied definitions. At a conceptual level, he highlights how consumers’ individual and collective vulnerability might lead to encroachments upon their autonomy when advertisers use their newfound ability to specifically target consumers’ vulnerabilities. He also describes privacy harms, such as anxiety from being surveilled. Calo further identifies more concrete harms such as the risks of excessive consumption (including of harmful products), regressive price discrimination indicative of a market failure, and economic exploitation based on the use of the unwitting consumer’s data.

B. Specific Concerns About Online Behavioral Marketing & Lawyer Advertisements

The privacy literature’s explanations of the harms of online behavioral marketing conceptually ground the problems with the model of lawyer advertising. In addition to these harms, Katherine Strandburg has suggested

---
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265. Susser et al., supra note 25.
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269. See Spencer, supra note 103, at 989.
270. Calo, supra note 10, at 1031–34; see also Neil Richards & Woodrow Hartzog, Taking Trust Seriously in Privacy Law, 19 STAN. TECH. L. REV. 431, 451 (2016) (“When trusters intentionally or unintentionally disclose entrusted information to others, trustees can be manipulated, user profiles can be impersonated, reputations can be destroyed, and bank accounts can be cleaned out.”); Kilovaty, supra note 93, at 465 (identifying harms that flow from online psychographic profiling).
271. Calo, supra note 10, at 1027–31; see also Solove & Citron, supra note 10, at 745–46.
that the very ecosystem of behavioral advertising “turns online products and services into credence goods.”\textsuperscript{273} Credence goods are those goods that consumers “cannot easily judge the quality of [which] they have purchased, even \textit{ex post}.”\textsuperscript{274} Legal services, even before online behavioral advertising, were considered classic credence goods because of clients’ lack of expertise.\textsuperscript{275} Given this, lawyers’ use of online behavioral advertisements presents an especially worrisome combination, particularly given lawyers’ fiduciary duties that require them to not use information about their clients to the lawyers’ own advantage.\textsuperscript{276}

One potential rejoinder is that lawyers’ use of online behavioral advertising is simply a means of communicating with a subset of the general public, which raises no special concerns. This, however, misunderstands the nature of online behavioral advertising, which often starts with members of the public interacting with law firms’ websites or other internet content.\textsuperscript{277} Depending on the nature of the communications, some fiduciary duties arise even before there is a contractual relationship.\textsuperscript{278} With online behavioral advertising, potential clients are invited to trust lawyers with their information when they visit a law firm’s website.\textsuperscript{279} Even if the information is entrusted to a third-party intermediary, lawyers cannot avoid these duties.\textsuperscript{280} Additionally, a prohibition on manipulating clients into hiring lawyers is akin to the duty not to charge unreasonable fees and other such constraints.\textsuperscript{281}

\textsuperscript{273} Strandburg, supra note 4, at 97.
\textsuperscript{274} Engstrom, supra note 83, at 673 (emphasis added).
\textsuperscript{275} Id.; see also Bates v. State Bar of Ariz., 433 U.S. 350, 379 (1977) (“After-the-fact action by the consumer lured by such advertising may not provide a realistic restraint because of the inability of the layman to assess whether the service he has received meets professional standards.”). This also explains why the lack of consumer complaints is not particularly probative of an absence of issues.
\textsuperscript{276} See generally Balkin, supra note 261, at 2049 (acknowledging that digital companies and traditional fiduciaries differ).
\textsuperscript{277} Phillips, supra note 168, at 398 (discussing “inbound” internet marketing strategies for firms).
\textsuperscript{278} See Westinghouse Elec. Corp. v. Kerr-McGee Corp., 580 F.2d 1311, 1319 (7th Cir. 1978) (“The fiduciary relationship existing between lawyer and client extends to preliminary consultation by a prospective client with a view to retention of the lawyer, although actual employment does not result.”); Perlman, supra note 21, at 64.
\textsuperscript{280} See \textsc{Model Rules of Prof. Conduct} r. 5.3 (Am. Bar Ass’n 2020).
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Lawyers owe duties to the legal system and the public too, which raises other conflicts with certain uses of online behavioral advertising. And the stakes concerning legal decisions are likely going to be much more significant than those involving consumer goods.

In sum, while the privacy literature provides a starting point, lawyer advertising has specific concerns that must be worked through.

1. Invasive Online Behavioral Advertising by Lawyers

The subset of Solove’s invasion-of-privacy harms described above all apply to online behavioral advertising by lawyers. It is a form of surveillance that might lead to discomfort on the part of the subject or even discourage potential clients from reaching out to lawyers in the first instance. Although both the record and decision in Went For It are subject to fair critique, the Court took note of the Florida Bar’s public survey, which suggested that invasive advertising lowered the regard held for the legal profession.

The record in Went For It also highlights how invasive the advertising might be. It cited the feelings of anger and emotional distress that were reported by individuals who were solicited immediately after tragedies like the death of a spouse or other close relatives. And it is easy to see how online behavioral advertising could lead to similar issues. Imagine, for example, the embarrassment or other strife that might befall an individual who begins to fill out a form on a divorce attorney’s website whose spouse spots a retargeting email from the website. This risk of disclosure to a third party differs from the privacy interest rejected in Shapero, which focused on the lawyer’s discovery of the potentially embarrassing underlying facts.

Further, the use of Big Data might lead to the use of unshared private details as part of targeting or implicitly revealing information, such as the individual’s identity, that the potential client was not yet ready to share with the

282. See id. pmbl. ¶ 6. See generally Mortazavi, supra note 215, at 1488 (“Beyond formal rules of ethics, lawyers also play a broader role in safeguarding the rule of law. These distinctions are part of what makes lawyers critical actors in civil society.”) (footnote omitted).
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288. Compare Shapero v. Ky. Bar Ass’n, 486 U.S. 466, 476 (1988) (“Nor does a targeted letter invade the recipient’s privacy any more than does a substantively identical letter mailed at large. The invasion, if any, occurs when the lawyer discovers the recipient’s legal affairs, not when he confronts the recipient with the discovery.”), with Marsh v. Curran, No. 1:18-CV-787, 2019 WL 8886436, at *1 (E.D. Va. Nov. 18, 2019) (recounting how spouses inadvertently discovered each other’s emails on a shared computer), and Wesley Coll. v. Pitts, 974 F. Supp. 375, 384 (D. Del. 1997), aff’d, 172 F.3d 861 (3d Cir. 1998) (noting that a work colleague “inadvertently glimpsed an e-mail on a computer screen while helping someone”).
attorney. Again, this is unlike the public information used to generate the targeted letters in Shapero. Moreover, the extent of customization in Shapero was unlikely to reach the degrees that online behavioral advertising could.

Another issue is that the revealed information might not be accurate or may otherwise distort the lawyer’s understanding of the prospective client and the issue. Last but by no means least, the tracking might also constitute a breach of confidentiality—a heightened sense of betrayal stemming from the popular understanding that contact with lawyers is presumptively held secret.

2. Manipulative Online Behavioral Advertising by Lawyers

If online behavioral advertising is (or, at least, can be) manipulative when used by companies that have no special duties towards their consumers, it is particularly problematic when used by lawyers because it might invert the principal–agent relationship that is core to the profession. And one way of reconciling the Supreme Court’s jurisprudence on lawyer advertising is by focusing on which activities are seen as having the potential to either enhance or subvert the distribution of power between the lawyer and the prospective client—who is meant to have largely unfettered control over the lawful objectives of a matter. The risk of the subversion may turn on privacy invasions that find, create, or exploit vulnerabilities, which was implicit in both Ohralik and Went For It. An older case from New Jersey describes an analogous pre-internet circumstance in which lawyers parked a recreational vehicle with advertisements on it outside of an emergency shelter where victims of an explosion were being held. The court determined this “high-pressured pushing of legal services as a commodity onto susceptible and vulnerable consumers, ill-equipped to protect their own interests” was prohibited
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solicitation. If online behavioral advertisements for legal services were to target individuals based on data relating to personal hardship, it should similarly be susceptible to regulation.

Effective manipulation—and the economic exploitation it represents—also is a potential breach of lawyers’ duties to not use confidential information (defined as any material arising out of the representation) against the client. While an online advertisement does not demand an immediate answer, it may create a conflict between the interests of the lawyer and prospective clients if it is deliberately served to vulnerable individuals at a time when they are likely to act against their best judgment.

One example of this is the divorce attorney who targets individuals searching for marriage counselors. While legal scholarship rarely considers legal services to be substitutes for counseling or other similar services, online behavioral advertising might introduce that dynamic to the detriment of the potential clients.

The risks of manipulation might be driven by the market and the lawyers’ agents without any malevolent intention. As Cohen has observed, “[i]n a consumption-driven economy, the innovations that emerge and find favor will be those that fulfill consumption-driven needs.” But it also is possible that the conduct will be especially incentivized in the world of multidistrict litigation, which has created a new form of settlement mills where lawyers focus on collecting clients instead of litigating their cases.
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3. Other Issues with Online Behavioral Advertising by Lawyers

Several issues stem from online behavioral advertising’s delivery method. One issue that is specific to lawyers is retargeting. Little has been written about this, perhaps because it appears to fit within the existing strictures. Recall that Comment 1 to Model Rule 7.3 approves of communications that are “automatically generated in response to electronic searches.” And retargeting advertisements likely comport with a broad reading of the comment in that they are generated based on users’ behaviors, which typically include electronic searches.

Additionally, at the start of 2020, the New York City Bar issued an opinion approving the use of retargeting by lawyers. The opinion goes thoughtfully beyond Comment 1 to Model Rule 7.3’s ostensible laissez-faire approach to retargeting, holding that lawyers must follow the solicitation rules if the solicitation goes to specific groups of individuals such as “members of a specific organization or individuals who may have a common claim against the same defendant.”

Even this explicit approval of retargeting leaves open several questions. It is unclear whether an electronic search is a deliberate invitation to being contacted at all, let alone followed around the web or even emailed. In an analogous non-internet case from Minnesota, a lawyer noticed that an applicant for a job with the lawyer was injured and employed, making him potentially eligible for workers’ compensation. But the applicant already had another lawyer working on that issue. After the applicant’s lawyer was appointed to the bench, the first lawyer called the applicant back several times after the applicant said it was not “a good time to talk” and hung up on the lawyer twice. The lawyer was sanctioned for the repeated calls. Online retargeting might be even more concerning if one imagines a prospective client who
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deliberately did not finish completing and submitting a web form. Additionally, a retargeting email to recipients with limited experience with the justice system might lead to confusion about whether representation had started or the lawyer had been appointed.314

The ability to narrowcast raises several concerns too. Online behavioral advertising is fragmenting the world, which has the potential to lead to discrimination.315 The discrimination might take the form of only showing advertisements to individuals with immutable demographic characteristics.316 Online behavioral advertising can also be used to price-discriminate among customers along these or other dimensions.317 Model Rule 8.4(g) prohibits lawyers from engaging in many types of demographic discrimination.318 Although the Model Rule includes a carve-out for decisions to accept, decline, or withdraw from representation and has not yet been adopted in full by many states, California’s version does not.319 Also, screening potential clients might run afoul of other antidiscrimination provisions as seen in Stropnicky v. Nathanson, a well-known professional responsibility case in which a lawyer was sanctioned for refusing to represent men.320

The solicitation of lawyer advertisements might also lead to a public education loss. In its preamble, the Model Rules exhorts lawyers to “further the public’s understanding of and confidence in the rule of law and the justice system because legal institutions in a constitutional democracy depend on popular participation and support to maintain their authority.”321 Addressing this concern, Deborah Rhode highlighted the need for all of the institutional players in the justice system to raise awareness about legal issues and the unmet
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need for legal services.\textsuperscript{322} Another recent article found that many Americans fail to recognize when they have legal issues and struggle to find competent lawyers even when they do.\textsuperscript{323} And an ABA survey found that most consumers of legal services find their lawyers through personal networks.\textsuperscript{324} When lawyer advertisements are narrowcast, the network effects of broadcast-style advertising presumably will be greatly reduced too.\textsuperscript{325}

A closely related problem is the loss of monitoring. In the world of campaign communications, scholars have identified the risks that are raised when speech “has refracted into millions of variegated, individualized appeals.”\textsuperscript{326} Remember that most complaints about lawyer advertising are filed by other lawyers.\textsuperscript{327} When lawyers no longer see each other’s advertisements, this check on unscrupulous methods is lost.\textsuperscript{328} This risk was part of what led Justice O’Connor to dissent in \textit{Shapero}.\textsuperscript{329} Additionally, the audience does not receive a physical copy that is easy to retain if they wish to bring an offending advertisement to the attention of the regulatory authorities. This harkens back to the concern in \textit{Ohralik} about in-person solicitation being “not visible or otherwise open to public scrutiny.”\textsuperscript{330} It also distinguishes online behavioral advertising from the physical letter in \textit{Shapero}, which can be retained.\textsuperscript{331}

\section*{IV. Implications}

Online behavioral advertising—with its ability to harness Big Data to microtarget, retarget, and narrowcast to consumers—has become a ubiquitous feature of the internet and shows few signs of becoming less pervasive.\textsuperscript{332} And with new technology comes new harms that existing regulatory regimes struggle to capture. Still, for the legal profession, this remains an emergent technology. But the conditions holding it back are unlikely to last. Accordingly, professional responsibility scholars should consider how online behavioral advertising by lawyers ought to be treated and any broader lessons this examination might offer. This Part provides some initial thoughts.
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A. Regulating Online Behavioral Advertising by Lawyers

1. Need to Future-Proof Regulations

As discussed above, the New York Bar has already approved lawyers’ use of retargeting, which is one aspect of online behavioral advertising.\footnote{N.Y.C. Bar Ass’n Comm. on Pro. Ethics, Formal Op. 2020-2, at 1 (2020).} The New York Bar’s treatment implicitly acknowledged that online behavioral advertising has qualities of both traditional advertising and solicitation.\footnote{Id.} And the New York Bar leveraged the existing categories and their regulations in its suggestions for how to treat online behavioral advertising.\footnote{Id. at 2.}

One could similarly characterize all online behavioral advertising as either advertising or solicitation on a case-by-case basis, assessing the salient qualities presented by the specific facts and analogizing to earlier cases. For example, if online behavioral advertising exploits vulnerable individuals, it could be treated as a form of coercion, duress, or harassment.\footnote{See MODEL RULES OF PRO. CONDUCT r. 7.3 cmt. 1 (AM. BAR. ASS’N 2020).} Courts have stretched the categories before to reach unsolicited phone calls to individuals facing foreclosure and targeted letters offering estate planning services to elderly individuals on an insurance company’s mailing list.\footnote{See In re Komar, 532 N.E.2d 801, 811 (Ill. 1988); In re Flack, 33 P.3d 1281, 1287 (Kan. 2001).}

The problems with failing to future-proof the regulations and doctrine governing lawyer marketing has been raised by Jan Jacobowitz and other scholars.\footnote{See, e.g., London, supra note 21, at 139–47; Jacobowitz, supra note 65, at 6–9.} These debates over future-proofing tend to track the age-old tension between rules and standards. Formal equality, certainty and predictability, and ease of administration all are served by clear, bright-line rules.\footnote{Id. at 66–69.} On the other hand, standards encourage greater deliberation and allow for adaptability to the circumstances, whether it is to adjust for changes in the broader milieu over time or to account for unfairness in a specific case.\footnote{See Kathleen M. Sullivan, Foreword: The Justices of Rules and Standards, 106 HARV. L. REV. 22, 62–64 (1992).}

When applied to technological innovation, the argument for standards is straightforward. Technology now moves fast.\footnote{Id. at 66–69.} And the current rate and degree of technological change might be upsetting the traditional balances struck between rules-based and standards-based approaches in the regulation of lawyers. Scholars have noted the modern movement towards more statutory-
style drafting. This approach is especially problematic because it is likely to result in outmoded calcification when there is no legislative body that (at least, theoretically) is devoted to ensuring that the law is kept up-to-date and, instead, the regulations are largely left in the hands of the members of the bar who might not be interested in change. Additionally, emergent technologies frequently are misunderstood and thus caution against adopting inflexible process-specific rules at the outset.

While a forward-looking, standards-based approach should insulate a new regulation from immediate obsolescence, predictions about the future (whether focused on lawyer marketing or not) remain a notoriously difficult business. And thus, it might be advisable to follow the work of David Freeman Engstrom and Jonah Gelbach who focused on the near- and medium-term in their recent article on legal technology and the profession.

The durability of the regulation would be less of an issue if it focused on objectives rather than methods. This is especially true where the underlying concerns animating the regulation of lawyer marketing have not seemed to change much at all over the years, providing an underlying conceptual consistency that could anchor a standards approach. And, a focus on objectives dovetails nicely with the movement towards evidence-based regulations because, as Elizabeth Chambliss has observed, “[r]egulatory objectives, by their very nature, create a framework for measurement and assessment.”
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2. Relevant Objectives & Evidence for Reforms

Looking to the near- and medium-term future of lawyer marketing, the widespread adoption of online behavioral advertising by lawyers is likely.\textsuperscript{349} Proposals should consider the objectives of regulation and any evidence that either supports or refutes particular policy suggestions.

The Supreme Court’s commercial speech jurisprudence—particularly, as applied to lawyer marketing—is highly protective of the listener’s autonomy.\textsuperscript{350} And this is consistent with a core precept of the lawyer–client relationship: the fundamental duty to enhance the autonomy of clients.\textsuperscript{351} This concern, however, can cut both for and against prophylactic regulations on lawyers’ marketing efforts.\textsuperscript{352} On one hand, autonomy is undermined when decision-makers are deceived or misled as seen in the existing doctrine and regulations.\textsuperscript{353} That holds true with manipulative advertisements too. With online behavioral advertising, lawyers might be co-opting the potential clients’ autonomy for the lawyers’ benefit.\textsuperscript{354} Alternatively, lawyers’ communications about their services provide vital information to prospective clients and help promote meaningful access to justice.\textsuperscript{355} Protecting the public and ensuring access to justice are two competing interests that appear in the ABA Model Regulatory Objectives.\textsuperscript{356} Accordingly, the trick will be how to balance them.

The movement towards evidence-based reform should help with this. Although it is difficult to collect information on any given interaction, the FTC, privacy scholars, and other interested parties are researching the effects that online behavioral advertising has on its audience, highlighting the risks of privacy invasions and market manipulations.\textsuperscript{357} For example, exposure to
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targeted advertisements has also been shown to increase brand searches and reduce searches for competing products, suggesting that it might diminish comparison shopping and thoughtful deliberation. Consumers also are becoming increasingly concerned about the data privacy implications of highly targeted advertising. A major turning point in consumer attitudes occurred following the Facebook and Cambridge Analytica scandal of 2018. The data breach revelation was met with widespread outrage, both by consumers and lawmakers over the practices and lack of security Facebook held over users’ private data. These findings may be extrapolated to legal advertising.

On the other hand, lawyer advertising may promote client autonomy and access to justice by informing potential clients of their rights and creating a competitive market for legal services such that costs are lowered while quality is raised. Online behavioral advertising might be a particularly effective tool for addressing one source of the access-to-justice gap: the inability of the public to recognize when its problems are legal issues. And systems that have adopted more innovations in the legal profession have not shown a decrease in professionalism norms. Moreover, in a system that has treated private litigation as a substitute for regulation, these access-to-justice concerns have effects that go beyond the individual litigants.

pricing has been a lack of information in two areas: firms’ internal operations and consumers’ decisionmaking process.
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Directly to this point, Elizabeth Tippett and other scholars have analyzed lawyers’ drug injury advertising. Tippett’s study found that the advertising was associated with additional awareness-raising behaviors, like Google search volume, without showing any significant relationship with adverse events. It is possible that the personal injury lawyers who were paying up to $3,000 for the names of women who might have been implanted with a medical device that allegedly caused ovarian cancer even saved lives. And, as was problematic in Went For It, there can be real-world problems with hampering plaintiffs’ attorneys from educating the public and reaching out to prospective clients when such constraints do not necessarily apply to defendants. Still, there also are anecdotal reports of advertising prompting patients to stop taking medications with predictably bad effects.

On balance, the move towards a standards-based approach should both help future-proof regulations on lawyer marketing and ensure that the important client-protective objectives are centered. More concretely, given the existing research, prophylactic prohibitions or conditions on online behavioral advertising by lawyers might be warranted. For example, Shaun Spencer has suggested possible consent or disclosure requirements for any online behavioral advertising. Mandatory disclosures may help solve some of the inequitable aspects of the buying process for legal services by providing potential clients with otherwise difficult-to-obtain information.

In formulating its recommendations, this Article parts ways with the seeming consensus in the professional responsibility literature on one significant point. The problems associated with online behavioral advertising disprove the notion that a standards-based approach to regulating lawyers’ marketing efforts will only result in ratcheting down the limitations on in-person solicitation. The existing jurisprudence and regulations are not capturing the new threats of invasion of privacy and market manipulation that are posed by online behavioral advertising. And a sharper focus on the “core” prohibitions on communications that are “false, deceptive, or misleading” or involve “coercion, duress or harassment” would not solve that problem.
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Given these considerations, the ABA should consider following Ashley London’s suggestion of using the more expansive rule proposed by Justice Marshall in *Ohralik*, which focuses on protecting the public “from fraud, deceit, misrepresentation, overreaching, undue influence, and invasions of privacy.”375 And the comments could make clear that any use of online behavioral advertising should, if practicable, be accompanied by a disclosure statement about the information being used so that the targeted consumer can make a truly informed decision.376

3. Countering the First Amendment Objections

The First Amendment looms large in the background. And First Amendment concerns might caution against categorical bans on online behavioral advertising. Categorical bans have been met with skepticism by the Supreme Court before.377 Additionally, the Court’s general movement towards a “First Amendment *Lochnerism*” would cut against regulations on speech that are designed to have an egalitarian, redistributive effect as London’s proposal might have.378

On the other hand, commercial speech generally—and lawyers’ commercial speech especially—have long been an exception to this trend.379 On the speaker side, the Court has described how lawyers are officers of the courts who owe some duty to promoting faith in the judicial system380 and trained advocates who might be able to unduly influence lay clients.381 On the listener side, the Court has been more receptive to assigning weight to privacy concerns as a government interest in cases involving lawyer advertising.382 Additionally, the Court seems less concerned about self-dealing protectionist motives when there...
is data—as can be found in the privacy literature—about the harms that the regulations are designed to protect against. 383 Accordingly, while an exhaustive discussion of the First Amendment is beyond the scope of this Article, this brief sketch suggests that it should not be a significant barrier to restrictions on online behavioral advertising.

B. Legal Ethics, Technological Innovation, and Informational Capitalism

Bringing the professional responsibility and privacy literature into dialogue sheds light on harms that the law of lawyer marketing has neglected. But privacy scholars offer insights that also might make a more significant conceptual contribution to professional responsibility and its future.

“Legal tech” developments have spawned a cottage industry of professional responsibility scholarship. This literature thoughtfully considers how technology disrupts traditional notions of the authority of lawyers and their business practices. 384 But it has been critiqued for not looking beyond its borders.385 And, there has been little discussion about what, if anything, connects the legal ethics challenges that accompany different types of innovation in legal technology.386 This Article’s study of lawyers’ use of online behavioral advertising suggests that the rise of informational capitalism might provide a start for more encompassing theorization.

Julie Cohen has described the shift away from industrialism and towards informational capitalism—that is, a political economy in which “market actors use knowledge, culture, and networked information technologies as means of extracting and appropriating surplus value, including consumer surplus.”387 This theory of political economy provides a framework for understanding the tensions in lawyers’ use of new technologies and might guide the future-proofing of the authorities governing lawyers’ conduct.

Informational capitalism’s core characteristic is the exploitation of knowledge advantages.388 That, by its nature, seems at odds with fiduciaries’ responsibility to not use their superior knowledge to the detriment of their
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prospective clients. Additionally, informational capitalism disrupts the personal scale and speed that is at the heart of the fiduciary relationship. Together, informational capitalism might be disrupting the traditional value proposition of lawyers, which had turned on their expertise about the substantive law and their ability to apply it to the specific facts—including the client's individual desires—at hand.

At a more tactical level, the products that drive, and are driven by, informational capitalism are inescapable. Illustrating the ubiquity of advanced technology in legal practice, Chief Justice Roberts was recently asked whether “smart machines, driven with artificial intelligences, will assist with courtroom fact finding or, more controversially even, judicial decision making.” Chief Justice Roberts replied, “It’s a day that’s here . . . .”

These tools place both indirect and direct structural pressures on the legal profession. From email, to cloud storage, to Internet search tools, many of the everyday office products used by lawyers have some link to entities whose lifeblood is information. And, even more directly, the movement towards informational capitalism has created new information-based products, such as the legal forms on LegalZoom that might be substitutes for lawyer services. And, there are legal tech tools designed to augment lawyers’ traditional services such as predictive coding software to manage voluminous e-discovery. Some of these tools now promise to assist with more sophisticated work such as drafting answers. There also have been changes to how lawyers market their services with a number of scholars considering referral sites, blogs, and other participation in online forums. And, of course, lawyers use online behavioral advertising to leverage Big Data and the Internet to reach potential clients.
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This Article hopes to be just the start of this exploration into what is driving and linking the technological innovations that are disrupting the legal profession. And it suggests that recognizing the underlying political-economy issues will allow scholars to better understand the challenges and promises of new legal tech tools.

C. What Privacy Law Might Take

The privacy literature has much to offer the world of professional responsibility as online behavioral advertising begins to take a more prominent place in lawyers’ marketing efforts. But, the exchange does not need to be entirely one-sided.

Both privacy scholars and policymakers have wrestled with how to effectively address the problematic issues that follow from online behavioral advertising's use of Big Data. One prominent suggestion from Jack Balkin would treat “online service providers and cloud companies who collect, analyze, use, sell, and distribute personal information” as information fiduciaries. Fiduciaries are agents who have power over their principals and, thus, must act with loyalty and good faith towards the principals—that is, the fiduciaries may not put their own interests ahead of those to whom the duty is owed. Under Balkin’s proposal, entities that collect private information would not be permitted to use it to “con” the users who provided the information by “inducing trust in their end-users to obtain personal information and then betraying end-users or working against their interests.”

While lawyers differ from the information behemoths in many ways, there is no question that lawyers are fiduciaries. And the Supreme Court cases on lawyers’ marketing efforts are much more permissive of state prohibitions than the Court’s general First Amendment jurisprudence. Additionally, like the FTC, states may regulate lawyers without waiting for a demonstrated, specific harm to an individual as with private liability schemes. And yet comment one to MPRC 7.3 and the general lack of attention paid to online behavioral advertising suggests that the legal community is not overly worried about how it might be used to manipulate prospective clients and invade their privacy. But, it is possible that the issue simply had not been spotted. And now that it
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has, the legal community might be a good test case for the various safeguards proposed by Balkin and others.

CONCLUSION

Lawyers are well-placed to be early movers in addressing the risks of privacy invasions and manipulation that can accompany online behavioral advertising. As fiduciaries, they must act with loyalty and good faith towards prospective clients. And the Supreme Court has granted states wide latitude to regulate the commercial speech of lawyers, perhaps in recognition of the centrality of the prospective client’s autonomy. So, as lawyers begin to use online behavioral advertising, policymakers and scholars should be keeping an eye on these experiments. These early test cases should provide helpful data to inform lawyer regulations and, perhaps, even new rules for information-collecting entities like Facebook and Google.

Lawyers’ use of online behavioral advertising also brings to light the stress placed on the legal profession by informational capitalism and the technological innovation that fuels it. These pressures will require scholars of all stripes to ask new questions about the role of lawyers and to identify new practices. And the use of online behavioral advertising highlights the need to examine new literatures, which already are studying these issues, and then adapt it to the special case of lawyers. This Article begins that task and invites others to join the effort.