THE NEW FINANCIAL INDUSTRY

Tom C.W. Lin*

Modern finance is undergoing a fundamental transformation. Artificial intelligence, mathematical models, and supercomputers have replaced human intelligence, human deliberation, and human execution. A financial industry once dominated by humans has evolved into one where humans and machines share power. Modern finance is becoming cyborg finance—an industry that is faster, larger, more complex, more global, more interconnected, and less human.

This Article offers an early systemic examination of this ongoing financial transformation, and presents an original set of regulatory principles for governing the emerging, new financial industry. This Article provides a normative and descriptive cartography of this changing financial landscape. It identifies particular perils, systemic risks, and regulatory shortcomings emanating from this financial transformation. It then proposes new guiding principles for the future of financial regulation in response to this sea-change. Drawing from a rich literature of past financial crises and transformations, this Article explores the next big movement in finance and financial regulation. And it offers fresh insights for better addressing the perils and promises emerging from the new financial industry.
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INTRODUCTION

Machines are taking over Wall Street.1 Artificial intelligence, mathematical models, and supercomputers have replaced human intelligence, human deliberation, and human execution.2 The modern financial industry is becoming faster, larger, more complex, more global,


2. See Frank J. Fabozi et al., High-Frequency Trading: Methodologies and Market Impact, 19 REV. FUTURES MKTS. 7, 9–10 (2011) (describing the essential role of computerization in financial trading); Jonathan Keats, Thought Experiment: Neuroscientist Henry Markram Says He Can Build a Supercomputer Replica of the Human Brain. Now He Has $1.3 Billion to Prove It, WIRED, June 2013, at 171 (reporting on plans to build a computerized replication of the human brain); Salmon & Stokes, supra note 1 (“Algorithms have become so ingrained in our financial system that the markets could not operate without them.”).
more interconnected, and less human. An industry once dominated by humans has evolved into one where humans and machines share dominion.

This Article is about that transformation and the regulatory principles that should govern it. This Article offers one of the first systemic examinations of this ongoing financial transformation and presents an original set of regulatory tenets for governing the emerging, new financial industry. This Article normatively and descriptively traces the journey of this financial transformation, highlights promising and perilous paths, explains current regulatory shortcomings, and proposes new guiding principles for the road ahead.

While policymakers, commentators, and scholars continue to look back and study the last financial crisis, this Article looks forward to what is emerging in finance and financial regulation. Drawing on a rich literature of past financial crises and transformations, this Article examines the next big movement in finance and financial regulation.


4. In a previous article, the author examined the rise of machines in finance and its impact on legal conceptions of the investor. The present Article builds upon the normative and descriptive examination of that publication and extends it to the financial industry and financial regulation at large. See Tom C.W. Lin, The New Investor, 60 UCLA L. REV. 678, 699–703 (2013).


The objective of this Article is not to perfectly forecast the future of finance, nor is it to present an elegant, quixotic regulatory framework with specific rules to prevent all financial flaws and failures. Rather, the objectives of this Article are more sensible and practical: First, this Article seeks to offer a new and better understanding of the rise of computerization and artificial intelligence in the financial industry and its wide-ranging effects on financial regulation. Second, this Article aims to present a preliminary set of guiding principles for thinking anew about regulatory design in this changing financial landscape. Collectively, this Article attempts to map the path of modern finance and financial regulation, from the recent past to the ongoing present, so as to provide an early guide for the emerging future. Inevitably, such an effort to chart the continuing, complex metamorphosis of modern finance and its regulation will be preliminary, unfinished, and dated. Yet, it is a shift that must be sketched and studied, for the effects of the ongoing financial transformation have become too consequential to ignore or wait.

This Article endeavors this dynamic cartography of modern finance and financial regulation in five parts. Part I charts the road traveled and the road ahead. It offers a retrospective on how technological advances and financial innovations have transformed the financial industry into a new industry that is faster, larger, more complex, more global, more interconnected, and less human. It then previews key attributes of the emerging, new financial industry relating to technological progress.
traditional financial structures, the growth of “shadow banking,” and the role of humans in the future of finance.

Part II highlights threats along the way. It reviews the Flash Crash of May 6, 2010, which, in minutes, destroyed nearly $1 trillion in market capitalization. It forewarns of similar crashes in the future given the increasing reliance of finance on computerized systems. Part II then discusses new crimes and perils as the new financial industry migrates into cyberspace on a grand scale. It warns of threats posed by hackers, spies, criminals, competitors, and other nation-states.

Part III foreshadows new systemic dangers. It asserts that the enhanced speed and interconnectedness of the new financial industry presents two underappreciated systemic risks of speed and connectivity. The risk relating to speed is termed “too fast to save,” and the risk relating to connectivity is termed “too linked to fail.” Part III argues that these new systemic risks will be at least as challenging and pressing as the widely recognized systemic risk of “too big to fail.”

Part IV contends with structural pitfalls. It identifies fundamental shortcomings in the current regulatory framework that render law and regulation unsuitable for better monitoring finance under the prevailing governance model. Part IV explains why core matters relating to jurisdiction, origination, and resource prevent regulators from effectively governing the emerging, new financial industry.

Part V offers a new way forward. Mindful of the perils and pitfalls articulated in the previous Parts, it proposes an original set of regulatory, first principles to better harness the potential and promise of the changing financial landscape. These proposed tenets address issues fundamental to financial regulation including effectiveness, transparency, speed, coordination, bailouts, costs, and accountability. Part V concludes with a reminder that the proposed tenets should serve as principles of regulatory

---


I. CYBORG FINANCE

The dramatic and continuing rise of computerization and artificial intelligence over the last three decades has had a profound impact on the financial industry. It has transformed an industry once dominated by humans into one where machines play a significantly larger and more inextricable role. Modern finance is becoming an industry where the main players are no longer entirely human. Rather, the main financial players today are cyborgs: part human and part machine. Modern finance is becoming "cyborg finance," or "cy-fi."12

A. A Brief Retrospective

Modern finance evolved into cyborg finance as a result of complimentary advances in technology and financial regulation. New technological advances and financial innovation encouraged regulatory reforms, which in turn spurred more innovation and advances within the financial industry.13

Beginning in the 1990s, technological advances made electronic trading a viable alternative to traditional intermediary-based platforms. Electronic communication networks led to direct market access, allowing firms to execute trades on exchanges without going through financial intermediaries.14 Around the same time, the Securities and Exchange Commission...

12. See Lin, supra note 4, at 682 (introducing the term “cyborg finance”); Salmon & Stokes, supra note 1 (reporting on the rise of automated, computerized systems in finance); see also Sherry Turkle, Alone Together: Why We Expect More from Technology and Less from Each Other 152 (2012) ("We are all cyborgs now."); Donna J. Haraway, A Cyborg Manifesto: Science, Technology, and Socialist-Feminism in the Late Twentieth Century, in Readings in the Philosophy of Technology 161, 161 (David M. Kaplan ed., 2004) ("A cyborg is a cybernetic organism, a hybrid of machine and organism, a creature of social reality as well as a creature of fiction."); David J. Hess, On Low-Tech Cyborgs, in The Cyborg Handbook 371, 373 (Chris Hables Gray ed., 1995) ("[A]lmost everyone in urban societies could be seen as a low-tech cyborg, because they spend large parts of the day connected to machines . . . ").


Commission (SEC) introduced reforms like Regulation Alternative Trading System (Reg ATS) to promote alternative trading platforms and electronic communication networks. During this period, regulators also introduced decimalization to securities pricing, which made electronic trading more profitable as smaller pricing spreads increased trading opportunities. By the end of the 1990s, computers were key players in finance, serving as critical components in financial trading and investment management.

Over the course of the decade that followed, information technology continued to innovate and evolve. Advances in computer science and digitized information spurred more computerization and artificial intelligence in financial trading and investment management. Decreases in the cost of technology also spawned the growth of discount brokerages and other intermediaries that gave more investors greater access to more classes of assets. In response to these advances, the SEC passed Regulation National Market System (Reg NMS) in 2005. Reg NMS was designed to connect disparate electronic marketplaces into one linked national market platform to increase competition and access in finance. Additionally, Reg NMS, coupled with globalization, helped to internationalize financial markets by connecting electronic marketplaces across the globe.

In the years since the implementation of Reg NMS, the use of computerization and artificial intelligence in finance has dramatically accelerated. It has transformed modern finance into cy-fi. A key feature of cyborg finance is the use of supercomputers to analyze risk, manage assets, and...
and execute trades based on complex algorithmic programs operating at super-speeds.\textsuperscript{20} Many of these programs, once successfully installed, can operate completely devoid of human intervention with great profitability.\textsuperscript{21}

In terms of risk analysis and asset management, almost every significant financial participant today uses computers with artificial intelligence to assess risk and manage investments.\textsuperscript{22} For instance, BlackRock, the world’s largest asset management firm, uses its proprietary artificial intelligence program, dubbed Aladdin, to help clients manage risk and capital relating to stocks, bonds, derivatives, and other complex financial instruments.\textsuperscript{23} During the financial crisis of 2008 (“the Financial Crisis”), Aladdin even aided the federal government with its critical decisions concerning Bear Stearns, AIG, Citigroup, Fannie Mae, and Freddie Mac.\textsuperscript{24}

In terms of trading, the emergence of computerization and artificial intelligence has led to the rise of black-box or algorithmic trading, which refers to the use of incredibly powerful computers to analyze and execute trading opportunities based on complex mathematical models.\textsuperscript{25} In the age of cy-fi, almost every financial institution with significant capital employs some form of algorithmic trading.\textsuperscript{26} These programs frequently operate exclusively on artificial intelligence, devoid of human input after initial installation.\textsuperscript{27} These programs can process massive amounts of information, spot trends, and allocate capital accordingly within seconds.\textsuperscript{28} In fact, some programs are so advanced that within fractions of seconds of a securities

\textsuperscript{20.} See Patterson, supra note 3, at 36–38 (describing the rise of powerful, high-speed computers in finance); see also Fin. Crisis Inquiry Comm’n, supra note 5, at 44.

\textsuperscript{21.} See Patterson, supra note 3, at 128–30; David M. Serritella, High Speed Trading Begets High Speed Regulation: SEC Response To Flash Crash, Rash, 2010 U. Ill. J.L. Tech. & Pol’y 433, 436 (discussing the automated nature of financial algorithmic programs); Brody Mullins, et al., Traders Pay for an Early Peek at Key Data, WALL ST. J., June 13, 2013, at A1 (discussing the value of seconds to traders using computerized programs).


\textsuperscript{24.} Id.


\textsuperscript{26.} See Brown, supra note 15, at 11.

\textsuperscript{27.} See CFTC & SEC Findings, supra note 10, at 13–16 (discussing automation in high-frequency trading); Patterson, supra note 3, at 128–30; Serritella, supra note 21, at 436 (“Automation is a crucial element in HFT [high-frequency trading].”).

\textsuperscript{28.} See Fabozzi et al., supra note 2, at 8; Charles Duhigg, Stock Traders Find Speed Pays, in Milliseconds, N.Y. TIMES, July 24, 2009, at A17 (“Algorithmic computer programs] can spot trends before other investors can blink, changing orders and strategies within milliseconds.”).
filing or news report, the programs can “read” them and execute trades based on the new information without any human assistance.29 In the new financial industry, decisions that previously took hours or minutes to analyze and execute by numerous teams of individuals now take only seconds by a single computer.

A prominent form of algorithmic trading is high-frequency trading. High-frequency trading refers to computerized trading that generates positive returns by executing deluges of trades at super speeds.30 This form of trading normally occurs at rates measured in seconds and milliseconds,31 with daily volumes measured in the range of billions of units, and valued in the billions of dollars.32 By 2010, high-frequency trading constituted approximately 30% of all foreign-exchange transactions.33 In 2011, high-frequency trading made up about 60% of U.S. equity trading34 and 35 to 40% of European equity trading,35 with signs of more potential growth in the years to come.

This emphasis on speed in finance has given considerable advantages to market participants who can afford better technology and better real estate so as to reduce the latency of their trade executions through the process of colocation.36 Latency refers to the period between an order submission and the receipt of an order acknowledgement.37 If an institution’s server is located closer to the server of an exchange or other relevant intermediary, then that institution can lower their latency period and increase their execution speed.38 As such, market participants with

29. See ARNUK & SALUZZI, supra note 14, at 121 ("Machine-readable news data feeds enable HFT [high-frequency trading] computers to react within microseconds to news events, beating out traditional institutional and retail investors."); LEINWEBER, supra note 1, at 31–88, 109–34; Helen Coster, Search and Disrupt, FORBES, Sept. 26, 2011, at 60 (reporting on software that summarizes federal securities filings in seconds).
31. Fabozzi et al., supra note 2, at 8.
35. Fabozzi et al., supra note 2, at 8.
36. See BROWN, supra note 15, at 63; PATTERSON, supra note 3, at 230 ("The new hierarchy would be all about who owned the most powerful computers, the fastest links between markets, the most sophisticated algorithms—and the inside knowledge of how the market’s plumbing was put together.").
37. See BROWN, supra note 15, at 64.
38. See Fabozzi et al., supra note 2, at 10 ("It is estimated that for each 100 miles the server is located away from the matching engine, 1 millisecond of delay is added to [the transmittal and execution time] . . . .").
more resources can arguably outperform other participants on a regular basis, even if all participants receive actionable information simultaneously.\textsuperscript{39} While market participants with better resources have always had some advantages in execution over other participants,\textsuperscript{40} the differences this time may be differences in kind rather than degrees.

In retrospect, over the last few decades, advances in technology and artificial intelligence accompanied by complementary regulatory reforms have fundamentally transformed modern finance into cyborg finance. It has turned an industry once based primarily on human interactions into one that is drastically less human, faster, larger, more global, more complex, and more interconnected.\textsuperscript{41}

\textbf{B. A Modest Preview}

Previewing the future of cyborg finance is difficult given the dynamism of modern finance and technology. Yet, past developments and contemporary changes offer glimpses of the emerging future. Four potential characteristics of the emerging new financial industry are particularly noteworthy.

First, the use of computers and artificial intelligence will likely persistently rise in finance with lower cost barriers to entry. In 1965, Gordon Moore, the founder of Intel, coined what would later be termed “Moore’s Law,” which predicted that components on integrated circuits would increase exponentially about every two years and costs would fall correspondingly, leading to incredible technological progressions.\textsuperscript{42} Since the 1960s, computing power and capacity have only grown increasingly better, faster, smaller, and cheaper.\textsuperscript{43} A single iPhone today possesses more computing power than all of NASA during the first lunar mission.\textsuperscript{44} In addition to being stronger, computer power has also become smarter. Through computerized data aggregation and analyses, colloquially known


\textsuperscript{40} STEINER, supra note 16, at 121.

\textsuperscript{41} See, e.g., PATTERSON, supra note 3, at 281–322; Salmon & Stokes, supra note 1, at 90.


\textsuperscript{44} MICHIKO KAKU, PHYSICS OF THE FUTURE: HOW SCIENCE WILL SHAPE HUMAN DESTINY AND OUR DAILY LIVES BY THE YEAR 2100 21 (2011).
as Big Data, information technology is constantly providing new insights into the world. As technology continues to progress in capacity and capability, finance—like other industries—will continue to adopt computers and artificial intelligence as key operational inputs. The future intellectual and physical infrastructure of finance and other industries will likely be one based more and more on computerization and artificial intelligence, creating an omni-computing existence where the workings and manifestations of computerized data analyses become like oxygen—necessary but unnoticed.

Second, technological advances and corresponding market changes will make traditional financial frameworks, like public stock exchanges and human brokers, less relevant. For instance, algorithmic trading has already advanced so much that exchange floors manned by human traders have been rendered relics of a bygone era. Today, most equities are traded in private electronic markets using fully computerized systems rather than in public exchanges like the New York Stock Exchange (NYSE) or the NASDAQ. In recent years, more than half of the trading of equities listed on the NYSE takes place in electronic exchanges. In fact, in 2013, two


leading electronic trading exchanges merged;\(^{51}\) and the IntercontinentalExchange, an electronic derivatives and commodities exchange, announced a takeover of the NYSE.\(^{52}\) That same year, the NYSE made preparations to operate without human traders in the event of a major disaster.\(^{53}\) It is probably safe to predict that in the near future, human traders will no longer work the NYSE’s famed trading floor in their traditional roles; the exchange will become like a façade on a movie set. Additionally, these changes in financial technology will likely allow more individuals to invest in a wider array of assets.\(^{54}\) Online brokers, like Charles Schwab, already offer investment options that were not available to investors in eras past without well-connected financial intermediaries.\(^{55}\)

Third, cyborg finance will likely expand the “shadow banking” system as it grows darker, more complex, more global, but not necessarily more profitable.\(^{56}\) While significant volumes of trading still take place on public exchanges, a growing volume of trades are taking place in less-regulated private exchanges and “dark pools.”\(^{57}\) A dark pool is an electronic trading network that facilitates anonymous trading and is hidden from the general marketplace.\(^{58}\) Private exchanges and dark pools are particularly attractive to investors, many of whom prefer to trade securities without losing informational advantages to competitors that may mimic their trades.\(^{59}\) These opaque financial forums also facilitate innovative and complex transactions and strategies because they are less regulated.\(^{60}\) Moreover,


\(^{56}\) See, e.g., GARY B. GORTON, SLAPPED BY THE INVISIBLE HAND: THE PANIC OF 2007 6–9 (2010) (noting the growing importance of the shadow banking system); SKEEL, supra note 5 (discussing deregulation and financial innovation in connection to shadow banking); Lo, supra note 5, at 13–18 (describing the expansive shadow banking system); Schwarcz, supra note 9, at 619–42.


\(^{58}\) BROWN, supra note 15, at 116.

\(^{59}\) See id.

\(^{60}\) See Schwarcz, supra note 9, at 619–42.
unlike traditional exchanges, which are partially constrained by spatial and geographic limitations, private exchanges and dark pools exist in cyberspace, a frontier without such limitations. In the past few years, rather than defend the benefits of well-regulated, transparent trading, traditional exchanges have begun to create opaque electronic networks to capture the growing computerized trading market. Increased participation in shadow banking coupled with lower costs of technology will likely lead to greater competition and lower profit margins.

Fourth, humans will likely remain critical players in the future of cyborg finance. Advances in the speed, precision, and convenience of computerized systems have led many in finance to view such systems as the antidotes to the follies of human thought and human action. After all, computers process deluges of data faster and better than humans, computers do not suffer from emotional fits or irrational impulses, and computers do not fatigue the way humans do. As a result of these advantages, there exists an understandable enchantment with advanced technologies in finance and beyond. Yet, such easy sentiments about the demise of humans are misplaced. Humans, after all, possess arguably the most powerful and complex of computing machineries, the human brain, which contains billions of neurons and trillions of synaptic connections. And lest we forget, the Financial Crisis occurred partially because many prevalent, 

62. Popper, supra note 49.
63. See Matthew Philips, How the Robots Lost, BUS. WK., June 10, 2013, at 64, 66 (discussing the decrease in profits of high-frequency traders due to competition).
“smart” computerized risk models failed to properly account for the collapse of the U.S. housing market and its deleterious economic effects.68

With the ascension of artificially intelligent machines driven by data, humans are actually needed more than ever.69 Humans are needed to gather and create the data that is the lifeblood of artificial intelligence.70 Humans are needed to design and create the algorithms and programs for the computers.71 Humans are needed to attest to the veracity and utility of the computerized systems.72 Artificially intelligent machines, despite their advances, are still devoid of the awareness, sophistication, and judgment of human intelligence.73 Computerized modeling of a financial world populated by humans will remain flawed and limited.74 Data about the past can only give so much insight about the future. Thus, humans will likely remain key players in the future of cyborg finance.

II. CRASHES AND CRIMES

While the new financial industry presents many great opportunities for investors and financial institutions, it also presents grave perils. The enhanced speed and linkage of finance can make industry participants more vulnerable to volatile crashes and cybercrimes.

68. See, e.g., ANTHONY SAUNDERS & LINDA ALLEN, CREDIT RISK MANAGEMENT IN AND OUT OF THE FINANCIAL CRISIS: NEW APPROACHES TO VALUE AT RISK AND OTHER PARADIGMS 31 (3d ed. 2010); Amir E. Khandani & Andrew W. Lo, What Happened to the Quants in August 2007?: Evidence From Factors and Transactions Data, 5 J. INV. MGMT. 5, 5–9 (2007); Paul Krugman, How Did Economists Get It So Wrong?, N.Y. TIMES MAG., Sept. 6, 2009, at 36 (“There was nothing in the prevailing models suggesting the possibility of the kind of collapse that happened last year.”).


70. See IAN AYRES, SUPER CRUNCHERS: WHY THINKING-BY-NUMBERS IS THE NEW WAY TO BE SMART 124–26 (2007); Steve Lohr, Google Schools Its Algorithm, N.Y. TIMES, Mar. 6, 2011, at WK 4 (“Computers are only as smart as their algorithms—man-made software recipes for calculation . . . .”)

71. NARANG, supra note 69, at xi.


74. See CLAYTON M. CHRISTENSEN ET AL., HOW WILL YOU MEASURE YOUR LIFE? 14 (2012) (“People often think that the best way to predict the future is by collecting as much data as possible . . . . But this is like driving a car looking only at the rearview mirror—because data is only available about the past.”); Jon Danielsson, The Emperor Has No Clothes: Limits to Risk Modeling, 26 J. BANKING & FIN. 1273, 1274 (2002); Krugman, supra note 68 (“[E]conomists, as a group, mistook beauty, clad in impressive-looking mathematics, for truth.”).
A. Flash Crashes

The accelerated speed of cyborg finance means faster executions, faster market-making, and faster profits. But the accelerated speed also means faster ascents and faster crashes at speeds previously unattainable, posing challenges previously unimaginable.

On May 6, 2010, the world witnessed a stock market crash of incredible volatility and velocity.\(^{75}\) In less than thirty minutes, approximately $1 trillion in market value vanished from the U.S. stock market.\(^{76}\) That episode in financial history is now simply referred to as the Flash Crash.\(^{77}\)

An SEC and Commodity Futures Trading Commission (CFTC) joint investigation following the crash revealed that the Flash Crash was initiated by a futures order from a Kansas mutual fund company.\(^{78}\) With a high-speed, automated computer program, the mutual fund company, Waddell & Reed, created an order to sell $4.1 billion of E-Mini S&P futures contracts at approximately 2:32 p.m.\(^{79}\) The program executed the order “without regard to price or time,”\(^{80}\) and completed it in about twenty minutes.\(^{81}\) In years past, an order of this size would have taken several hours or days to complete.\(^{82}\)

Within minutes of the fulfillment of Waddell & Reed’s order, other computerized programs executed corresponding high-speed trades in the futures and equity markets that caused significant volatility in the Dow Jones Industrial Average (Dow), S&P futures, other futures contracts, and domestic equities.\(^{83}\) Within the span of twenty minutes after Waddell & Reed’s initial trade, S&P futures experienced a 3% drop,\(^{84}\) and the Dow experienced a 9.16% drop.\(^{85}\) During the Dow’s rapid free fall, share prices in blue-chip stocks like 3M and Proctor & Gamble suffered losses nearing or exceeding 20%, or billions of dollars in market capitalization.\(^{86}\) Other stocks also experienced severe volatility during this brief period.

---

75. CFTC & SEC FINDINGS, supra note 10, at 1.
76. Haldane, supra note 3, at 2.
78. CFTC & SEC FINDINGS, supra note 10, at 2; Bowley, supra note 77.
79. Id.
81. CFTC & SEC FINDINGS, supra note 10, at 2.
82. See id.
83. Id. at 1–4.
84. Id. at 3.
85. See Serittella, supra note 21, at 435.
86. CFTC & SEC FINDINGS, supra note 10, at 84–85.
Accenture, a leading consulting company, saw its shares fall by over 99%, from $40 to $0.01. Shares of the famed auction house, Sotheby’s, increased three thousand-fold, from $34 to $99,999.99. At the end of the rollercoaster trading day, the major futures and equity indexes closed with losses of about 3% relative to the previous day.

In the aftermath, the SEC and CFTC joint inquiry did not blame black-box traders and automated computerized programs entirely for causing the Flash Crash. Instead, the investigation noted that such traders and programs played a critical role in eroding liquidity and exacerbating volatility on the day of the Flash Crash.

While another crash matching the velocity and magnitude of the Flash Crash has yet to materialize, there have been many smaller and more isolated lightning crashes, including one in 2013 that caused the NASDAQ to suspend trading of its securities for three hours during a normal trading day. Nevertheless, some experts and policymakers speculate that as finance accelerates and automates, it will only be a matter of time before another major crash like the Flash Crash occurs again.

B. Cy-Fi Crimes

Threats of new financial crimes accompany the emergence of cyborg finance. Cy-fi’s heavy reliance on computerized systems to store

---

87. Id. at 83; Haldane, supra note 3, at 2.
88. Haldane, supra note 3, at 2.
89. CFTC & SEC FINDINGS, supra note 10, at 1.
90. Id. at 6.
93. See Kaufman, Jr. & Levin, supra note 91 (“[A]lgorithmic trading has caused mini-flash crashes since, and surveys suggest that most investors and analysts believe it’s only a matter of time before the Big One.”).
information, analyze data, and manage capital renders it particularly vulnerable to cybercrimes. The new financial industry is essentially a high-tech industry where software codes, computerized systems, intellectual property, and technological infrastructure represent some of the industry’s most valuable assets. Many serious crimes against financial institutions now involve computers as the weapons of choice and cyberspace as the preferred setting. For instance, with the proliferation of automated trading platforms, simply by injecting bad data and false trades into the system, cyber criminals can cause significant financial damage without guns and from the comforts of a remote location. General Keith Alexander, the head of the National Security Agency and the U.S. Cyber Command in 2013, called the loss of American business secrets and intellectual property to cyber criminals “the greatest transfer of wealth in history.”

With the emergence of crimes in cyborg finance, a new lineup of criminal suspects is also emerging. Episodes from recent history suggest that financial firms must protect their interests from various, elusive antagonists including employees, competitors, hackers, and other nation-states. In 2009, a former Goldman Sachs programmer was arrested for allegedly stealing the firm’s algorithmic trading codes. In 2011, hackers

---


95. See BROWN, supra note 15, at 49 (discussing the urgent need for black-box firms to safeguard successful strategies for as long as possible); David Barboza & Kevin Drew, Security Firm Sees Global Cyberspying, N.Y. TIMES, Aug. 4, 2011, at A11 (“Cybersecurity is now a major international concern, with hackers gaining access to sensitive corporate and military secrets, including intellectual property.”); Alex Berenson, Arrest over Trading Software Illuminates a Secret of Wall St., N.Y. TIMES, Aug. 24, 2009, at A1 (noting the importance of computer programs to financial institutions).

96. Riley & Vance, supra note 94.

97. Id. at 56.


100. See Azam Ahmed, Ex-Programmer Is Sentenced to 8 years for Stealing Code from Goldman, N.Y. TIMES, Mar. 19, 2011, at B2; Reed Albergotti, Questions Linger in Goldman Code
threatened Bank of America with stolen, corporate information. In 2012, large, coordinated attacks, some attributable to Iran, dubbed “Operation High Roller,” targeted American and international financial institutions. In 2013, hackers infiltrated the Associated Press’s Twitter account to falsely broadcast an attack on the White House that temporarily erased $136 billion in market value. Furthermore, in recent years, China has been suspected of serious cybercrimes against American business interests.

Due to the amorphous and anonymous nature of cybercrimes, and the unwillingness of corporate victims to come forward, they can be difficult to prevent, trace, and prosecute. Recognizing the seriousness of cybercrimes against the financial system and other American interests, the federal government has responded to this emerging threat with more intense, strategic cyberspace studies and aggressive cyber-defense

---

103. Chozick and Perlroth, supra note 91.
105. See, e.g., BOWDEN, supra note 99, at 48–53 (describing challenges in creating a cybersecurity defense system); 2 ROCCHI LUPPICINI, HANDBOOK OF RESEARCH ON TECHNOETHICS 542 (2009) (acknowledging difficulties in tracing the origins of cyberattacks); Sarah Gordon & Richard Ford, On the Definition and Classification of Cybercrime, 2 J. COMPUTER Virology 13, 13 (2006) (“Despite the fact that the word ‘Cybercrime’ has entered into common usage, many people would find it hard to define the term precisely.”); Oona A. Hathaway et al., The Law of Cyber-Attack, 100 CALIF. L. REV. 817, 874–77 (2012) (opining on legal challenges to addressing cyberattacks); Michael Joseph Gross, Enter the Cyber-Dragon, VANITY FAIR, Sept. 2011, at 220 (“Because virtual attacks can be routed through computer servers anywhere in the world, it is almost impossible to attribute any hack with total certainty.”); Christopher Matthews, Cybertheft Victims Itchy to Retaliate, WALL ST. J., June 3, 2013, at B6; Chris Strohm et al., Cyber Attack? What Cyber Attack?, BUS. WK., Apr. 15, 2013, at 40 (reporting on the reluctance of companies to disclose cyber attacks).
106. See TERRORNOMICS 117 (Sean S. Costigan & David Gold, eds. 2007) (noting the FBI estimated that cybercrime costs the U.S. $400 billion annually).
In 2012 alone, the Air Force spent about $4 billion on its cyber programs, and the Labor Department, in response to cyber threats, improved the computer security of its valuable economic data. In 2013, it was revealed that President Obama possessed broad powers relating to cyberstrikes against our enemies. That same year, President Obama also issued an executive order aimed at enhancing cybersecurity. Despite these efforts, as cyborg finance grows and evolves, industry and government sentinels must remain vigilant of the growing and evolving criminal threats against the new financial industry. It should not be surprising if most significant financial crimes of the future are cybercrimes.

III. EMERGING SYSTEMIC RISKS

As the financial system evolves and grows, so do its systemic risks. In recent years, the systemic risk of “too big to fail” has garnered much attention. “Too big to fail” refers to the systemic risk where large financial intuitions become too critical to the economy, so much so that government has to bail out any of such faltering private firms with public funds. The emergence of cyborg finance has borne two new systemic risks: one related to connectivity that the author terms “too linked to fail” and the other related to speed that the author terms “too fast to save.”

114. See, e.g., S. PERMANENT SUBCOMM. ON INVESTIGATIONS, supra note 5, at 15–17 (reporting on the rise of too-big-to-fail financial institutions); SORKIN, supra note 11 (discussing the policy challenges presented by “too big to fail” institutions); Frost, supra note 11.
116. The author previously introduced these terms in a prior publication. See Lin, supra note 4, at 711–17.
A. Too Linked to Fail

In the age of cyborg finance, numerous financial participants and products coexist in an expansive, global financial web that crosses institutions, industries, instruments, and states, creating a systemic risk of “too linked to fail.” Today, commercial banks, investment banks, hedge funds, sovereign funds, mutual funds, and other financial participants are all involved, intermediated, and interconnected like never before, operating in a single financial network with numerous intertwined products and transactions. JPMorgan Chase, for instance, is linked to a host of counterparties through a wide-range of services and products including investment banking, commercial banking, lending, market-making, trading, clearing, custodial servicing, and prime brokering. Moreover, these modern, hi-tech financial links can be difficult to break cleanly and be inherently prone to accidents, as described by Charles Perrow in his seminal study of the risks of technology, Normal Accidents.

In eras past, the failures of one nation-state, one financial institution, or one financial instrument could have been more readily isolated by geography. In the new financial industry, geographic borders matter little as financial participants and products have grown more linked than ever. For instance, the collateralized debt obligations (CDOs) and mortgage-backed securities (MBSs) that played such critical roles in the Financial Crisis frequently linked thousands of mortgages, hundreds of CDOs, and hundreds of payment tranches across multiple financial institutions. Like never before, the failings of one nation-state, one financial institution, or one financial instrument can affect all nation-states, all institutions, and all instruments.


121. See LESSONS FROM THE FINANCIAL CRISIS: CAUSES, CONSEQUENCES, AND OUR ECONOMIC FUTURE 128 (Robert W. Kolb ed., 2010) (“The failure of just one large financial institution might lead to the failure of one or more other institutions that would then spread to yet more financial institutions.
Distinct from “too big to fail,” this emerging systemic risk of “too linked to fail” includes smaller participants and products, whose failures may ripple across the system because of their linkages regardless of their value or size despite not being classified as systemically important financial institutions. In 1998, the Federal Reserve initiated a $3.6 billion industry-led bailout for Long-Term Capital Management, a hedge fund with less than two hundred employees, because its failure would have created significant losses for many investment banks and caused widespread panic on Wall Street. Since then, hedge funds and other financial intermediaries have only grown larger in size and number, further exacerbating the risks of “too linked to fail.” More recent events involving individual institutions and individual nation-states also signal the emergence of “too linked to fail.” Between 2008 and 2013, the failings of Bear Stearns and Lehman Brothers, along with the sovereign debt crises of Greece, Italy, and Spain all individually, and collectively, created serious strains on the global financial system.

Further complicating the risks of “too linked to fail” is the fact that many financial participants engage in similar and interdependent strategies. As such, many of these strategies may be similarly flawed due
to shared conceptual biases. As a result, the failing of one participant or one product could not only adversely impact others, but could also create vicious cycles of volatility for the entire global financial system as trades cascade and generate feedback loops and spillover effects of serious consequences.

As cyborg finance expands, the systemic perils posed by “too linked to fail” will only grow more challenging and more pressing in the coming years as the complexity and multiplicity of linkages create greater risks and opportunities for error.

B. Too Fast to Save

In the new financial industry of cyborg finance, financial transactions operate at incredible velocities. Billions of transactions worth trillions of dollars move through cables and spectra across seas and states at the speed of milliseconds. The accelerated velocity has resulted in faster executions and also faster investment turnover. “At the end of World War II, the average holding period for a stock was four years. By 2000, it was eight months. By 2008, it was two months. And by 2011 it was twenty-two seconds.” And the future of cy-fi only appears to be accelerating as financial engineers chase the speed of light with new technology like quantum computing. Such velocity and acceleration give rise to a new systemic risk of “too fast to save.”
While the accelerated speed of finance can be beneficial in terms of efficiencies, the accelerated speed also increases risks of error, volatility, market fragmentation, and malfeasance before anyone can stop it. A single misinformed or rogue trader can cause material damage to a financial institution or the entire system in a very short amount of time. In 2008, a trader at Société Générale, the storied French investment bank, nearly destroyed the firm with $69 billion in unauthorized positions over a period of several months. In 2011, another rogue trader at UBS, a leading Swiss investment bank, caused losses of $2.3 billion.

Beyond human traders, automated programs pose even more serious systemic perils related to speed. Automated programs responding to bad data or nefarious stimuli can cause catastrophic harm to financial institutions before remedial or rescue measures can be implemented. Automated programs operating at warp speeds can exacerbate volatility and reduce liquidity during periods of tumult by eliminating trading positions in the marketplace. The Flash Crash serves as a prime example of the problems of “too fast to save”:

For the first time in financial history, machines can execute trades far faster than humans can intervene. That gap is set to widen. In some respects the 2010 Flash Crash and the 1987 stock market crash have common genes – algorithmic amplification of stress. But they differ in one critical respect. Regulatory intervention could feasibly have forestalled the 1987 crash. By the time of the Flash Crash, regulators might have blinked—literally, blinked—and missed their chance.
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Additionally, cyborg finance’s emphasis on speed has also meant that traditional, institutional safeguards have been sacrificed for velocity and efficiency, making it more difficult to prevent such calamitous episodes. While such episodes may have occurred in eras past, they would have taken longer to execute and, therefore, allowed more time for intervention.

As cyborg finance accelerates, the systemic perils posed by “too fast to save” will only grow more apparent and more difficult in the coming years.

IV. CURRENT REGULATORY SHORTCOMINGS

Legal change frequently trails technological change. Old laws and old regulations become blunt in the face of sharp, new financial developments. As technological advances transform modern finance into cyborg finance, law’s lagging performance has grown more apparent and more consequential. The current regulatory framework’s shortcomings can be partially traced to matters of jurisdiction, origination, and resource.

A. Matters of Jurisdiction

Sovereign and regulatory boundaries frequently bound law and regulation. Yet cyborg finance is unencumbered by such quaint boundaries as it operates in a global marketplace, crosscutting states and regulators. This jurisdictional dissonance helps to explain part of the
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current regulatory framework’s shortcomings in governing financial innovation.

Because of the jurisdictional dissonance between government regulators and the regulated, financial industry participants and products exist in spaces with varying degrees of governance. In some spaces, multiple competing regulators govern participants and products across various territories and agencies with rules that overlap and conflict.\textsuperscript{145} For instance, a complex multiplicity of regulators in the United States and the United Kingdom govern investment banks with intercontinental presence.\textsuperscript{146} In other spaces, financial participants and products exist in regulatory penumbras with little oversight.\textsuperscript{147} As an example, the credit default swap markets operated with few regulations and little oversight for many years prior to the Financial Crisis.\textsuperscript{148}

The jurisdictional dissonance between the regulators and the regulated has encouraged financial players to engage in games of regulatory arbitrage within and across nations, by skirting and leaping ahead of existing law, and by moving between shadow finance and regulated finance.\textsuperscript{149} The jurisdictional gaps and gulfs among regulators often serve as fertile ground for financial innovation and malfeasance.\textsuperscript{150} As cy-fi continues to push and

\textsuperscript{145.} See Fisch, supra note 6, at 787 (discussing jurisdictional conflict among regulators).


\textsuperscript{148.} See James E. Kelly, \textit{Transparency and Bank Supervision}, 73 ALB. L. REV. 421, 424 (2010) (noting regulatory gaps relating to “hedge funds; derivatives markets; off balance sheet entities; the credit ratings agencies; firms’ disclosure of risk, valuation, and compensation policies; securitized and structured products”); Whitehead, supra note 5, at 34 (“[C]redit default swaps were also exempt from regulation under the Securities Act of 1933 and the Securities Exchange Act of 1934, and were preempted from state gaming or bucketshop laws under the Commodity Exchange Act.”) (footnote omitted); Gretchen Morgenson, \textit{First Comes the Swap, Then It’s the Knives}, N.Y. TIMES, June 1, 2008, at BU1; Interview by Michael Kirk with Brooksley Born, Chair 1996–1999, Commodity Futures Trading Comm’n (Aug. 28, 2009), available at http://www.pbs.org/wgbh/pages/frontline/warning/interviews/born.html (“When I was chair of the Commodity Futures Trading Commission [CFTC], I became aware of how quickly the over-the-counter derivatives market was growing, how little any of the federal regulators knew about it.”).


break traditional regulatory boundaries based on jurisdiction, law must seek new paradigms to better address this shortcoming.151

B. Matters of Origination

Law is built on reaction, precedent, and predictability,152 but cyborg finance is built on initiative, innovation, and change.153 Financial regulations often do not originate organically; instead, they are the children of busts and scandals and become orphans in boom times.154 The aftermath of the Great Depression led to the creation of the SEC and the modern federal securities regulatory framework.155 The Enron and WorldCom scandals served as catalysts for the Sarbanes Oxley Act.156 The Financial Crisis sowed the seeds of the Dodd-Frank Wall Street Reform and Consumer Protection Act (Dodd-Frank).157 In response to the Flash Crash, regulators implemented new rules to address high-frequency trading.158 Finance innovation, in contrast, originates organically as market participants create and change in the dynamic pursuit of profit.
Because of this dissonance in origination, law frequently lags behind finance. New financial products and problems frequently lack elegant legal guidance and remedies. In some cases, the swiftness of financial innovation simply laps the slowness of rulemaking.\textsuperscript{159} In other cases, mistimed, mismatched, and misinformed regulations create the bases for future financial problems.\textsuperscript{160} This reactionary approach to rulemaking has led some leading corporate law scholars to call such an approach to financial regulation, “quack corporate governance.”\textsuperscript{161}

Because of this dissonance in origination, law has fallen gravely short in effectively governing financial markets. As cy-fi continues to innovate and evolve, law must re-examine its sources of origination in order to be more effective.\textsuperscript{162}

C. Matters of Resource

There exists a significant resource asymmetry between participants in cyborg finance and the government regulators that oversee them. While the pursuit of profits drives financial firms to invest in technology and expertise, regulatory funding lacks a similar driving force and is often constrained by politics.\textsuperscript{163}
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Resource limitations can directly impact regulators on important matters of technology and expertise. In terms of technology, industry participants invest millions of dollars into the technology that is at the heart of cy-fi, while regulators lack similar resources to keep pace.164 For instance, while the financial industry pushes into the new frontiers of technology, the federal government still has agencies that use floppy disks to submit information to the Federal Register in the year 2013. 165 In terms of expertise, private cy-fi participants can earn millions of dollars and continue to deepen their expertise.166 Government regulators generally earn a fraction of that income with fewer opportunities for expertise development.167 These significant compensation disparities have made it difficult for regulators to attract and retain talent.168 Given the technology and complexity behind cyborg finance, effective regulation requires regulators that have sufficient technological capacity and financial comprehension to understand the industry that they seek to regulate.169

Moreover, regulated firms also expend significant influence to lobby policymakers, while regulators lack a similar influence.170 A deleterious responsibilities it received in the Dodd-Frank law.
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consequence of this influence is that financial regulators can become “captured” by the industry.171 Prior to the Financial Crisis, partially due to industry lobbying, credit default swaps172 and hedge funds173 were left largely unregulated under existing rules. Following the Financial Crisis, industry lobbyists were (and are) at the forefront of helping to draft financial reform rules and regulations.174

As a result of the resource disparities between the regulators and the regulated, it has been challenging for regulators to meaningfully police financial industry participants,175 “The net effect is a marketplace where large segments are poorly regulated or regulated only on paper.”176 As cy-fi continues to advance, policymakers must examine ways to narrow the resource disparities between the regulators and the regulated with new funding sources and new paradigms of financial governance.177

V. REGULATORY PRINCIPLES FOR THE NEW FINANCIAL INDUSTRY

Regulating the new financial industry of cyborg finance will be one of the most important endeavors for government and industry policymakers in the coming years. While actual and potential challenges presented by cy-fi are many, serious, and real,178 so are its actual and potential benefits. Thus, regulatory efforts to govern it must be sensible and thoughtful, and they

insufficient market place standards.
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must not inhibit the promise and “generativity” of cy-fi.179 Toward that end, this Part of the Article proposes a preliminary set of first principles for cyborg finance that should be considered by policymakers in creating a better regulatory framework for the emerging, new financial industry.

A. Embrace Reality

Policymakers should embrace the functional realities of the new financial industry in terms of its individual and institutional participants when designing regulations for cyborg finance.180 Policymakers may need to update antiquated paradigms of reasonable individual investors and elegantly compartmentalized institutions in order to better regulate the financial industry.

In terms of individuals, financial regulators have long operated under the assumption that individual participants in the financial industry are rational actors of neo-classical economic theory who invest for the long term.181 Financial regulation for the mythical rational actor is fairly simple: equip him with the requisite information, and he would then perfectly process that information and make the utility-maximizing decision.182 Thus, transparency and disclosure have been longtime hallmarks of financial regulation.


180. See, e.g., Ronald Coase, Saving Economics from the Economists, HARV. BUS. REV., Dec. 2012, at 36 (arguing that policymakers need to focus on the realities of the world in order to remain effective and relevant).
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In order to remain effective, financial regulators need to better embrace the reality that actual individuals and investors are not rational actors. A voluminous body of behavioral law and economics literature suggests that actual investors suffer from cognitive quirks, such as overconfidence and status quo bias, which affect their ability to process information perfectly and make optimal decisions consistently. Admittedly, following the Financial Crisis, there has been greater awareness of the fallacies of the rational actor as the reasonable investor assumption.

Beyond the imperfect assumption of investor rationality, with the emergence of cyborg finance, regulators also need to be more mindful that new investors have capabilities unmatched by previous paradigms of investors. Given the inextricable technology that is at the heart of modern finance, new investors are essentially cyborgs—part human, part machine. New investors are faster, smarter, more global, and less human; they should be regulated accordingly.

In terms of institutions, for too long financial regulation has been organized on elegantly compartmentalized institutional categories. Distinct regulators oversaw commercial banks, thrifts, broker-dealers, and investment banks, respectively, for much of the last seven decades. But
in recent years, financial institutions operate and penetrate across old categories, rendering such categorizations quaint and arbitrary. Sophisticated financial industry participants today frequently exist less as singular entities and more as a collection of entities. JPMorgan Chase, for example, through subsidiary companies and limited partnerships, has significant operations in commercial banking, investment banking, consumer finance, financial processing, and private equity. Smaller entities, like hedge funds and private equity groups, also work across multiple segments of the financial industry. As a result of this financial evolution, the old categorical approach to financial regulation does not match the functional realities of the new marketplace.

This mismatched categorical approach to regulation can have significant consequences on the effectiveness of regulation. The categorical approach, for instance, largely presumes that if individual categories and individual institutions were safeguarded and stabilized, then the entire financial system would be safeguarded and stabilized. While elegant, this syllogism is false. Efforts targeted at protecting individual institutions or select categories of institutions by industry players and regulators can result in actions and consequences that harm the entire system given the crosscutting, linked realities of the new financial industry. Borrowing lessons and language from property law, attempts at imposing categorical regulation to cross-categorical industry participants can lead to financial tragedies of the commons, where due to misguided regulations, firms...
undertake self-serving, aggressive actions, such as overcapitalizing their reserves, which may harm the entire system in the long run. Alternatively, such attempts could also lead to financial tragedies of the anticommons, where regulatory restrictions cause industry participants to underutilize available capital to the detriment of the financial system and the economy.

Following the Financial Crisis, there have been greater regulatory efforts to recognize the cross-categorical nature of financial participants. Many of the provisions in Dodd-Frank were intended to better regulate large financial institutions with cross-categorical presence. With the emergence of cyborg finance, those efforts should be redoubled as cy-fi has made it possible for more institutional participants to operate across more traditional categories at higher speeds and greater magnitudes. In the new financial industry, one institution can perform functions that in eras past would have required multiple investment banks, commercial banks, and brokerages to act in concert. The fact of the matter is that many financial industry participants work across traditional categories of regulation. And thus, they should be regulated in modes that break away from stale, isolated categories.

In sum, in order to effectively regulate cyborg finance, as a matter of first principles, policymakers should embrace the emerging individual and institutional realities of finance, and should be mindful of the fact that old paradigms of governance may be ill-suited and inadequate for the new financial industry.

B. Enhance Disclosure

When thinking about regulating cyborg finance, policymakers should enhance the old financial regulatory tool of disclosure. By thoughtfully building upon existing disclosure rules and practices, policymakers can create a familiar, yet smarter framework for cy-fi.
The existing federal securities regime is largely based on the straightforward motivation to “substitute a philosophy of full disclosure for the philosophy of caveat emptor.” Currently, publicly traded companies are required to make periodic and timely disclosures to the investing public. The working assumption is that with good disclosures, the financial market, like other efficient markets, would inform and govern itself and allocate capital accordingly. Despite inherent flaws and notable setbacks, this disclosure-oriented framework has worked fairly well in terms of creating a growing economy and robust capital markets in America.

Nonetheless, in the aftermath of the Financial Crisis, many policymakers and commentators have suggested that prior to the crisis regulators allowed the financial industry participants to provide too little disclosure and operate in the shadows.

With the emergence of cyborg finance, in order to maintain an efficient marketplace, policymakers should examine how they can adapt and update old disclosure practices to an industry that is more complex and more technologically driven than ever before. The vast array of interlinked, complex instruments moving around the cyborg financial infrastructure is a departure from the relatively simple financial industry of the past where instruments like bonds and stocks dominated the marketplace. The
current paradigm is built on the disclosure of material information written in “plain English” by firms and issuers. 208 While informative, the current paradigm may be ill-suited and inadequate to depict the complex risks and realities of cyborg finance. 209 In a marketplace with vast complex links and linked products, investors and participants in the various lower chains of cy-fi may be seriously under-informed or misinformed by the current disclosure paradigm that cannot fully depict this complex financial web. 210 At best, firms and issuers are only capable of depicting one piece of a much larger mosaic. Therefore, more information in terms of volume and variety may need to be disclosed in order to better inform market participants. 211

Mindful of new technological capabilities, policymakers should examine new ways to leverage technology towards creating a better, more workable disclosure framework. Policymakers should move beyond quaint beliefs that regulated disclosures are intended to be read by average, reasonable investors, so they must be written in “plain English.” 212 The reality is that most reasonable investors do not educate themselves through raw, regulated disclosures, which at times can amount to information overload for many average investors. 213 Rather, in the age of cy-fi, professionals using artificial intelligence programs process regulated disclosures in ways and at speeds previously unimaginable. 214 Investors in the new financial industry may need to depend less on the depicted
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disclosures of firms and issuers. Advances in information technology have made it possible for market participants to process information that is more voluminous, more complex, and more unfiltered at faster rates than ever before. As such, policymakers can reform the volume and variety of information disclosed to include more unfiltered data so that all investors can benefit directly or indirectly from that information. Sophisticated investors can benefit from that information using their superior technical capacity and financial expertise to analyze it; and ordinary investors can benefit from repackaged presentations of that information from market entrepreneurs, in addition to more accurate prices in a market with better information.

Following the Financial Crisis, policymakers have taken actions to better leverage technology to enhance disclosure. Dodd-Frank requires the disclosure of swap prices and volume data “as soon as technologically practicable.” The SEC has also adopted a “consolidated audit trail” rule to make it easier for regulators to monitor and track the complex securities clearinghouse infrastructure. At the end of 2013, pursuant to the Jumpstart Our Business Startups Act (the “JOBS Act”), the SEC also issued a comprehensive study on how to modernize disclosure processes.

In sum, as a matter of first principles, policymakers should aim to enhance the traditional regulatory tool of disclosure for cyborg finance. Through a fresh recognition of present financial complexities and technological capacities, policymakers may be able to upgrade an old tool for a new time. While enhanced disclosure by itself will not cure all
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potential financial flaws and failures arising from the complexity of cy-
fi, it will be a meaningful early step towards that elusive goal.

C. Slow Down

In contemplating smarter regulations for cyborg finance, policymakers
should consider ways to create safer speeds and smarter brakes for finance
as a key principle of future regulation. The velocity at which much of cy-
fi currently operates, fractions of seconds, can create serious problems for
the financial system and its participants. This is not to suggest that
policymakers should, as a matter of principle, favor a dilatory financial
system. Rather, this suggests that policymakers should favor a more
thoughtful, deliberative pace for finance. While high speeds contain
significant benefits, they also contain high risks that can be catastrophic.

In the aftermath of the Flash Crash, domestic policymakers, regulators,
and scholars have begun to pay greater attention to the effects of high
velocities on finance. Regulators at the national exchanges and the SEC
proposed and implemented new rules aimed at sensibly slowing the speed
of finance in the form of new circuit breakers designed to pause trading
during periods of high volatility. Shortly after the Flash Crash, the national
exchanges proposed more stringent circuit breakers in the event of dramatic
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market decreases.\textsuperscript{227} In the years since the Flash Crash, the SEC has also implemented a series of new circuit breakers for single stocks and entire markets to better manage the velocity of cyborg finance.\textsuperscript{228} In addition to circuit breakers, policymakers should also consider kill switches for high speed systems,\textsuperscript{229} and multi-location dissemination points for sensitive public information, like unemployment data, to minimize the significance of co-location and speed.

Policymakers abroad have similarly recognized the institutional and systemic risks of the accelerating velocity of finance. Internationally, regulators in Australia, Canada, France, Germany, and Hong Kong have utilized various mechanisms, including speed restrictions, volume limits, transaction fees, stress tests, and trading curbs to better manage the supersonic speed of finance.\textsuperscript{230} For instance, in 2013, the Royal Bank of Canada, with the support of its regulators and some Canadian banks, purposely slowed customer trade orders to avoid the speed of high-frequency traders and dark pools so as to better fulfill such orders.\textsuperscript{231}

While the accelerating speed has been quite beneficial to many market participants, as those speeds approach the speed of light they may contain more risks than rewards to the financial system. Thus, policymakers should adopt regulations aimed at moderating the velocities of finance as a designing principle for regulating cyborg finance.

\section*{D. Mind the Gaps}

Policymakers should adhere to a principle of minding gaps in designing regulations for cyborg finance. Modern finance has frequently innovated and mutated at the regulatory breaks and market crevices of the financial system.\textsuperscript{232} Every regulatory candle lit casts a new shadow within the system. Policymakers should be more aware of gaps created by regulations
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and market operations given the accelerated pace and growing complexity of cy-fi.233

Market participants design new instruments and transactions to take advantage of apertures in the financial system.234 In some cases, gaps in financial markets provided fertile ground for financial innovation and regulatory arbitrage.235 For instance, mortgage-backed securities and new forms of securitized assets originated partially because the market then lacked more efficient mechanisms to manage liabilities related to mortgages.236 In other related cases, gaps in financial regulations created rich openings for new financial products. Credit default swaps, for instance, were created to circumnavigate commodities and securities regulations.237 In both cases, gaps in the financial markets created fertile penumbras for shadow banking to blossom.238 Some scholars have already speculated that new post-crisis regulations such as increased capital reserve requirements and rules on futures and swaps will create new gaps and shadows for financial regulators and industry participants.239

Since the Financial Crisis, policymakers have made strides towards better minding the gaps in the financial system by broadening the mandates of existing regulators and also by creating new regulators. Before the Financial Crisis, “no regulator or supervisor had the authority to look across the full sweep of the financial system—including less-regulated segments—and take action when it perceived a threat.”240 The post-crisis financial reform efforts led to the creation of the Financial Services Oversight Counsel, the National Bank Supervisor, the Consumer Financial Protection Bureau, and other government regulators geared towards filling
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perceived regulatory gaps.\footnote{See 12 U.S.C. § 5301 (2012); U.S. DEP’T OF TREASURY, FINANCIAL REGULATORY REFORM: A NEW FOUNDATION: REBUILDING FINANCIAL SUPERVISION AND REGULATION 3 (2010), available at http://www.treasury.gov/initiatives/Documents/FinalReport_web.pdf; see, e.g., Barr, supra note 190, at 109 (“The Dodd-Frank Act took several key steps toward reorganizing the U.S. federal regulatory system and reducing regulatory arbitrage . . . . [M]uch more could have been done to close gaps and relieve tensions arising from fragmentation.”); U.S. GOV’T ACCOUNTABILITY OFFICE, GAO-09-358, SECURITIES AND EXCHANGE COMMISSION: GREATER ATTENTION NEEDED TO ENHANCE COMMUNICATION AND UTILIZATION OF RESOURCES IN THE DIVISION OF ENFORCEMENT 3–8 (2009), available at http://www.gao.gov/assets/290/288156.pdf.} While these steps may begin to help alleviate some of the risks associated with the gaps of the old financial system, policymakers must also be mindful of new gaps created by the dynamism of cyborg finance.\footnote{See Judge, supra note 6, at 659 (“[R]eforms adopted to produce a more stable financial system are unlikely to achieve that aim unless complemented by efforts to address the corresponding changes they are likely to induce in the capital markets.”)}

As cy-fi emerges and evolves, policymakers should, as a principled matter, craft rules that help regulators better mind the gaps of cyborg finance because it is in those openings that risks mutate and rewards blossom.\footnote{See, e.g., Hu, supra note 153, at 1502–03 (discussing the regulatory duty to monitor the systemic impact of financial innovation).}

E. Coordinate

Policymakers should operate with the principle of promoting smarter coordination in designing regulations for cyborg finance. The coordinating function of law and regulation can create greater uniformity and lower transactional costs for the financial system while promoting interagency competition and accountability.\footnote{See Scott A. Beaulier et al., Knowledge, Economics, and Coordination: Understanding Hayek’s Legal Theory, 1 N.Y.U. J.L. & LIBERTY 209, 211–15 (2005); Jody Freeman & Jim Rossi, Agency Coordination in Shared Regulatory Space, 125 HARV. L. REV. 1131, 1133 (2012) (“Coordination can also help to preserve the functional benefits of shared or overlapping authority, such as promoting interagency competition and accountability, while minimizing dysfunctions like discordant policy.”); Charles K. Whitehead, Destructive Coordination, 96 CORNELL L. REV. 323, 325 (2011) (“In the financial markets, coordination helps to minimize costs and promote stability.”); see also Richard H. McAdams, A Focal Point Theory of Expressive Law, 86 VA. L. REV. 1649, 1666–68, 1676–78 (2000) (explaining how law serves as a coordinating nexus for disparate individual actions); Cass R. Sunstein, Problems with Rules, 83 CALIF. L. REV. 953, 969–71 (1995) (discussing how legal rules mitigate collective action problems by encouraging coordination).} Similar to how market participants take advantage of gaps in the financial system, they also take advantage of uncoordinated regulations by engaging in highly profitable and dangerous games of arbitrage and evasion.\footnote{Whitehead, supra note 5, at 36–37.} As cy-fi evolves, it will grow more complex, cutting across regulatory and sovereign boundaries through cables and spectra in cyberspace. Criminal laws pertaining to cybercrimes,
for instance, are largely limited by sovereign jurisdiction even though the criminals and their financial crimes can cross multiple countries. 246 As financial market participants continue to innovate and grow with little regard for sovereign and regulatory borders, policymakers must explore new paradigms for coordination that break away from antiquated models based primarily on jurisdiction, be it sovereign jurisdiction or regulatory jurisdiction. 247

In order to govern effectively and efficiently, policymakers must design regulations that promote smarter coordination among the regulators and the regulated to minimize thoughtless redundancies. 248 In practice, this may lead to more standardization among industry participants and regulators creating greater efficiencies. 249 To reduce transaction costs, participants may use more standardized forms and boilerplate provisions to create new industry conventions consistent with new regulations. 250 For instance, the International Swaps and Derivatives Association (ISDA), an industry organization, has already developed a robust body of standardized contracts, forms, terminology, and practices for industry participants. 251 Similarly, financial regulators across jurisdictions may develop common standards to ease doing business internationally and aid in achieving regulatory aims. 252

Following the recent financial crisis, policymakers have initiated some steps aimed at promoting smarter coordination given the disastrous consequences of discordant policies prior to the crisis. 253 Through the enactment of Dodd-Frank, Congress has given regulators greater mandates to standardize banking capital reserves requirements and to stress test banks. 254 Similarly, Dodd-Frank also created new regulators and updated old ones to better harmonize the financial regulatory framework in order to
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meet the realities of the marketplace. Internationally, similar efforts have been made to promote smarter regulation. The Basel III Accord, for instance, standardized capital reserve metrics for banks in many countries including the United States, those in the United Kingdom, and Japan.

It is important to note that this principle of promoting coordination is not a call for an extraterritorial super-regulator devoid of respect for agency borders and sovereign jurisdictions. While too little coordination is problematic, too much coordination can also create serious risks. Too much coordination could lead to “destructive coordination,” which could result in thoughtless herd behavior by regulators and participants. Too much coordination can also erode competition among regulators with different areas of focus and expertise. Rather than too much or too little coordination, this principle calls for smarter coordination: coordination that thinks anew about harmonizing financial regulation beyond traditional spaces bounded by anachronistic notions of jurisdiction, coordination that reduces redundancies thoughtfully while retaining the benefits of competition among regulators.

F. Trust but Verify

Mindful of the structural limitations of government-oriented, top-down regulation, policymakers should place more trust in sensible private regulation by industry participants as part of regulating cyborg finance in concert with public regulation by government regulators. To better complement government regulations, policymakers can better leverage the

---
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expertise, proximity, and resources of industry participants, through existing industry regulatory groups and market mechanisms, to create governance tools that are more knowledgeable and more responsive to the issues facing the financial markets. It is important to note that many financial industry participants are already governed by internal compliance policies, private industry rules, and financial customs. Thus, the threshold inquiry is not about whether to permit private regulation or not, but about how best to design and partner private, industry-oriented regulation to complement public, government-oriented regulation.

Private regulation, when appropriately designed, can break through some of the structural limitations of jurisdiction, origination, and resource faced by government regulators. In terms of jurisdiction, industry participants are not bound by the same issues of agency and sovereign boundaries as governmental regulators. An American investment bank headquartered in New York can readily help monitor and discipline the financial soundness of a Spanish counterpart headquartered in Madrid through various financial instruments and transactions. Similarly, private electronic networks can require foreign participants in those private spaces


262. See generally Judge, supra note 260, at 1286–88; Miriam Hechler Baer, Governing Corporate Compliance, 50 B.C. L. REV. 949, 950 (2009); Gerding, supra note 22.


to adhere to certain rules without facing the same jurisdictional issues that may be encountered by the SEC and other government regulators.\textsuperscript{266} Because cy-fi participants exist across multiple jurisdictions, sensible private regulatory mechanisms can be an effective governance feature of a new framework for dealing with jurisdictional obstacles faced by government regulators.\textsuperscript{267}

In terms of origination, relative to government regulators, industry participants are driven less by market booms and busts to create sensible regulation given their expertise and proximity to the daily operations of finance. Given the speed and complexity of cyborg finance,\textsuperscript{268} regulatory needs will be dynamic and accelerated as well, perhaps too fast for the slog of governmental legislation and rulemaking.\textsuperscript{269} In contrast to government fiats that are reactions to the latest scandal, scare, or bust, industry participants, in some cases, can be more knowledgeable than government regulators about how best to craft and refine rules and practices as needed.\textsuperscript{270} Moreover, because of the interconnectedness of cy-fi, many of the participants share a stake in the soundness and stability of the system.\textsuperscript{271} A recent study suggested that many of the largest banks in the country had substantial credit exposures to one another.\textsuperscript{272} Mindful of these shared interests, policymakers should design regulations that encourage institutions to regulate and moderate one another. For instance, policymakers can encourage market-based mechanisms, like special debt securities, that better position investment banks to monitor the financial soundness of their peers and counterparties by being watchful of the pricing of the assets being used as collateral among and between institutions.\textsuperscript{273}

\textsuperscript{266} See Brummer, supra note 6, at 1450–63.
\textsuperscript{267} See Omarova, supra note 1, at 431 (discussing the capacity of financial participants “to regulate and monitor their own activities and risks on a seamlessly global, cross-border basis”).
\textsuperscript{268} See Andrew W. Lo & Robert C. Merton, Preface to the Annual Review of Financial Economics, 1 Ann. Rev. Fin. Econ. 1, 12 (2009) (“[T]he implementation of financial innovation is likely to be more rapid because the threshold for change is lower.”).
\textsuperscript{269} Hu, supra note 153, at 1463.
\textsuperscript{270} See, e.g., Hu, supra note 6, at 412 (suggesting that regulators may not possess sufficient expertise to effectively regulate some complex financial products); Judge, supra note 260, at 1296–97.
\textsuperscript{271} See, e.g., JPMorgan Chase & Co., Annual Report (Form 10-K) 10 (Feb. 29, 2012) (“The financial condition of JPMorgan Chase’s customers, clients and counterparties, including other financial institutions, could adversely affect the Firm.”); Omarova, supra note 1, at 422, 443–47 (articulating shared, collective interests as the bases of meaningful private regulation in the financial industry).
In terms of resources, industry participants do not face the same political and budgetary constraints as government regulators. Instead, private regulation would be driven by industry incentives for profit, certainty, and sustainability. For instance, because cyborg finance is so reliant on expensive, advanced information technology, private industry may be better positioned, in terms of resources, to leverage technology and expertise to monitor and manage risk in partnership with government regulators. In an era of growing mandates and shrinking budgets, policymakers should consider sensible private regulation as a tool for overcoming their resource challenges.

This advocacy for private regulation as a first principle for regulating cyborg finance should not be mistaken as a call for deregulation or an abdication of the state’s role in financial governance. It is understood that the financial industry cannot perfectly regulate itself. As such, this principle is not advocating for exclusive private regulation or self-regulation. Rather, this proposed principle is an invitation for thinking
new about financial governance, about balancing and partnering traditional government-oriented regulation with more industry-oriented regulation. If cy-fi is a manifestation of Lawrence Lessig’s famous observation that “code is law,” then the industry participants, who are at the forefront of creating and implementing the code, should also be key partners at the forefront of creating and implementing the law. There are significant advantages to private industry regulation in terms of expertise, proximity, and incentives that should be harnessed “to serve public goals.” Thus, policymakers should place more trust in industry-based frameworks for regulation coupled with sensible government oversight in theorizing a new regulatory framework for cyborg finance.

G. Customize

Policymakers, in designing regulations for cyborg finance, should prefer narrowly tailored, customized rules whenever possible and favor broadly construed, categorical rules only when necessary. Customization would help minimize the harmful, unintended, and unanticipated consequences of one-size-fits-all, comprehensive rules. Customization would allow regulators and industry participants to carefully target areas where risks are most significant without inhibiting the potential rewards from areas where risks are manageable.

Because financial regulatory reform efforts historically follow busts, scandals, or scares, policymakers tend to react and overreact in an
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omnibus manner.285 As financial crises grow in size, so do the regulatory responses to those crises. The Glass-Steagall Act of 1933, which was implemented following the Great Depression, ran 37 pages; Dodd-Frank is contained in 848 pages with thousands of pages’ worth of additional rules.286 The so-called “Volcker Rule” alone which stemmed from Dodd-Frank is contained in 964 pages, including an 893-page preamble.287 The rule involved 18,223 comments and 1,238 days of rulemaking.288

Moreover, regulations promulgated by such efforts in down times usually become deregulated in good times—creating a consequential and costly cycle of over-regulation, deregulation, and re-regulation.289 In order to prevent the last crisis from repeating itself, policymakers frequently use sledgehammers rather than scalpels in creating new regulations, which may be politically and psychologically satisfying, but not necessarily most workable and effective.290 Mandating that diverse groups of banks and other financial institutions adhere to the same rules, irrespective of their differences, can reduce institutional and systemic welfare as capital is obtusely shifted from productive efforts to costly compliance efforts.291 Additionally, a “one-size-fits-all” regulatory approach may “force risk migration rather than mitigation.”292 For instance, when new rules on futures and swaps were promulgated some institutions simply “futurized” swaps by converting them into futures to receive more favorable regulatory
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treatment.\textsuperscript{293} When these types of unintended and unanticipated consequences occur over large portions of the industry, senseless and broad regulations can inhibit the progression and recovery of the entire financial system and economy.

Given the complexity of cyborg finance and the diversity of its participants,\textsuperscript{294} a first principle towards customization makes much sense. In a financial marketplace where participants come in all forms and sizes, broad categorical rules should be favored only when necessary, and narrowly customized rules should be preferred whenever possible. While customization may require more diligence and may be less politically satisfying, it may ultimately prove to be more sensible and effective in the long run.

\textbf{H. Incentivize}

In designing regulation for cyborg finance, as a matter of principle, policymakers should use affirmative incentives in addition to negative penalties to help encourage industry participants to behave sensibly.\textsuperscript{295} This first principle of using affirmative incentives in designing a regulatory framework for cy-fi is rooted in the belief that individuals and institutions do not react equally or with perfect rationality to rewards and punishments, so policymakers need to sensibly use both towards achieving their goals.\textsuperscript{296} While penalties and punishments may be psychologically, politically, and administratively more satisfying following financial misbehavior,\textsuperscript{297}


\textsuperscript{294} See e.g., Hu, supra note 5, at 1713 (“The modern process of financial innovation has resulted in financial strategies and other products, as well as major financial institutions, that are far more complex than in the past.”).


incentives may be more effective in preventing and correcting such misbehavior in the future. Incentives, when properly calibrated and designed, can be incredibly powerful regulatory tools for governing individuals and institutions in the face of complexity. On the individual level, policymakers can design incentives that better link executive compensation with risk management to encourage cy-fi leaders to broaden their focus beyond short-term profits. Prior to the Financial Crisis, many corporate stakeholders encouraged equity compensation as a tool to better align the interests of executives with the interests of shareholders. In theory, equity compensation would lead to better governance to the benefit of shareholders. In practice, equity compensation led to significant appreciation in executive compensation that did not always correspond with performance; and sometimes it encouraged excessive risk-taking that caused significant harms to shareholders and other industry participants in the long run. Immediately
before the Financial Crisis, executives of financial firms were compensated significantly in equity relative to executives at nonfinancial firms. For instance, preceding the Financial Crisis, the financial executives with the largest equity stakes in their companies were the CEOs of Bear Stearns, Lehman Brothers, Merrill Lynch, and Countrywide. Post-crisis, all of those companies were seen by many as having taken excessive risks.

Following the crisis, some scholars and industry experts have suggested introducing subordinated debt, long-term equity, and representative baskets of securities into executive compensation packages to better balance profit motives with risk management motives. Pursuant to Dodd-Frank, regulators have also promulgated new guidelines on how to better structure compensation to discourage imprudent, myopic risk-taking through mechanisms such as compensation claw-backs. Given the incredible speed of cyborg finance, properly calibrated incentives should also be used to encourage executives to better balance short-term desires for profit with long-term interests in risk management.

On the institutional level, policymakers can also use incentives to better achieve regulatory aims. Given the vulnerabilities of cyborg finance to threats in cyberspace, one clear regulatory aim would be greater cyber security. A punishment-based approach to achieving that goal would be to penalize industry participants who do not meet certain government-mandated benchmarks on cyber security by levying a severe fine. Alternatively, an incentive-based approach would be to encourage industry participants to enhance their cyber defense by giving tax credits or allowing participants to write off their investments earlier through bonus depreciation or increased deductions of such expenditures. Following the Financial Crisis, Congress, pursuant to the American Recovery and Reinvestment Act, used various tax mechanisms to incentivize businesses to make capital investments to help stimulate the economy. Similar incentives can be utilized to motivate financial industry participants to act

303. Tung, supra note 5, at 1222.
305. Id.
306. Tung, supra note 5, at 1207.
308. Bebchuk & Spamann, supra note 6, at 248–53.
more expeditiously towards achieving regulatory goals, like enhancing cyber security, in the new financial industry.

Additionally, on the institutional level, policymakers can also create better mechanisms to manage and monitor incentives so that transactions are driven by the fortunes of principals, and not by the fees of agents.  

Being self-interested agents, financial intermediaries and gatekeepers such as auditors, investment banks, and credit ratings agencies can at times encourage transactions that harm long-term institutional and systemic stability for short-term fees.  

Policymakers can perhaps dedicate more regulatory resources to examining fee structures for their distortive and harmful effects so as to better align financial incentives with regulatory objectives.

This principle of using incentives as well as penalties should not be misconstrued as one aimed at sparing the rods of punishment to spoil industry, nor should it be mistaken as rewarding bad financial behavior. Bad and dangerous financial actions should be punished, but punishments alone are insufficient to remedy financial flaws and failures.  

Moreover, circumstances and negative externalities at times render penalties impractical and counterproductive. Rather than just penalize bad and dangerous acts, this principle promotes using smart, affirmative incentives to better manage and prevent such harmful actions in the first place.

I. Promote Self-Insurance

A key principle in creating regulations for cyborg finance should be the promotion of self-insurance mechanisms within the industry. Private failures of industry participants should have private solutions. Private losses should not require public bailouts, whenever possible.

During the recent financial crisis, some of the most unpopular and controversial regulatory actions of the government were the bailouts of faltering private businesses. These public bailouts of private failures

315. See, e.g., Andrew Ross Sorkin, Realities Behind Prosecuting Big Banks, N.Y. TIMES, March 12, 2013, at B1 (reporting that the size of some banks renders them too difficult to prosecute because of negative social externalities).
resulted in the strange phenomena of the American government owning significant stakes in large, faltering, American corporations. In 2008, the government invested $85 billion in the insurance giant, AIG, in exchange for majority ownership stake. Between 2008 and 2009, the government purchased $45 billion of securities, or a 34% ownership stake in the financial firm, Citigroup. Between 2008 and 2009, $82 billion in public funds poured into the American auto industry. This resulted in the government, at various times, owning 8% of Chrysler, 60% of General Motors, and 56% of GMAC. General Motor’s financing affiliate.

Following the Financial Crisis, policymakers and scholars have contemplated various self-insurance mechanisms to prevent future public bailouts. For instance, American and international policymakers have raised capital reserve requirements for large financial institutions to ensure that losses can be better covered by the firms themselves. Additionally, there have been proposals for levying transaction fees on financial institutions to create an insurance fund. Beyond government-oriented initiatives, there have also been suggestions to create industry-oriented mechanisms to share costs in the event of another financial crisis, and bankruptcy law reforms to better address the complex structure of financial institutions in the event of future liquidations and breakdowns. Mindful of moral hazards and other considerations emanating from past insurance

320. Id.
funds like the Federal Deposit Insurance Corporation (FDIC),\textsuperscript{326} which protects the funds of depositors at insured banks,\textsuperscript{327} policymakers can better design sensible self-insurance programs for the new financial industry.\textsuperscript{328}

As cyborg finance continues to evolve and grow, so will its risks and the potential for significant losses. To create a fully self-insuring financial system that never needs public bailouts is perhaps an elusive goal, as policymakers are unlikely to permit the entire financial system to collapse.\textsuperscript{329} Nonetheless, policymakers should pursue regulations that promote mechanisms for self-insurance, so that public bailouts of the magnitude of past financial crises can be better mitigated in future financial crises.

\textit{J. Review, Renew, Reform, or Relinquish}

In designing regulations for cyborg finance, policymakers should create a framework that better accounts for its dynamic nature by defaulting to a principle of predetermined reassessment. In practice, this means that whenever sensible, policymakers should favor temporary rules with sunset provisions and preset opportunities for review over permanent or “lasting” rules.\textsuperscript{330} This would apply to both new laws and rules that regulated
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industry as well as those that deregulated industry. This principle of predetermined reassessment and its practical features are neither new nor radical. Tax legislation, in this country, frequently has had sunset provisions and preset reviews, and the same is true for legislation in other areas of the law in our history.

Because of prevalent rulemaking pathologies and cognitive biases, financial rulemaking in response to the last crisis and past problems can quickly grow stale in a dynamic marketplace. Policymakers, like most individuals, are bad judges of risk. They often overreact and overestimate risk, especially in the aftermath of crises or catastrophes. Moreover, policymakers, again, like most individuals, suffer from status quo bias, where they become attached to the current state of affairs with no rational basis. Such pathologies and biases can create costly issues for industry participants, regulators, and the entire financial system. Absent
predetermined mechanisms for review, revision, and renewal, industry participants can incur significant costs complying with rules that no longer make sense in a changed marketplace.339

For regulators, stale and sticky rules without built-in exits can be costly to enforce and even more costly to unwind.340 Permanent rules continue until repeal, and as such, their ongoing costs, in terms of budget and impact, are not properly accounted for, given changes in the regulated space.341 At minimum, a predetermined reassessment principle would permit policymakers to periodically examine whether rules drafted in the past still make financial and pragmatic sense for the present and the near future.342

For the financial system, leaving outdated regulation in place can sow the seeds for new problems and crises as industry participants gravitate towards shadowed areas cast by the old regulations.343 Additionally, it can also lead to suboptimal allocations of capital, decreases in competition, and reductions in social welfare as regulators and industry participants incur significant costs navigating stale rules.344

A primary intent for this principle of predetermined reassessment is to ensure that financial regulation best reflects the current market realities and the best available information.345 From the regulator’s perspective, this principle will probably manifest in staged rulemaking processes as features like preset reviews and sunset provisions drive policymakers to incorporate
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the latest information, mitigate past cognitive biases, and assuage certain political pathologies related to rulemaking.\textsuperscript{346} From the industry’s perspective, the principle of predetermined assessment will allow industry participants to better adjust to regulatory realities and help inform policymakers of regulatory mismatches. Collectively, with well-designed regulations, this principle will better facilitate regulators and industry to periodically engage in a dynamic, information-sharing regulatory process.\textsuperscript{347}

This advocacy for a first principle of reassessment is not to suggest that the benefits of adhering to this principle are not without their drawbacks; there are shortcomings to mechanisms like sunset provisions and mandatory reviews inherent in temporary rules.\textsuperscript{348} Rather, this commentary suggests that, on balance, by adhering to a principle of default reassessment, policymakers can better create a regulatory framework that is more dynamic, more adaptive, and more flexible just like the new financial industry that it seeks to govern.

\* \* \*

Regulating the emerging, new financial industry will be one of the most challenging endeavors for policymakers in the coming years. It is understood that much of the difficulties of financial regulation lie in the actual drafting, passage, implementation, execution, and enforcement of new rules and regulations. The tenets proposed herein aim to serve as principles of regulatory design for policymakers as they face those difficulties, as they contemplate fresh rules and regulations for cyborg finance. Admittedly, some of the proposed principles can be perceived as competing, complementary, and crosscutting. Nevertheless, these principles are intended to serve as guideposts and not roadblocks for creating a better, workable framework for the new financial industry in the years ahead.
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CONCLUSION

Modern finance is undergoing a fundamental transformation. A financial industry built largely on human actions and human relationships is changing into one built on artificial intelligence, mathematical models, and supercomputers. Humans and machines now inextricably reign over a new financial industry that is faster, larger, more complex, more global, more interconnected, and less human.

This Article offered an early systemic account of this complex, ongoing metamorphosis and its wide-ranging policy ramifications for financial regulation. This Article provided a normative and descriptive cartography of this changing financial landscape. It identified particular dangers, systemic risks, and current regulatory shortcomings. It then presented an original set of guiding principles for the future of financial regulation. In the end, this Article is intended to serve as an early framework for further study on how best to regulate the emerging, new financial industry.